Ever increasing fraud risks in the IT and ITeS sector
Over the past decade, the Indian IT-ITeS sector has grown rapidly and achieved significant milestones in terms of revenue, employment generation and value creation. In the given scenario, the omnipresent threat of frauds grew even faster than anticipated. New risks emerged as the severity, volatility and pace of change fostered opportunities and incentives for fraud.

The volatile economic situation over the past two years has aggravated the scenario, resulting in a steep increase in the value and quantum of frauds in IT-ITeS sector.

Some recent instances of fraud in the IT-ITeS sector:

**Employee embezzlement fraud:** An employee of a large software services company in India was able to steal the password of the bank account of the company and embezzle an amount in excess of US$4 million.

**Intellectual property infringement fraud:** An employee of a software development company in India sold off the source code of the new software developed by the company to its competitors.

**Forex fraud:** An employee of a leading software company in India without proper authorization hedged the foreign exchange receivable by the company outside the normal course of the company’s hedging process, which resulted in a loss of US$20 million to the company.

**Data theft:** An employee of a Gurgaon (India)-based BPO company is believed to have sold a CD, which is suspected to contain some confidential data pertaining to the customers of a British bank.

**Refund fraud:** Two employees working in a Chennai (India)-based BPO misused their authority and created 30 dummy customer e-mail IDs and embezzled more than US$91,000, which was supposed to be paid as refund for dissatisfied customers.

**Procurement fraud:** Two employees of a Bangalore-based technology company were sacked for allegedly showing preference to certain vendors/service providers and demanding favors from certain other vendors in lieu of the timely processing of their invoices/bills and the renewal of contracts.

**Recruitment fraud:** The entire recruitment team at the Indian subsidiary of a large IT company was sacked for allegedly accepting bribes from prospective employees and recruitment consultants.

**Payroll fraud:** An employee of a Hyderabad-based company drew salary even after six months of leaving the company.

**Misappropriation of funds:** Few employees from the Pune center of a large Indian BPO opened several dummy accounts to transfer the customer funds to these fictitious accounts.

---

**Introduction**

“More than the exceptional results and ever-increasing customer base of the companies in the IT & ITeS sector, we have heard extensively about frauds being uncovered.”

Organizations’ alert! It could happen to you!
The key reasons why such incidents of employee frauds have taken place:

The absence of policies and procedures aimed at preventing and deterring employees/vendors from committing fraud contributes immensely to rising fraud cases. In some organizations while the policies exist, the same may not have been communicated adequately and appropriately.

Another key reason is the high growth rate in the information technology sector, coupled with an even higher attrition rate. This lethal combination puts extreme pressure on processes/controls and could lead to non-adherence to established processes and controls, which ultimately results in financial/efficiency/reputation loss.

There are inadequate infrastructure/processes for performing employee background checks. Currently, NASSCOM has worked to set up a national database of employees working in the IT and BPO sector in India known as the “National skills registry.” However, the validation and registration of the IT and BPO employees require authorization from the employees themselves.

The misuse of the trust and responsibility obtained in an organization is another key cause for committing frauds. In several cases investigated by us over the last five years, we have seen that senior/middle management employees, who have obtained a higher level of trust and responsibility within a company, are more likely to commit fraud by misusing the authority and trust bestowed on them.

The pressure of expectations has been a determining factor for some of the employees in their attitude towards fraud.
Impact of fraud

- Fraud incidents cause severe damage to the reputation of the company.
- In many cases, fraud instances have resulted in direct loss of business to the company.
- Fraud incidents may expose the company to civil or criminal liabilities.
- Legislative requirements or compliance procedures are bound to increase in the light of fraud cases.

Legislative requirements regarding fraud risk management:

- To address the issue of data protection, the government had introduced the Personal Data Protection Bill in 2006. However, it did not come into force till date. The issue of data protection is to a certain extent addressed by the introduction of the Information Technology (Amendment) Act, 2008. However, it does not cover the issues of data protection for data sent outside the territories of India.
- Legislations such as The Sarbanes Oxley Act, The Foreign Corrupt Practices Act & SAS 99 require the management of US/US-listed companies to set up strong internal controls for the prevention and detection of fraud.
- Similarly, Indian legislations such as Clause 49 of the Listing Agreement and the ‘Standards on Auditing 240’ has put the primary onus for the prevention and detection of fraud on the management and those charged with governance.
- In accordance with the “Corporate Governance Voluntary Guidelines 2009” released by the Ministry of Corporate Affairs: “Companies should ensure the institution of mechanism for employees to report concerns about the unethical behaviour actual or suspected fraud, or violation of the company’s code of conduct or ethics policy.”

Most customers and regulators understand that possibility of such fraud instances does exist. However, they consider the following mitigating factors:

- What preventive mechanism does an organization have in order to prevent such fraudulent acts?
- How quickly and how well can the organization respond when such instances of fraud actually happen?

In the best interest of the IT-IteS companies, they need to proactively undertake a self-assessment of their existing fraud prevention processes and controls. IT-IteS companies need to ensure that the existing processes and controls are robust and are operating effectively to prevent the occurrence or recurrence of such incidents.

Fraud is too costly to leave it without proper attention.

“The recent cases of fraud have raised questions over the preparedness of organizations in preventing, detecting and handling frauds.”
The watch word is “Always Prevention!”

The likelihood of fraud can be reduced by implementing antifraud programs and controls. Besides the development of comprehensive policies and procedures, implementation of antifraud programs requires effective communication, implementation and compliance monitoring. This can be achieved in three steps as described below:

1. Create an anti-fraud environment

Management should strive hard to create an environment where people believe that fraudulent acts will not be tolerated at all, i.e., a zero tolerance level should be established for fraud/other dishonest acts. This can be achieved through the development and implementation of:

- **Fraud policy:**
  The development and communication of a strict fraud policy is expected to set the standard for intolerance of fraudulent behavior. This policy should communicate that the company is committed and willing to take a proactive approach to prevent, detect and report fraud. Further, it should clearly state the consequences of fraudulent acts when fraud is uncovered.

- **Code of business conduct/ethics policy:**
  The code of conduct/ethics policy should be comprehensive and should describe acts that constitute unethical/non-acceptable behavior. Depending on the nature of operations, complexity and its size, an organization may devise a policy that is applicable to all the employees (and all operating units). Additional specific policies may be devised for specific operating units/certain categories of the management/key employees.

- **Whistle blower policy/fraud hotlines:**
  As multiple global surveys carried out by various organizations over the past several years have pointed out, fraud hotlines/tip offs are one of the most successful tools to detect fraud. An effective whistle blowing policy should be such that employees are able to report/voice their suspicions of fraud occurrence without the fear of disciplinary action or retaliation against them.
• Fraud response plan
The fraud response plan is a step-by-step process of the procedures that should be followed by management, should an incident of fraud occur. Too often, when an organization experiences an incident of fraud, the management is not aware of action to be taken, which exposes the organization to various vulnerabilities, including litigation.

• Fraud awareness training sessions and workshops
A crucial element in preventing fraud in organizations is providing fraud awareness training to the relevant staff. Companies should devise and conduct fraud prevention and awareness workshops, which are focused on changing cultures and attitudes toward fraud by raising awareness. These workshops involve employees’ sensitization to probable fraud types and the warning signs and effective response training to fraud events.
Prevention is better than cure...

“The risk management team should be equipped with the necessary resources, skill sets and tools required to address the risk of fraud.”

2. Undertake comprehensive fraud risk assessment

Every organization has inherent and specific fraud risks that depend on factors such as industry, size, organization structure, internal controls environment, geographical location, etc. Organizations are increasingly considering fraud risk as a part of the companywide risk assessment programs to help them identify fraud risks and implement effective antifraud controls.

The key steps involved in this process are:

- Consideration of various types of fraud risks, viz., theft, employee fraud, fraudulent financial reporting, misappropriation of assets, etc.
- Consideration of various fraud schemes and scenarios unique to the industry/company
- Assessment of fraud risks at the overall company level, significant business unit level and significant account levels
- Mapping of existing controls and evaluation of effectiveness of controls
- Designing the implementation framework and monitoring mechanisms
- Conducting vulnerability reviews of various processes to the fraud risk and identifying areas where the anti-fraud controls are not working effectively
3. Implement adequate oversight/monitoring

- Adequate monitoring procedures should be established to review and improve the effectiveness of anti-fraud programs and controls. These may include:
  - Employees’ annual declaration on 100% compliance with the “code of business conduct and anti-fraud policies”
  - Adequate review/monitoring process to ensure that tip offs/complaints made through fraud hotlines are investigated/addressed appropriately
  - Oversight by the audit committee of the risk of override of controls by management

Testing the adequacy of preparedness to handle fraud risk:

In order to test whether the organization is adequately equipped to handle fraud risks or to respond to situations when fraud is uncovered, the following points will be useful:

- Have we documented a formal fraud policy and a code of conduct and ethics policy?
- Have we adequately and appropriately communicated the code of conduct and ethics policy?
- Do we have an effective whistleblower mechanism in place to enable the reporting of instances of observed/suspected instances of fraud?
- Have we trained our management team for the effective prevention and detection of fraud?
- Have we undertaken a fraud prevention health check to assess vulnerabilities to fraud?
- Does our risk assessment process specifically cover the risk of fraud?
- Is our internal audit team adequately equipped to cover the risk of fraud?
- Do we have an element of surprise in the internal audit process to deter fraud?
- Do we have adequate tools to detect suspicious or fraudulent transactions?
- Do we have the necessary skill sets to investigate fraudulent/dishonest acts?
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