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Leading financial institutions (FIs) are rethinking their organizational structures to manage financial crime risk more effectively. The integration and alignment of risk and compliance functions will be crucial if the financial services sector is to address the broader sources of financial crime risk and tightening regulation to which it is exposed today.

FIs are becoming exposed to increasingly sophisticated techniques used by organized criminals, who target vulnerabilities that are opening up as large volumes of customers perform multiple transactions across multiple channels. Cyber threats are one part of the equation, but FIs are grappling with criminals who often target a number of different internal and external channels. In addition, they must monitor traders, sanctions and watch-lists, and deal with the proliferating numbers of smaller financial crimes, all the while managing tightened budgets.

At the same time, the sector is facing a significant compliance burden as regulation of its practices continues to tighten, and as customers and investors demand greater transparency and integrity from financial dealings. The introduction of the Foreign Account Tax Compliance Act (FATCA) in the US this year – as well as the subsequent intergovernmental agreements (IGA) to follow – is just one such signal of international intent to make FIs more accountable for risk and compliance management on behalf of their customers. In addition, the operational costs of financial crime risk management are rising: the monitoring of the multitude of channels is proving to be increasingly expensive for firms in terms of expertise and the establishment of Financial Crime Risk Management (FCRM) Systems.

There have been several recent cases of large FIs being fined by regulators and reproached in the media for failures in their anti-money laundering (AML) and sanctions monitoring controls, too. Given that such financial crime is fundamental to the operations of terrorists, drug traffickers and corrupt political regimes, FIs simply cannot afford to risk the reputational damage inflicted by such compliance failures.

The traditional silo-based approach to the management of financial crime risk and compliance – whereby separate organizational structures support individual risk types such as money laundering, card fraud or internal fraud – will no longer suffice. A disconnected set of fraud or AML platforms is less likely to stand up to attacks that cut across multiple business lines, geographies and risk types. It is for this reason that FIs are looking towards integrating their risk and compliance systems. In the long term, small incremental adjustments to systems and processes will simply not be enough.
The EY point of view: The establishment of financial intelligence units

One emerging industry trend in response to increased regulatory scrutiny is the adoption of financial intelligence units (FIU). Financial institutions are looking to establish or enhance their financial intelligence units in order to better leverage disparate sources and available internal and external intelligence to improve the effectiveness and efficiency of their financial crime risk management programs (Figure 1).

The core concepts of collation, analysis and dissemination of intelligence are highly applicable to the current environment in FIs. While the approaches to design and implementation of an FIU vary significantly across industry, FIs are recognizing the benefits of maximizing the information available for analysis and investigation along with standardizing processes across lines of business, geographies and financial crime domains (e.g., AML, fraud, bribery, corruption, sanctions, tax evasion and cybercrime). Longer term, FIU concepts encourage a more proactive stance to financial crime risk management, allowing banks to better identify and be more adaptive to emerging trends and typologies.

Figure 1: Financial intelligence unit
The business case for integrated risk and compliance

Apart from protecting against financially damaging attacks and regulatory fines, there are business, compliance, efficiency and cost advantages to be gained from integrating risk and compliance capabilities. In a recent Chartis survey of senior executives within FIs around the world (Figure 2), 71% of respondents agreed that there is a compelling business case for integrating some or all of their anti-fraud and AML systems into a single technology environment.

A siloed approach to managing financial crime risk makes it almost impossible for FIs to spot patterns of behavior across the organization, which will enable them to identify sophisticated attacks that target multiple sources. Regulators and FIs are drawing links between types of financial crime. Fraud and trading violations are increasingly being regarded as predicate offenses—those offenses whose proceeds may become the subject of money laundering.

Opportunities for criminals to undertake multi-pronged attacks have been expanded by the explosion of new technologies that FIs have implemented, and the increase of remote banking transactions through internet and mobile channels (e.g., person-to-person payments and mobile banking apps). This has served to amplify the inter-connectedness of financial crimes. For instance, most fraud crimes have some kind of money-laundering element in them, as the proceeds of fraud have to be placed back into the financial system, layered with transactions to separate the money from its source, and finally integrated, returning the money to the criminals from a seemingly legitimate source.

A key advantage of integrated risk and compliance is that it brings the personnel tackling different financial crimes and compliance initiatives closer together, to enable direct communication among teams managing fraud risk, AML and market abuse, for instance. This also helps organizations visualize potential financial crime risks across business lines, and build a holistic view of normal and abnormal behaviors.

There are several examples in the industry of how FIs can obtain benefits from sharing intelligence and information from different risk and compliance silos to glean insights on financial crime risks. For example:

- Rogue trading events may have been better understood by combining views on toxic combinations of access with unauthorized trading activity for individual trades.
- More comprehensive KYC and trader surveillance information for individual broker dealer customers may have identified toxic, large-scale Ponzi schemes using floats generated by sophisticated check kiting techniques earlier.
- New human and drug trafficking typologies have benefited from sharing information between fraud and money laundering departments.
Convergence of people, processes, technology and data

Until now, most FIs have been reacting to the sector’s rapidly evolving regulatory requirements on a piecemeal basis, meaning that some of the data and technology being used to combat financial crime have been duplicated across the organization. The integration of risk and compliance is an opportunity to remove that duplication of effort, and to bring data and analytics together into a central and consistent environment.

This environment can be considered to consist of three key building blocks that must be brought together: data, models and workflows. These can be drawn together into common methodologies and processes, enabling standard operating models, and consistent analysis across risk silos, and organizational and geographical barriers (Figure 3).

In most FIs, separate business lines use individual case management databases for logging and managing risks that arise, while reporting is also done on a siloed basis. Pooling cross-organizational, cross-border data is perhaps the most important step in the integration process. An enterprise financial crime data management strategy can deliver a host of advantages, such as:

• The identification of previously unidentified patterns of behavior through linking unusual activities across risk silos, business lines and borders.
• The recognition of new threats and construction of intelligence that can be used to enhance controls in individual monitoring platforms.
• The ability to recognize the scale of impact of an attack and coordinate an appropriate response.
• The ability to enable true enterprise-wide search to facilitate internal and external requests for information.

Cost savings

Recent discussions with Tier 1 FIs have revealed that, if managed properly, the integration of multiple risk and compliance functions can deliver cost savings between 20% and 30%, as a broad estimate.

This is achieved through a combination of system and process rationalization. Creating a unified data platform will reduce the cost of ownership for a particular system, because the support and maintenance costs are shared. The integration of systems makes data management an easier task too.

Figure 3: Bringing together data, models and workflow into common methodologies

Common methodologies

Data
- Risk data can be shared across the lines of AML, fraud, sanctions monitoring, trader surveillance, and cyber security.
- Data can be shared across business lines and geographies to establish a common standard. This should take into account any potential issues with national and regional data protection laws.

Models
- Linked models can be used to build holistic views of customers.
- More efficient or specifically purposed analytics for counter-fraud or AML can be re-used and utilized to reinforce or disprove conclusions from their neighboring disciplines.

Workflow
- Workflow activities can be brought together into an enterprise-level case management system.
- A single hub can be created for investigations or action plans.
A centralized financial crime department can also provide a centralized group of investigators, cutting down on manpower and bottlenecks in expertise, and enabling more efficient investigations and reporting. This can cut down on duplication of effort, increase transparency, scalability, and agility. In the end, this can result in significant cost savings while improving risk management.

The challenges of risk and compliance integration

In today’s competitive environment, the emphasis of many FIs is on cost reduction and efficiency improvements. Against this backdrop, it can be difficult to prioritize the fight against financial crime and simultaneously meet the ever-increasing compliance requirements. At the same time, as with any business change process, risk and compliance integration is a complex undertaking.

The high-profile punitive fines doled out to several global FIs by regulators and national governments in the past few years have underlined the importance of investing in this area, but there are some difficult barriers to overcome.

According to the survey (Figure 4), only 12% of FIs currently have fully integrated FCRM processes based on unified technology architecture and data model, while the vast majority still has significant hurdles to overcome to achieve this.

Breaking down silos

A more holistic approach to tackling FCRM is needed because without a centralized approach, it becomes almost impossible to join the dots in recognizing patterns of behavior associated with organized attacks.

Before getting down to the hard graft of technological integration, FIs need to ensure that their organizational structures are aligned. It is a common error to attempt to “patch up” perceived organizational gaps with technology and, in the long term, this will only serve to create yet more structural complexity.

A key issue that FIs must address is the need to align all the various efforts taken to manage financial crime risk and compliance across the organization. For example, some aspects of FCRM, such as counter-measures for internal and external fraud, are directly driven by the business case and introduced to prevent direct losses or bad debt provisions. Other aspects, however, will be driven by regulation, such as AML, FATCA and sanctions monitoring, and by indirect losses in the form of regulatory fines and brand erosion. It is vital to ensure that these different motivations for change do not

---

**Figure 4: Current FCRM processes**

Which of the following options best describes your current FCRM processes?

- Fully integrated processes and systems based on a unified technology architecture and data model
  - 12%

- Semi-integrated processes and systems with some level of alignment and data sharing, but not fully integrated
  - 69%

- Well formulated and communicated processes that are totally separate with little or no integration
  - 19%

Source: Chartis financial crime global survey
lead to change processes being undertaken by isolated teams that are not working toward the aligned risk appetite of the firm. Ideally, these individual initiatives need to be managed as a portfolio with a vision for an integrated target operating model.

This process is made more challenging in larger FIs, which are inherently complex. For example, many of today’s largest financial institutions have grown through mergers and acquisitions (M&A) at some stage, which often gives rise to silos where business units in the acquired firm are not sufficiently consolidated into the new organization because of difficulties in aligning mismatched products, services, and processes.

Furthermore, FIs have not historically been strong at documenting and developing a consistent IT architecture, meaning that M&A events have also led to overlapping and complex legacy systems in many cases. In terms of FCRM systems, it may be that specific systems are dedicated to individual areas, such as check fraud, credit card fraud, and so on. In many cases, these systems and their data will need to be realigned to establish a unified FCRM platform.

At the same time, business transformations can create long-lasting misalignments in business practices and culture. In order to manage financial crime risk and compliance more effectively, firms must overcome this barrier by educating the workforce to use common methodologies when identifying and scoring risks, for instance, and to ensure that internal risk and compliance standards and taxonomies are aligned.

Managing data

When bringing together workflow, data and models into a common methodology, aligning analytics and workflows is essential, but FIs normally find that the vast bulk of the necessary work is in the data management.

A unified data platform that enables analysis of reliable and consistent information from across the organization will form the lynchpin of FCRM in future. This resonates with our survey respondents (Figure 5), 92% of whom cite the quality of available data as an important challenge to successful FCRM.

**Figure 5: Important challenges to successful FCRM**

What do you see as your organization’s most important challenges to successful FCRM?

- Access to internal data: 45% Very important, 45% Important, 11% Somewhat important, 0% Not important.
- In-house knowledge and expertise: 46% Very important, 43% Important, 9% Somewhat important, 0% Not important.
- Organizational culture and awareness of financial crime: 49% Very important, 38% Important, 13% Somewhat important, 0% Not important.
- Completeness of data recorded electronically: 36% Very important, 49% Important, 14% Somewhat important, 0% Not important.
- Detection of previously undetected fraud: 27% Very important, 51% Important, 20% Somewhat important, 0% Not important.
- Budgets: 24% Very important, 52% Important, 20% Somewhat important, 0% Not important.
- Investigative tools/solutions (including case management): 32% Very important, 45% Important, 19% Somewhat important, 0% Not important.
- Board level/senior management support: 30% Very important, 46% Important, 19% Somewhat important, 0% Not important.

Source: Chartis financial crime global survey
The EY point of view: Managing data throughout the customer life cycle

Effective financial crime risk controls are dependent on the data that is supplied to them – even the best control systems will be ineffective if the data provided is of poor quality. This is an issue that more and more organizations are identifying as a root cause to operational inefficiencies. There is a need for better data governance to be put in place, including data policies to define minimum standards and effective ongoing monitoring of these standards. In addition there is currently an increasing trend of organizations moving towards the use of a single data layer to supply data to all of their financial crime risk control systems, therefore ensuring a consistent set of data is used and reducing the number of feeds from source systems.

Looking at data management across the customer life cycle helps identify where financial crime risks are introduced, controls required to mitigate those risks, and ultimately what key data elements need to be captured for those controls to be effective (Figure 10).

Figure 6: The customer life cycle

Executing the integration process

The impetus for FIs to move toward integrated FCRM is readily apparent. The integration process that individual FIs follow, however, will vary in complexity and direction, depending upon multiple factors, such as size and organizational structure. Multi-national firms and those with multiple business lines will be facing particularly difficult challenges with respect to coordination and alignment across those business lines and borders.

Despite this, one commonality is that a phased approach will be required by all – such a transformation cannot be achieved overnight. Another common challenge for most FIs is that they will probably begin with roughly eight or nine main silos related to FCRM: AML, sanctions filtering, card fraud, ACH fraud, online fraud, employee fraud, trader surveillance, FATCA compliance and KYC, for example.

Given that the concept of simultaneously unifying all financial crime systems and processes under a single umbrella is unrealistic, FIs must identify the areas where there is least resistance to change in terms of their financial crime systems and processes under a single umbrella.

For most organizations, the alignment of fraud and AML systems and processes is a good place to start. As regulators become more restrictive in their approach, FIs are finding that they need to apply consistent investigation processes and controls to their fraud and AML assessments. Indeed, a number of FIs have already integrated their processes.
Decisions on data

As firms move toward integration, the success of the project will ultimately be determined by how effectively they can manage organizational data. We have outlined some of the different approaches and options that FIs may consider as they seek to integrate data management.

1. **Data integration**

To turn data into practical information, business intelligence systems need to manage the integration of metadata. This process has a number of steps, which are given below:

1. **Establishment** of the source to target data interface with extract and transformation logic conducted at the source.
2. **Intermediation** with a central data-staging layer to centralize transformation logic.
3. **Development** of messaging standards to allow sharing of information across networks and application-to-application connectivity.
4. **Introduction** of high performance infrastructure to speed up extraction of information and provide a central platform for fast search.
5. **Deployment** of data and analytics kernels to source platforms to pull data quickly through the enterprise, and speed up end-user decision-making.

Many FIs have reacted to the ever-increasing volumes of data they are required to process by investing in large data warehouse projects. These data warehouses are often cumbersome and slow, however, with lengthy and laborious extract, load and transform (ETL) processes.

We are seeing organizations adopt several different approaches to solve this problem. Some are moving to a “publish and subscribe” model, while others are converging regional standardized data hubs in an attempt to make data transfer faster and more efficient, while taking into account potential regional and cross-border data protection issues. Audits of data quality are also becoming increasingly common.

2. **Data alignment and abstraction**

One method for bringing data management systems together that does not involve breaking down silos is to use layered data abstraction processes that bridge across silos instead.

An abstraction layered data management architecture includes:

- **A base, physical layer** – where data sources are integrated, providing basic quality checks, type-casting, and name formatting.
- **A business layer** – where standardized methods of data description and modeling throughout the enterprise are applied to the metadata from the physical layer.
- **An application data layer** – where data is transformed into an accessible format for data consumers, whether these are customers or business users.

While the abstraction data layer system does not have the same speed and efficiency as an integrated data warehouse, the potential for quick implementation and therefore return on investment make it an attractive proposition, particularly for larger, complex organizations.

Managing the integration process

As with any business change process, it is important to create a structured roadmap at the outset that takes into account the organization’s current state, including any gaps, overlaps and efficiencies, and outlines the future state, such as shared capabilities, synergies and benefits.

Broad executive-level ownership and visible support for change will be important too, including leaders representing a cross-section of the organization committing time, resources and subject matter expertise.

Firms will also need to continue to run their existing systems in parallel with the creation of new, integrated systems in order to keep essential business processes running. For most large FIs, a change budget will be set aside, with a specific team set up to oversee the process, usually over a three- to five-year period. These teams will follow separate work streams, but their progress will be reviewed at group level to ensure their approach is aligned with the wider business. Careful construction of a roadmap for this process is critical, as the transformation process can and will change data sources behind applications and will affect their function. This balancing act of “run the bank” versus “change the bank” is a critical success factor.

Expenditure

It is obvious that the budget will strongly influence the approach that FIs are able to adopt as they move toward FCRM integration, in terms of how swiftly and how deeply the process goes.
Our survey results (Figure 7) reflect both the urgency of the issue and the potential of integrated FCRM to help reduce future costs, given that the majority of FIs intend to increase their expenditure on financial crime risk and compliance management technology, despite the current emphasis on cost cutting in the sector.

The greater part of the spending increase within the sector is likely to be tactical expenditure, focused on extending existing point solutions to conduct enhanced analytics, further compliance reporting, or buying new point solutions. At the same time, there is also likely to be a low volume of very high-value “change the bank” projects by tier 1 FIs, involving significant investment, and possibly the creation of financial intelligence units.

A financial crime reference architecture

A convergence trend in financial crime looks at common capabilities of reporting, case management, work flow, analytics and data across all financial crime risks to provide better information and intelligence sharing and drive efficiencies in risk management (Figure 8).
Conclusion

Today’s FIs are exposed to a wider range of risks than ever before, as they continually implement new technologies and open up new channels to customers in a bid to remain competitive. Meanwhile, regulators continue to pressurize firms to devote greater resources to assessing and reporting on financial crime and conduct risk.

Significant operational savings can be gained with centralized management of financial crime. The convergence of analytics, workflow and data management will increase transparency, increase agility and decrease duplication of effort when analyzing financial crime across business lines and international borders, creating complete views of customers across the entire transactional life cycle.

Those FIs that fail to face up to these risks and demands will be at a distinct disadvantage in future as customers, investors and shareholders all begin to attach greater value to the security and integrity of financial institutions, as well as reputation and brand protection.

What will be needed, therefore, is an integrated approach to the management of financial crime risk and compliance that will help them to better detect criminal attacks and fraud and avoid regulatory fines, and ultimately reduce their costs as a result of operational efficiency savings and tighter security.
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