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Absolución de consulta 
planteada a la 
Superintendencia de 
Protección de Datos 
Personales



Resumen 
Ejecutivo

▪ La Superintendencia de 
Protección de Datos Personales 
– SPDP respondió una consulta 
sobre la custodia de contraseñas 
por el Delegado de Protección 
de Datos Personales.  

Fuente Legal:

Oficio N° SPDP-IRD-2025-0279-O 
emitido por la Superintendencia 
de Protección de Datos Personales

▪ La SPDP ha determinado que un 
Delegado de Protección de 
Datos Personales (DPD) NO 
puede ser custodio de las 
contraseñas de las bases de 
datos de una institución.



El DPD y la Custodia de 
Contraseñas

La autoridad de control ha determinado que un DPD NO puede ser custodio 
de las contraseñas de las bases de datos de una institución. Esta conclusión 
se fundamenta en los siguientes pilares:

El DPD tiene una naturaleza técnico-jurídica independiente. Sus 
funciones se limitan exclusivamente a:
• Asesoría especializada: Orientar al responsable sobre el 

cumplimiento de la ley.
• Supervisión independiente: Verificar que el responsable cumpla la 

normativa, sin ejecutar las tareas él mismo.
• Enlace: Actuar como puente con la Superintendencia.

1. Separación de Roles: Supervisión vs. Operación

2. Conflicto de Interés y Falta de Independencia

La custodia de contraseñas es una actividad eminentemente técnica y 
operativa. Si el DPD administrara estas credenciales:
• Se convertiría en juez y parte: No podría supervisar objetivamente 

la seguridad de los accesos si él mismo es quien los gestiona.
• Perdería su autonomía al involucrarse en el "día a día" del 

tratamiento de datos.

En caso de una vulneración o hackeo, el DPD solo debe responder por 
la calidad de su asesoría y supervisión. Si el DPD custodia las 
contraseñas, asumiría una responsabilidad operativa (propia del 
Responsable o Encargado) que no le corresponde legalmente, lo que 
complicaría la determinación de sanciones y responsabilidades 
administrativas, civiles o penales.

3. Responsabilidad ante Brechas de Seguridad



La absolución ratifica que el DPD no puede ejercer funciones que gestionen 
seguridad operativa. Por ello, existe una inelegibilidad para quienes ocupen 
cargos como:
• Oficiales de Seguridad de la Información.
• Oficiales de Cumplimiento.
• Cargos de nivel jerárquico superior que tomen decisiones operativas sobre 

los datos.

4. Incompatibilidad con Otros Cargos

Regla de oro: El DPD vigila cómo se aplican las medidas de 
seguridad, pero nunca debe ser quien las opera o administra 
directamente.

La función del DPD debe limitarse a verificar que los mecanismos de 
control de acceso sean adecuados, pero la ejecución y custodia de esos 
accesos debe recaer exclusivamente en las áreas técnicas designadas por 
el Responsable del Tratamiento.
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