Ufé-“h pe the fut
U2 Zhnesleanndenes

i\ =
i T |

Iy

Rozporzadzenie w sprawie sztucznej inteligencji (Al Act) weszto w zycie z dniem
1 sierpnia 2024 r. Tym samym, Unia Europejska jako pierwsza na Swiecie
wypracowata szczegétowe ramy prawne w zakresie rozwoju, uzywania oraz
rozpowszechniania systeméw opartych na sztucznej inteligencji, ktére zaczynajg
odgrywac coraz wieksza role dla przedsiebiorstw oraz spoteczenstwa

Jakie sg cele Al Act?
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Ustanowienie jednolitych ram Promowanie Zapewnienie wysokiego
prawnych dot. systemdéw sztucznej ukierunkowanej na poziomu ochrony zdrowia,
inteligencji (Al) w Unii zgodnie cztowieka i godnej bezpieczenstwa oraz praw
z wartosciami UE, w szczegdInosci zaufania sztucznej podstawowych, (m.in. demokracji,
w zakresie: rozwoju, wprowadzania inteligencji praworzadnosci i ochrony
do obrotu oraz oddawania do Srodowiska), przed szkodliwymi
uzytku Al skutkami systeméw Al
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Wspieranie Utatwienie rozwoju jednolitego
innowacji rynku wewnetrznego dla zgodnych

z prawem, bezpiecznych i godnych

zaufania aplikacji Al oraz

zapobieganie fragmentacji rynku




Czym jest system Al wedtug Al Act?

system maszynowy zaprojektowany do dziatania , ,
w jednym lub w wiekszej ilosci celdw, ktére moga

by¢ wyraznie lub niejawnie zdefiniowane;
System Al to system maszynowy,

zaprojektowany do dzialania z r6znym

dzialanie z roznym poziomem autonomi poziomem autonomii, ktéry moze po wdrozeniu

—
System Al wykazywaé zdolnoé¢ adaptacji i ktory — do

wnioskowanie jak generowac¢ wyniki i generowanie wyrainych lub dorozumianych celow —
wynikéw takich jak prognozy, tresci rekomendacje
lub decyzje

wnioskuje, jak generowaé na podstawie danych

wejSciowych wyniki, takie jak predykcje, tresci,

generowane wyniki moga wptywac na fizyczne lub zalecenia lub decyzje, ktore moga Wplywaé na
wirtualne Srodowiska $rodowisko fizyczne lub wirtualne.

Kogo obejmuje Al Act?
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Dostawcy systemow Al Podmioty stosujgce Importerzy
systemy Al i dystrybutorzy

Uniwersalno$¢ zastosowania

Al Act ma wymiar uniwersalny,
niezalezny od siedziby. Organizacje
spoza UE musza przestrzegaé przepiséw

Produgena produktow Dostawcy wprowadzgjacy Ml areSemyeh rmaE e, el
powigzanych z Al do obrotu lub oddajgcy samo jak te dziatajace na terenie UE.
do uzytku Al

PodejsScie regulacyjne oparte na ryzyku

Al Act ustanawia minimalne wymogi

niezbedne do zaradzenia ryzyku
A NIEDOPUSZCZALNE RYZYKO i problemom zwigzanym z zastosowaniem
Al bez nadmiernego ograniczenia lub
WYSOKIE RYZYKO utrudnienia rozwoju technologicznego lub
nieproporcjonalnego zwiekszenia kosztéw

wprowadzania do obrotu rozwigzan
opartych na Al. W praktyce oznacza to, ze
zakres wymagan, ktére systemy Al musza

MINIMALNE RYZYKO spetni¢ jest uzalezniony od klasyfikacji
Al wedtug ryzyka, jakie wigze sie z jego
zastosowaniem.



Jak Al Act klasyfikuje systemy Al?

Praktyki zakazane

Al Act wprowadza zamkniety katalog
praktyk w zakresie zastosowania Al, ktére
sg co do zasady zakazane.

Zakazane praktyki w zakresie Al to m. in.:
= Stosowanie manipulacji i technik podprogowych

m Social scoring, ktéry prowadzi do krzywdzacego lub niekorzystnego
traktowania oséb fizycznych,

m Wykorzystywanie systeméw Al do wyciggania wnioskéw na temat
emocji osoby fizycznej w miejscu pracy lub instytucjach edukacyjnych,

= |dentyfikacja biometryczna w czasie rzeczywistym w miejscach
publicznych do celéw $cigania przestepstw (oprécz wyjatkéw
okreSlonych w Al Act).

Systemy Al
wysokiego ryzyka

Systemami Al wysokiego ryzyka sa:

= systemy wskazane w Zatgczniku Il do Al
Act; lub

m ktdre sq przeznaczone do
wykorzystywania jako zwigzany
z bezpieczenstwem element
produktu objetego niektérym unijnym
prawodawstwem harmonizacyjnym UE
lub same sg takimi produktami i podlegaja
ocenie zgodnosci

Wyjatek: systemy Al, ktdre nie stwarzaja
znaczacego ryzyka szkody dla zdrowia,
bezpieczenstwa lub praw podstawowych
0s6b fizycznych

Systemami Al wysokiego ryzyka wedtug Zatacznika Ill sa np.:
m Systemy zdalnej identyfikacji biometrycznej,

m Systemy Al zarzadzajgce krytyczng infrastruktura cyfrowg,

m Systemy Al przeznaczone do celéw rekrutacji.

Kluczowe obowiazki (Al wysokiego ryzyka):

= Wypracowanie, wdrozenie, dokumentowanie systemu zarzadzania
jakoscia,

m Przeprowadzenie oceny skutkéw dla przestrzegania praw
podstawowych,

m Sporzadzenie dokumentacji technicznej systemu Al (w tym instrukcja
obstugi),

® Przejrzysto$¢ oraz udostepnianie informacji podmiotom stosujacym Al,
m Zapewnienie nadzoru ze strony cztowieka nad Al,

m Zapewnienie odpowiedniego poziomu doktadnosci, solidnosci
i cyberbezpieczenstwa systemu Al.

Systemy Al
z ryzykiem
przejrzystosci

Systemy Al, stwarzajace ryzyko

przejrzystosci to te, ktore:

m 53 przeznaczone do bezposredniej
interakcji z osobami fizycznymi,

= generuja lub manipulujg tekstem,
obrazem, dzwiekiem lub wideo
(generatywne systemy Al),

= stanowig system rozpoznawania emocji
lub biometryczny system kategoryzacji.

Kluczowe obowiazki (Al z ryzykiem przejrzystosci):

= Poinformowanie osoby fizycznej wchodzacej w interakcje z systemem,
ze jest to system Al,

m Oznakowanie tresci wygenerowanych przez system Al (dZwiekdw,
obrazéw, wideo, tekstu) w formacie nadajgcym sie do odczytu, aby byty
wykrywalne jako wygenerowane sztucznie lub zmanipulowane,

= Podmioty stosujgce systemy rozpoznawania emocji lub systemy
kategoryzacji biometrycznej majg obowigzek informowac osoby
fizyczne o tym fakcie oraz przetwarza¢ dane osobowe zgodnie z RODO,

m Stosowne oznaczenie tresci deepfake jako tres¢ poddanag manipulacji
lub sztucznie wygenerowang,

m Stosowne oznaczenie tekstéw informacyjnych wygenerowanych przez
Al jako teksty sztucznie wygenerowane lub poddane manipulacji.

Systemy Al
niskiego ryzyka lub
brak ryzyka

Wypetnienie podstawowych obowigzkéw w zakresie przejrzystosci




Jakie sankcje grozg za naruszenie przepisow Al Act?

35 min EUR 7,5 min EUR

lub 7% rocznego obrotu za lub 1% rocznego obrotu za przekazywanie
nieprzestrzeganie zakazu praktyk nieprawidtowych, niekompletnych lub
w zakresie Al wprowadzajacych w btad informacji jednostkom

notyfikowanym lub wtasciwym organom krajowym

15 min EUR 15 min EUR

lub 3% rocznego obrotu za naruszenie lub 3% rocznego obrotu za niezgodnos$¢
obowigzkéw przez dostawcéw modeli Al systemu Al z przepisami dot. operatoréw lub
0gdlnego przeznaczenia jednostek notyfikowanych

Al Act a inne akty unijne
Systemy sztucznej inteligencji mogg podpadac réwniez pod inne regulacje unijne w zaleznosci od ich
przeznaczenia, wykorzystywanych informacji, czy profilu podmiotu wykorzystujgcego Al. Podmioty objete Al Act

moga by¢ zatem zobowigzanie do spetnienia obowigzkéw zwigzanych z Al, ktére nie wynikaja z samego Aktu.

Ogdlne rozporzadzenie
— 0 ochronie danych (RODO)

(Cyber Resilience Act)
Q.
—\ Akt o rynkach cyfrowych

Akt o cyberodpornosci

Akt w sprawie operacyjnej E?
odpornosci cyfrowej (DORA) \ L

O
O

\] Dyrektywa NIS 2

Dyrektywa o prywatnosci =
— E Akt o ustugach cyfrowych (DSA)

i facznosci elektronicznej

Co dalgj?

2 sierpnia 2027 r.

2 sierpnia 2025 . Przepisy dot. systeméw objetych

1 sierpnia 2024

Przepisy dot. modeli istniejgcymi przepisami UE dot.
WEJSCIE W ZYCIE 0gdInego przeznaczenia bezpieczenstwa produktéw
(@) (@) 7~ (@) (@)
@) @) @) @ ) -
2 lutego 2025 r. 2 sierpnia 2026 r.
Wygaszenie praktyk zakazanych Przepisy dot. systeméw
i rozpoczecie obowigzywania wysokiego ryzyka

wymogu dotyczgcego kompetencji Al
W organizacjach



Al Act z EY!

SledZ nasza strone o Al!

Zapraszamy do odwiedzenia naszej
strony internetowej dedykowanej
tematyce sztucznej inteligencji. W serii
artykutéw publikowanych na stronie
bedziemy przybliza¢ prawne aspekty
zwigzane z wejsciem w zycie Al Act,

a takze praktyczny wptyw przepisow na
przedsiebiorcéw.

Zaufaj EY!

JesteSmy zespotem ekspertéw zaangazowanych w pomoc organizacjom w zapewnieniu zgodno$ci ich ustug
z Aktem w sprawie sztucznej inteligencji. Pomozemy zidentyfikowac luki i problemy oraz przeprowadzimy Twojg
organizacje przez proces zapewnienia zgodnosci.

Co wiecej, nasz zesp6t posiada wszechstronne doswiadczenie w zakresie cyberbezpieczenstwa, uméw dotyczacych
chmury i IT, ochrony danych, prawa wiasnosci intelektualnej, ze szczegdlnym uwzglednieniem transferu technologii
i kwestii licencyjnych.

Skontaktuj sie z nami

\

Justyna Wilczynska-Baraniak

Partner EY Law, Liderka Zespotu Prawa Wtasnosci
Intelektualnej, Technologii, Danych Osobowych

Justyna.Wilczynska-Baraniak@pl.ey.com
Tel: +48 519 098 119

Marcin Regorowicz
Manager EY Law, Prawnik

Marcin.Regorowicz@pl.ey.com
Tel: +48 797971983


https://www.ey.com/pl_pl/insights/make-it-clear/make-ai-clear

EY | Building a better working world

Celem dziatalnosci EY jest budowanie lepiej funkcjonujgcego

Swiata poprzez wspieranie klientéw, pracownikéw, spoteczenstwa

i planety w tworzeniu trwatych wartosci oraz budowanie zaufania na
rynkach kapitatowych. Korzystajac z danych, sztucznej inteligencji
oraz zaawansowanych technologii, zespoty EY pomagajg klientom
odwaznie ksztattowac przysztosé i znajdowaé odpowiedzi na obecne
i przyszte wyzwania.

EY sSwiadczy kompleksowe ustugi w zakresie audytu, doradztwa,
podatkéw, strategii i transakcji. Dzieki wiedzy sektorowej, globalnie
potaczonym, multidyscyplinarnym zespotom i réznorodnym
partnerstwom EY moze swiadczy¢ ustugi w ponad 150 krajach.

EY w Polsce to prawie 4000 specjalistéw pracujgcych

w 8 miastach: Warszawie, Gdansku, Katowicach, Krakowie,
todzi, Poznaniu, Wroctawiu i Rzeszowie. Dziatajgc na polskim
rynku, co roku EY doradza tysigcom firm, zaréwno matym

i Srednim przedsiebiorstwom, jak i najwiekszym korporacjom.
Tworzy unikatowe analizy, dzieli si¢ wiedzg, integruje sSrodowisko
przedsiebiorcéw oraz angazuje sie spotecznie.

Wszystko po to, aby z odwagg ksztattowac przysztosé.

Nazwa EY odnosi sie do firm cztonkowskich Ernst & Young Global

Limited, z ktérych kazda stanowi osobny podmiot prawny. Ernst & Young
Global Limited, brytyjska spétka z odpowiedzialnoscig ograniczong do
wysokos$ci gwarancji (company limited by guarantee) nie $wiadczy ustug

na rzecz klientéw. Informacje na temat sposobu gromadzenia przez EY

i przetwarzania danych osobowych oraz praw przystugujacych osobom
fizycznym w Swietle przepiséw o ochronie danych osobowych sg dostepne
na stronie ey.com/pl/pl/home/privacy. Firmy cztonkowskie EY nie prowadza
praktyki prawniczej, je$li jest to zabronione przez prawo lokalne.

Aby uzyskac wiecej informacji, wejdz na www.ey.com/pl
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