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Information om behandling av personuppgifter i enlighet med Penningtvattslagen

English translation below.

Ernst & Young AB (“EY”, “vi” eller “oss”) bedriver verksamhet som omfattas av lagen (2017:613) om atgéarder
mot penningtvatt och finansiering av terrorism ("Penningtvattslagen”), vilket innebar att vi ar skyldiga att vidta
de atgarder som foreskrivs i denna lag for att uppna kannedom om vara kunder, I6pande 6vervaka och folja
upp existerande affars-forbindelser samt vidta de dvriga atgarder som foreskrivs i Penningtvéattslagen. For att
kunna fullgéra dessa skyldigheter behdver vi behandla personuppgifter hanforliga till vara kunder, deras
foretrédare och verkliga huvudman.

Varfor informerar EY om sin behandling av personuppgifter?

Enligt Penningtvattslagen och tillamplig lagstiftning rérande behandling av personuppgifter, vilket bl.a.
inkluderar Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for
fysiska personer med avseende pé behandling av personuppgifter om om det fria flédet av sddana
personuppgifter och om upphéavande av direktiv 95/46/EG (”Dataskyddsforordningen”) ar vi skyldiga att lamna
information till registrerade om var behandling av personuppgifter och deras rattigheter under
Dataskyddsforordningen. Informationen nedan beskriver bl.a. andamalen med var behandling av
personuppgifterna, vilka kategorier av personuppgifter som vi behandlar, mottagare av informationen och dina
rattigheter som registrerad.

Ratten till information ar dock inte absolut och som anges nedan finns det begransningar i Penningtvéattslagen
som innebar att vi i vissa fall ar forhindrade att lamna information till en registrerad om var behandling av
dennes personuppgifter.

Personuppgiftsansvarig
Ernst & Young AB, org.nr. 556053-5873, ar personuppgiftsansvarig for den behandling av personuppgifter
som sker i syfte att fullgora de skyldigheter som aligger Ernst & Young AB enligt Penningtvattslagen.

Andamaélen med behandlingen

Andamalen med var behandling av personuppgifter ar att uppfylla vara legala skyldigheter enligt
Penningtvattslagen. Enligt denna lag ar vi skyldiga att inhdmta information om afférsforbindelsens syfte och
art, vilket inkluderar att inhamta och behandla personuppgifter hanférliga till vara kunder, deras foretradare
och verkliga huvudman i syfte att uppna kundkannedom (kontroll, bedémning och utredning). Vidare &r vi
skyldiga att I6pande och vid behov folja upp affarsforbindelser for att sékerstalla att var kundkannedom ar
aktuell och tillracklig for att kunna hantera risken for penningtvéatt och finansiering av terrorism. Sadan
uppféljning kan komma att ske om vi uppméarksammar omstandigheter som avviker fran vad vi har anledning
att forvanta oss med hansyn till var kunskap om kunden, dess verksamhet, de tjanster vi tillhandahaller och
andra relevanta omstandigheter.

For ovan angivna andamal inhamtar vi information om vara kunder och deras verksamhet, deras behoriga
foretradare och verkliga huvudméan samt information om ndgon av dessa ar en s.k. person i politiskt utsatt
stallning (“PEP”), en familjemedlem eller en kdnd medarbetare till en PEP. Vidare inhamtar vi information om
kunden &r etablerad i ett land utanfér EES som av Europeiska Kommissionen har identifierats som ett
hdgrisktredjeland. Vi kan &ven komma att kontrollera om en kund, kundens foretradare eller verkliga
huvudman finns upptagen pa tillampliga sanktionslistor. Vi vidtar atgarder for att verifiera och bedéma den
information som vi far del av och kan komma att vidta skarpta kundkannedomsatgarder nar vi bedémer att s&
kravs. Vi ar skyldiga att dokumentera den information vi inhamtar och de atgarder vi vidtar enligt
Penningtvattslagen.
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Laglig grund
Den lagliga grunden for behandlingen av personuppgifterna ar att behandlingen ar nédvandig for att fullgéra en
rattslig forpliktelse som avilar EY i egenskap av verksamhetsuttvare enligt Penningtvattslagen.

Kategorier av personuppgifter

For de andamal som anges ovan kommer vi att inhamta och behandla féljande kategorier av personuppgifter:
fornamn, efternamn, kon, titel, post adress, e-post adress, personnummer eller samordningsnummer, kopia av
id-handlingar sasom exempelvis kopia av kdrkort eller pass, information om medborgarskap, fodelseort och
fodelsedatum (nar vi har inhamtat en kopia av pass), inklusive foto (nér vi inhAmtar kopia av id-handling),
avancerad elektronisk signatur (nar dokument skrivs under med BankID), information om dgande, rdstréatt etc. i
kunden, information om kunden, dess foretradare eller verkliga huvudman finns upptagna pa en sanktionslista
eller &r en PEP samt andra personuppgifter som i det specifika fallet behover behandlas for att uppfylla vara
skyldigheter enligt Penningtvattslagen.

Fran vem/vilka inhamtar vi information?

Vi inhamtar information, inklusive personuppgifter, fran kundens foretradare, myndigheter, publika databaser
sdsom exempelvis Bolagsverkets register dver verkliga huvudman, Bolagsverkets naringslivsregister, databaser
som tillhandahalls av tredje parter som t.ex. innehaller sanktionslistor, PEP-register och annan affarsrelaterad
information. Information kan dven komma att inhamtas fran andra EY firmor och andra tredje parter.

Mottagare av personuppgifter och information om mdjliga datadverforingar

Ernst & Young AB &r ett registrerat revisionsforetag som star under statlig tillsyn, vilket innebar att behorig
tillsynsmyndighet kan komma att granska och ta del av de uppgifter som vi behandlar for att fullgéra vara
skyldigheter enligt Penningtvattslagen. Vi kan komma att rapportera transaktioner, aktiviteter eller andra
omstandigheter som vi skaligen missténker har koppling till penningtvétt eller finansiering av terrorism i
enlighet med Penningtvattslagen. Sddan information, vilket inkluderar personuppgifter, kan darfor komma
att lamnas ut till Finanspolisen. Vi kan behdéva anlita professionella radgivare (t.ex. advokater) avseende
fragor hanforliga till Penningtvattslagen, vilket innebar att information som ar relevant for den aktuella
fragestallningen kan komma att delas med en sédan radgivare.

Vidare kan information, inklusive personuppgifter, som vi inhamtar inom ramen for vara
kundkannedomsatgarder goras tillganglig for en annan EY firma t.ex. om de ar involverade i de tjanster som vi
ska utfora for kunden och onskar forlita sig pa de kundkannedomsatgarder vi har vidtagit, eller for att vara oss
behjélplig med dokumentation eller granskning av information och data som vi har inhdmtat i samband med att
vi fullgor vara skyldigheter enligt Penningtvattslagen vad avser kundkéannedom. Personuppgifterna kommer att
behandlas i EY:s verktyg som &r driftsatta i Europa (Tyskland, Irland och/eller Nederldnderna).

Accessrattigheterna och lagring av data som anges ovan kan medfdra att personuppgifter éverfors till olika
jurisdiktioner (inklusive jurisdiktioner utanfor EU) dar EY bedriver verksamhet. En lista éver var de olika EY
firmorna ar etablerade finns har: www.ey.com/ourlocations. EY kommer att behandla personuppgifterna i
enlighet med gallande lagar och professionella &taganden i din jurisdiktion. Overféring av personuppgifter inom
EY:s natverk styrs av EY:s foretagsinterna regler (Eng: Binding Corporate Rules) som aterfinns pa

www.ey.com/bcr.

Hur lange bevarar vi personuppgifterna?

Enligt Penningtvattslagen ska vi bevara personuppgifterna i fem ar efter det att kundrelationen upphorde,
savida det inte foreligger en legal skyldighet att bevara uppgifterna under langre tid. EY atar sig att tillse att de
personuppgifter som vi behandlar ar sékra och skyddas av sekretess. EY har implementerat tekniska och
organisatoriska atgarder for att skydda personuppgifterna och forhindra obehorig atkomst till eller rojande av
personuppgifterna. Alla EY anstéllda och tredje parter som behandlar personuppgifter for EY:s réakning har
atagit sig sekretess vad géller all data som de behandlar.
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Registrerades rattigheter

Enligt Dataskyddsforordningen har registrerade vissa rattigheter vad avser behandlingen av deras
personuppgifter. Det innebér att de har ratt att pa begaran fa: bekréaftelse pa huruvida personuppgifter som
ror honom eller henne behandlas och i sa fall fa tillgang till personuppgifterna, rattelse av felaktiga
personuppgifter, sina personuppgifter raderade samt ratt att begéra att behandlingen av den registrerades
personuppgifter ska begransas.

De ovan namnda rattigheterna ar inte absoluta rattigheter. Eftersom EY behandlar personuppgifterna for
andamalet att fullgora sina skyldigheter enligt Penningtvattslagen, innebar detta att EY kan vara férhindrad
att folja en registrerads begéaran, helt eller delvis. Exempelvis, en begaran om att fa tillgang till de
personuppgifter som behandlas enligt Penningtvattslagen innebar inte att vederbtrande kan fa information
om huruvida hans/hennes personuppgifter har dverlamnats till Finanspolisen i samband med en rapportering
dit (eftersom vi ar legalt forhindrade att lamna ut sddan information). Vidare, en begaran om radering av
personuppgifter kommer vi i de allra flesta fall inte kunna folja, da vi ar skyldiga att dokumentera de atgarder
vi har vidtagit enligt Penningtvattslagen samt vara kontroller och bedémningar.

Utover de rattigheter som anges ovan, har en registrerad ratt att inge klagomal till behorig tillsynsmyndighet. |
Sverige ar det Integritetsskyddsmyndigheten (IMY) som &r behdrig tillsynsmyndighet.

Du kan lasa mer om hur vi behandlar personuppgifter pa var hemsida Privacy statement (ey.com).

Kontakta oss
Du kan kontakta oss angdende var behandling av dina personuppgifter enligt nedan:

Ernst & Young AB

Postadress: Hamngatan 26, 111 47 Stockholm
Telefon: + 46 8-520 590 00

Email: dpo.nordics@se.ey.com
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Information about the processing of personal data in accordance with the AML Act

Ernst & Young AB (“EY”, “we” or “us”) conducts activities which are covered under the Money Laundering and
Terrorist Financing (Prevention) Act in Sweden (Sw: lagen (2017:613) om atgarder mot penningtvéatt och
finansiering av terrorism) (the “AML Act”), which means we are obliged to take the actions prescribed by this
AML Act to obtain knowledge of our clients, continuously monitor and follow up existing business relationships,
as well as take other measures set out in the Money Laundering Act. In order to fulfil these obligations, we
need to process personal data relating to our clients, their representatives and beneficial owners.

Why does EY inform you about our processing of personal data?

According to the AML Act and the applicable legislation concerning the processing of personal data — which
includes, among others, Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April
2016 on the protection of natural persons with regard to the processing of personal data and on the free
movement of such data, and repealing Directive 95/46/EC (“the General Data Protection Regulation”) — we are
obliged to provide information to data subjects about our processing of personal data and their rights under
the General Data Protection Regulation. The information below describes, among other things, the purposes of
our processing of personal data, the categories of personal data we process, the recipients of the information,
and your rights as a data subject.

However, the right to information is not absolute and, as indicated below, there are limitations in the AML Act
which means that in certain cases we are prevented from providing information to a data subject regarding our
processing of their personal data.

Data Controller

Ernst & Young AB, company registration number: 556053-5873, is the Data Controller for the processing of
personal data carried out in order to comply with the legal obligations imposed on Ernst & Young AB under the
AML Act.

The purpose of the processing

The purpose of our processing of the personal data is to comply with EY’s legal obligations under the AML Act.
Pursuant to the AML Act we are obliged to obtain information about the purpose and nature of the intended
business relationship, which includes collecting and processing personal data relating to our clients, their
authorized representatives and beneficial owners for the purpose of achieving knowledge about our customers
(control, assessment and investigation). Further, we are legally required to regularly and as necessary, follow
up ongoing business relationships for the purpose of ensuring that customer due diligence is current and
sufficient to handle the assessed risk of money laundering or terrorist financing. Such follow-ups may be
carried out if we notice circumstances that deviate from what we have reason to expect, taking into account
our knowledge of the customer, their business, the services we provide and other relevant circumstances.

For the above-mentioned purposes, we will collect and process information about our customers and their
business, their authorized representatives and beneficial owners, as well as information about if any of them
are a political exposed person (“PEP”), a family member or a known associate of a PEP. Further, we will control
if the customer is based in a country outside the EEA that the EU Commission has established is a high risk
third country. We may also control if a customer, its representatives or beneficial owners are listed on a
sanctions list. We take steps to verify and assess the information we receive and may apply enhanced due
diligence measures if we deem it necessary. We are required to document the information we obtain as well as

the measures we take under the AML Act.

Legal basis
The legal basis for the processing of personal data is that the processing is necessary for compliance with a
legal obligation to which EY is subject as a business operator under the AML Act.
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Categories of personal data

For the purposes stated above, we will collect and process the following categories of personal data: first
name, surname, gender, title, postal address, email address, personal identification number or coordination
number, copy of identification documents such as, for example, a copy of a driving license or passport,
information about citizenship, place and date of birth (when we have obtained a copy of a passport), including
photo (when a copy of identification is obtained), advanced electronic signature (when documents are signed
using Bank-ID), information about ownership, voting rights, etc. in the client, information on whether the client,
its representatives or beneficial owner are listed on a sanctions list or are a PEP, as well as other personal data
which, in the specific case, need to be processed in order to fulfil our obligations under the AML Act.

From whom do we collect information?

We collect information, including personal data, from the customer, and its authorized representatives, from
authorities, public databases such as the Swedish Companies Registration Office’s (Sw: Bolagsverket) register
over beneficial owners, and its register over company data, databases provided by third parties which, for
example, contain sanctions lists, PEP register or other business-related information. Information can also be
collected from other EY firms and where relevant other third parties.

Recipients of the personal data and information about potential data transfers

Ernst & Young AB is a registered audit company under governmental supervision, which implies that the
competent supervisory authority may review and access the information, including personal data, that we
process for the purpose of complying with our obligations under the AML Act. In addition, we may report
transactions, activities or other circumstances that we have reason to suspect has a connection to money
laundering or terrorism financing in accordance with the AML Act. Such information, which includes personal
data, may therefore be disclosed to the Swedish Financial Police. We may need to engage professional advisers
(such as lawyers) in matters related to the AML Act, which means that information relevant to the question at
hand may be shared with such a professional adviser.

Furthermore, information, including personal data, that we obtain in the course of our customer due diligence
measures may be made available to another EY firm, for example, if they are involved in the services we are to
perform for the client and wish to rely on the customer due diligence measures we have undertaken, or in order
to assist us with documentation or review of information and data that we have gathered in connection with
fulfilling our obligations under the AML Act regarding customer due diligence. The personal data will be
processed in EY’s tools that are operated in Europe (Germany, Ireland and/or the Netherlands).

The access rights and data retention described above may result in personal data being transferred to various
jurisdictions (including jurisdictions outside the EU) where EY operates. A list of where the different EY firms
are established can be found here: www.ey.com/ourlocations. EY will process personal data in accordance with
the applicable laws and professional obligations in your jurisdiction. The transfer of personal data within the EY
network is governed by EY’s Binding Corporate Rules, which can be found at (www.ey.com/bcr).

How long time do we retain your personal data?

In accordance with the AML Act, EY is required to retain the personal data for a period of five years after the
end of the customer relationship, unless we are legally required to retain the personal data for a longer period
of time. EY is committed to making sure your personal data is secure, and to prevent unauthorized access to
and disclosure of your personal data. EY has technical and organizational measures in place to safeguard and
secure the personal data. All EY personnel and third parties that EY engages to process personal data on EY’s
behalf are obliged to respect the confidentiality of all data being processed.

Data subjects’ rights

According to GDPR, data subjects have certain rights in relation to the processing of their personal data. This
means they have the right, upon request, to receive confirmation as to whether personal data concerning
them is being processed and, if so, access to the personal data; rectification of incorrect personal data;
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erasure of their personal data; as well as the right to request that the processing of their personal data be
restricted.

However, these rights are not absolute rights. As EY is processing the personal data for the purpose of fulfilling
its legal obligations under the AML Act, this implies that we may not be able to accommodate a data subject
request, or all parts of such a request. For example, a request for access to personal data processed under the
AML Act does not mean that the individual can obtain information about whether his or her personal data has
been disclosed to the Swedish Financial Police in connection with a report (since we are legally prevented from
disclosing such information). Furthermore, in most cases, we will not be able to comply with a request for erasure
of personal data, as we are required to document the measures we have taken under the AML Act as well as our
checks and assessments.

In addition to the above rights, a data subject has the right to file a complaint with the competent supervisory
authority. In Sweden it is Integritetsskyddsmyndigheten (IMY) that is the competent supervisory authority.

More information about how we process personal data can be found on our webpage: Privacy statement
(ey.com).

Contact us
You can contact us with regards to our processing of your personal data according to the below:

Ernst & Young AB

Postal address: Hamngatan 26, 111 47 Stockholm, Sweden
Phone : + 46 8-520 590 00

Email: dpo.nordics@se.ey.com
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