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Giriş

2010 yılında Anayasa’nın 20. Maddesine eklenen ‘’Herkes, kendisiyle ilgili 

kişisel verilerin korunmasını isteme hakkına sahiptir…’’  hükmüyle, ilk kez 

anayasamızda kişisel veriler terimi düzenlenmiş olup bu hükmün kapsamının 

yeterli bulunmaması sebebiyle 6698 sayılı Kişisel Verilerin Korunması 

Kanunu (KVKK), 7 Nisan 2016 tarihinde Resmi Gazete’de yayımlanarak 

yürürlüğe girmiştir.

KVKK ile, kişinin özel hayatının gizliği ve temel hak ve özgürlükleri 

korunurken aynı zamanda bu kişilerin verilerini işleyen gerçek ve tüzel 

kişilerin uyması gereken usul ve esaslar düzenlenir. Bu esaslar çerçevesinde, 

veri işlerken uyulması gereken zorunlu ilkelere de riayet edilmesi gerekir. 

Kişisel verilerin işlenmesinde uyulması gereken usul ve esasları denetleyerek 

kişisel verilerin, kişinin temel hak ve özgürlüklerine uygun olacak biçimde 

işlenmesini sağlamak, genel nitelikli verilere göre daha hassas veriler içeren 

özel nitelikli verilerin işlenebilmesi için gerekli tedbirleri almak, veri güvenliği 

ile ilgili yükümlülükleri tespit ederek veri sorumlusu ile temsilcisinin görev, 

yetki ve sorumluluklarıyla ilgili gerekli düzenlemeleri yapmak için Kişisel 

Verileri Korumu Kurulu (Kurul) kurulmuştur. Kurul’un birden çok görevli ve 

yetkili alanı bulunurken bu yetkilerin en önemlilerinden biri de şikâyet 

üzerine veya resen kişisel verilerle ilgili hakların ihlal edildiğini durumlarda 

resen görev alanına giren konularda kişisel verilerin, kanunlara uygun olarak 

işlenip işlenmediğini incelemek ve gerektiği durumlarda ilgili önemleri 

almaktır.

Bahsedilmesi gereken diğer bir husus ise, veri ihlalidir. Veri ihlali, kişinin gizli, 

hassas ve korunan bilgileri olan kişisel verilerinin kanuni olmayan yollardan 

üçüncü kişiler tarafından öğrenilmesi veya elde edilmesi halinde gerçekleşir. 

Veri sorumlusunun bu ihlali öğrendiği en kısa sürede veya en geç 72 saat 

içinde Kurul’a bildirme yükümlülüğü bulunur ve Kurul ihlale konu olan bu 

bildirimleri yayımlayabilir. Bildirimler bahse konu olan veri ihlalinin kişilere 

yönelik bir zarar doğruma ihtimaline bakılmaksızın yapılır; ayrıca, Kurul’un 

kişisel verileri ihlal eden veri sorumluları aleyhine idari para cezasına 

hükmedilir. 
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Bu dergi çalışmasını hazırlama amacımız, 2023 yılı içerisinde, veri 

sorumluları tarafından, Kurul’a bildirilen veri ihlali bildirimleri ve Kurul’un 

internet sitesinde 2023 yılı içinde yayımladığı kararların sektörel bazda 

sınıflandırarak özetlenmesidir. Önemle belirtmek isteriz ki, çalışma 

kapsamında yapılan sektörel ayrım, KVKK veya Kurul tarafından 

yayımlanan resmi ayrımlar olmamakla birlikte, yalnızca farklı sektörlerde 

yer alan ihlaller hakkında bilgi vermesi amacı taşımaktadır.

Bu doküman, sadece, Kişisel Verileri Koruma Kurulu tarafından yayımlanan 

karar özetlerine ve veri ihlali bildirimlerine ilişkin genel bilgileri 

içermektedir, genel bilgilendirme amaçlıdır ve başka hiçbir amaç için 

kullanılmamalıdır. 

EY ve Kuzey YMM ve Bağımsız Denetim A.Ş, işbu doküman içeriği ile ilgili 

alınacak herhangi bir aksiyona ilişkin sorumluluk kabul etmemektedir. 

Kuruluşunuzun özel durumu ve yapısı dikkate alınarak özel bir çalışma 

yapılmasını tavsiye ederiz, bu amaçla EY ile temasa geçebilirsiniz.

Giriş

Av. Tuğçe Gültekin

EY Türkiye Hukuk 
Bölümü Şirket Ortağı

tugce.gultekin@tr.ey.com
Tel: +90 212 315 3000

Av. Seda İlik Obut

EY Türkiye Hukuk 
Bölümü Müdürü

seda.lik@tr.ey.com
Tel: +90 212 315 3000
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Hizmet Sektörü



• Veri sorumlusu tarafından, personel ve muhasebe için kullanılacak olan 

bir programın, veri sorumlusunun bir şubesine kurulumu sırasında, kısa 

süreli port açıklığı sebebiyle siber saldırıya uğraması ve bu saldırı 

sonucunda programın içerisindeki verilerin silindiği, bu ihlalden çalışanlar 

ve hastaların etkilendiği sonucuna varıldı. Veri ilgili kararının Kurumun 

internet sayfasından ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.
Detaylara buradan ulaşabilirsiniz.
Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusu tarafından ilgili kişiye karşı aydınlatma yükümlülüğünün 

yerine getirildiği, e-posta denetimi aracılığıyla gerçekleştirilen kişisel veri 

işleme faaliyetinin hukuka uygun olduğu, ilgili kişinin e-posta verilerinin 

yaklaşık 2 yıllık bir süreyle saklanarak kişisel verileri işleme faaliyetinin 

KVKK'daki genel ilkelere aykırılık oluşturmadığına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• İlgili kişiye ilişkin kişisel verileri içeren kısa mesajların, şirkete ait iletişim 

numaralarına gönderilmesi neticesinde, borca konu işlemle ilgisi olmayan 

üçüncü kişi şirket çalışanları ile ilgili kişiye ilişkin, kişisel veri olan borç 

bilgisinin herhangi bir işleme şartı bulunmaksızın paylaşıldığına ve 85.000 

TL idari para cezasına uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Otopark işletmecisi veri sorumlusu tarafından, ilgili kişiye ait araç 

plakasının sorgulatılması suretiyle ilgili kişinin kimlik bilgilerine ulaşılması 

ve ilgili kişinin aracının otopark alanında fotoğrafının çekilerek dava 

dosyasına sunulmasının; KVKK’da düzenlenen “bir hakkın tesisi, 

kullanılması veya korunması için veri işlemenin zorunlu olması” işleme 

şartına dayandığına ancak veri sorumlusu tarafından aydınlatma 

yükümlülüğü yerine getirilmediğine ve veri sorumlusunun internet 

sayfasından otopark ücretinin ödenmesini sağlayan sistemin çift faktörlü 

doğrulama yapılarak sunulmasına ve 75.000 TL idari para cezasının 

uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması konusunda 

hizmet satın aldığı Şirkete ait bir sunucuya, siber saldırı gerçekleştirilmesi 

ve ihlalden çalışanlara ait “şifrelenmiş TCKN, ad, soyad ve işe başlama 

tarihi” verilerinin etkilenmesiyle verilerin ihlal edildiğine ve veri İlgili 

kararının Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Sunucularına yapılan siber saldırı sonucu depolama aygıtlarında bulunan 

verilerin şifrelenerek erişilemez duruma gelmesiyle 9.746 çalışan, 

çalışanların aile yakınları, tedarikçi, iş ortakları, müşteri çalışanları ve 

çalışan adaylarına ait kimlik, iletişim, özlük, finans, mesleki deneyim 

kayıtlarının ihlal edildiği tespit edildi. Veri ilgili kararının Kurumun internet 

sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

https://www.kvkk.gov.tr/Icerik/7522/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Okko-Saglik-Turizm-Insaat-San-ve-Tic-A-S-
https://www.kvkk.gov.tr/Icerik/7523/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Reon-Saglik-Hizmetleri-Ins-Tur-San-ve-Tic-A-S-Ozel-Aktif-Hastanesi-
https://www.kvkk.gov.tr/Icerik/7524/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Yalova-Uzmanlar-Saglik-Hizmetleri-San-Paz-Tic-A-S
https://kvkk.gov.tr/Icerik/7593/2023-86
https://kvkk.gov.tr/Icerik/7596/2023-78
https://kvkk.gov.tr/Icerik/7763/2023-924
https://www.kvkk.gov.tr/Icerik/7644/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Vodafone-Dagitim-Servis-ve-Icerik-Hizmetleri-AS
https://www.kvkk.gov.tr/Icerik/7675/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Vodatech-Bilisim-Proje-Danismanlik-Sanayi-ve-Dis-Ticaret-AS-


• Yemek kartı hizmeti sunan veri sorumlusunun, mobil uygulamasını kullanmak için kayıt oluşturan kişilerden, 

kartın doğrulanması için, T.C. kimlik numarası bilgileri istenmesinin herhangi bir işleme şartına 

dayanmadığına ve kartın doğrulanması sürecinin, işveren aracılığıyla, kart ve telefon numarası bilgisi 

işlenmesi gibi ilgili kişileri daha çok koruyacak yollarla yapılması mümkün olduğuna ve 300.000 TL idari 

para cezası uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Sigortacılık sektöründe faaliyet gösteren veri sorumlusunun, depolama hizmeti aldığı Şirkete ait bir 

sunucuya siber saldırı gerçekleşmesi ve depolama aygıtlarında bulunan verilerin şifrelenerek erişilemez 

duruma gelmesi ile yaklaşık 295.288 çalışan ve müşterilere ait kimlik, iletişim, müşteri işlem, görsel ve 

işitsel kayıtlarının ihlal edildiği tespit edildi. Veri ilgili kararının Kurumun internet sayfasında ilan edilmesine 

karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Otelcilik sektöründe faaliyet gösteren veri sorumlusunun, oteldeki temizlik-bakım hizmetleri için görevleri 

ve programı belirlemek amacıyla oluşturduğu; müşterilerin adı, soyadı, ünvanı, konakladığı oda numarası, 

konakladığı odaya ilişkin bilgiler, giriş ve çıkış tarihi yer alan belgenin, kat hizmetleri görevlisi olan kişilere 

verilmesi suretiyle gerçekleştirilen kişisel veri işleme faaliyetinin, ölçüsüz bir veri işleme faaliyeti olduğu ve 

bu bilgilerin üçüncü kişiler tarafından elde edilmesinin veri sorumlusu tarafından idari ve teknik tedbirlerin 

alınmamış olması dolayısıyla gerçekleşebileceği ve 500.000 TL idari para cezası uygulanmasına karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Bir çalışanın, mescitte kamera vasıtasıyla gerçekleştirilen kişisel veri işleme faaliyetine ilişkin açık rızasını, 

işten çıkarılma korkusu ile geriye dönük olarak kişisel verilerin işlenmesiyle ilgili diğer belgeleri de rızası 

olmadan imzalamak zorunda bırakıldığı, veri sorumlusu tarafından özel nitelikli kişisel verilerin işlenmesi 

kapsamında herhangi bir veri işleme şartına dayanılmaksızın veri işleme faaliyetinin gerçekleştirildiği, diğer 

taraftan açık rıza alınsa dahi veri işleme faaliyetinin KVKK genel ilkelerinden “işlendikleri amaçla bağlı, 

sınırlı ve ölçülü olma” ilkesine aykırılık teşkil ettiğinin tespit edildiğine ve 300.000 TL idari para cezası 

uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Sigortacılık sektöründe faaliyet gösteren veri sorumlusunun, depolama hizmeti aldığı Şirkete ait bir 

sunucuya siber saldırı gerçekleşmesi ve depolama aygıtlarında bulunan verilerin şifrelenerek erişilemez 

duruma gelmesi ile müşterilere ait kimlik, iletişim, müşteri işlem, görsel ve işitsel kayıtlarının ihlal edildiği 

tespit edilmiştir. İhlalden etkilenen kişi sayısı tespit edilememiştir. Veri İlgili kararının Kurumun internet 

sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun depolama hizmeti aldığı Şirkete ait bir sunucuya siber saldırı gerçekleşmesi ve depolama 

aygıtlarında bulunan verilerin şifrelenerek erişilemez duruma gelmesi ile 1.236 müşteriye ait kimlik, 

iletişim, müşteri işlem, görsel ve işitsel kayıtlarının ihlal edildiği tespit edildi. Veri İlgili kararının Kurumun 

internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun depolama hizmeti aldığı Şirkete ait bir sunucuya siber saldırı gerçekleşmesi ve depolama 

aygıtlarında bulunan verilerin şifrelenerek erişilemez duruma gelmesi ile 5.464 müşteriye ait kimlik, 

iletişim, müşteri işlem, görsel ve işitsel kayıtlarının ihlal edildiği tespit edildi. Veri İlgili kararının Kurumun 

internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.
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https://kvkk.gov.tr/Icerik/7782/2023-1430
https://www.kvkk.gov.tr/Icerik/7689/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Gulf-Sigorta-AS
https://www.kvkk.gov.tr/Icerik/7681/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Diler-Holding-AS-ve-Grup-Sirketle
https://kvkk.gov.tr/Icerik/7779/2023-1356
https://www.kvkk.gov.tr/Icerik/7685/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-AgeSA-Hayat-ve-Emeklilik-AS
https://www.kvkk.gov.tr/Icerik/7687/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Oto-Plan-Operasyonel-Tasit-Kiralama-Ticaret-AS
https://www.kvkk.gov.tr/Icerik/7688/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-YOYO-Bilgi-Teknolojileri-ve-Turizm-Ticaret-AS


• İş sözleşmesinin feshine haklı gerekçe kılınan ses kaydı delilinin “Bir 

hakkın tesisi, kullanılması veya korunması için veri işlemenin zorunlu 

olması” hükmü doğrultusunda mahkemeye aktarıldığına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusu fidye yazılımı saldırısına maruz kalması sebebiyle, 

çalışanlar ile müşteriler ve potansiyel müşterilere ait kimlik, özlük, 

hukuki işlem, işlem güvenliği, sendika üyeliği ve ceza mahkumiyeti ve 

güvenlik tedbirleri bilgilerinin ihlal edildiği tespit edildi ve veri İlgili 

kararının Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Turizm sektöründe faaliyet gösteren veri sorumlusu fidye yazılımı 

saldırısına maruz kalması sebebiyle, yaklaşık 5 kişiye ait 300.000 

kaydın ihlal edildiği ve ihlalden etkilenen kişisel veri kategorilerinin 

kimlik, iletişim, lokasyon, özlük, hukuki işlem, müşteri işlen, işlem 

güvenliği, risk yönetimi, finans, mesleki deneyim, pazarlama, görsel ve 

işitsel kayıtlar ile ırk ve etnik köken bilgileri olduğu tespit edildi ve veri 

İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• İlgili kişinin kooperatif ortaklığından ayrıldığını bildirmesine rağmen, 

kişisel verilerinin genel kurul davetiyesi gönderilmesi suretiyle 

işlenmeye devam edilmesinin hukuka aykırı olduğuna ve 50.000 TL 

idari para cezasının uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Spor sektöründe faaliyet gösteren veri sorumlusunun sunucularının 

uğradığı siber saldırı neticesinde şifrelenmiş olup veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• İnşaat sektöründe faaliyet gösteren veri sorumlusuna, e-posta yoluyla 

oltalama saldırısı gerçekleştirilmesi, veri sorumlusunun müşterilerine 

e-posta gönderilmesi ve kredi kartı bilgilerinin elde edilmeye 

çalışılması ile verilerin ihlal edildiğine ve veri İlgili kararının Kurumun 

internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Güvenlik duvarı açığından yararlanılarak enerji sektöründe faaliyet 

gösteren veri sorumlusu sistemlerine sızılması ve parola saldırısı ile 

kullanıcı hesaplarının ele geçirilmesi, ele geçirilen hesaplar ile fidye 

yazılımının yüklenmesi ile 1.200 grup çalışanı ve kullanıcılarının kimlik, 

iletişim, özlük, hukuki işlem, müşteri işlem, fiziksel mekân güvenliği, 

işlem güvenliği, risk yönetimi, finans, mesleki deneyim, pazarlama ve 

görsel ve işitsel kayıtların ihlal edildiği tespit edildi. Veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.
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https://kvkk.gov.tr/Icerik/7777/2023-1548
https://www.kvkk.gov.tr/Icerik/7743/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-BS-Bizim-Personel-Danismanlik-Hiz-A-S-
https://www.kvkk.gov.tr/Icerik/7738/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Demirkol-Otel-Isletmeciligi-Turizm-ve-Tic-AS
https://kvkk.gov.tr/Icerik/7761/2023-892
https://www.kvkk.gov.tr/Icerik/7615/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Trabzonspor-Sportif-Yatirim-ve-Futbol-Isletmeciligi-Ticaret-A-S-
https://www.kvkk.gov.tr/Icerik/7633/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Oden-Insaat-Turizm-ve-Tic-AS
https://www.kvkk.gov.tr/Icerik/7681/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Diler-Holding-AS-ve-Grup-Sirketleri


Bankacılık ve Finans 
Sektörü



• Veri sorumlusu bir banka tarafından ilgili kişinin para transferleri ile hesap 

bilgilerinin üçüncü kişiye ait e-postaya gönderilmesi hakkında, banka 

işlemlerinde kullanılan ilgili kişilerin iletişim bilgilerinin belirli periyotlarla 

doğrulanması ve güncelliğinin sağlanması hususunda gerekli 

mekanizmaların kurulmasına ilişkin veri sorumlusunun uyarılmasına ve 

veri İlgili kararının Kurumun internet sayfasından ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusu bankanın, mobil uygulamasında dijital parola belirlemek 

için T.C. kimlik kartı ile işlem yapma seçeneğinin seçilmesi halinde yüz 

verilerinin işlenmesinin zorunlu tutulduğu, ancak müşterilerin alternatif 

olarak Şube ve Telefon Bankacılığı kanalları aracılığıyla dijital parola 

belirleyebileceği ve bu hususun Bankanın internet sitesinde belirtildiği göz 

önünde bulundurulduğunda, yüz verilerinin işlenmesine rıza göstermeyen 

müşteriler için işlemi herhangi bir bilgilendirme yapmadan sonlandırmak 

yerine, ilgili kişilerin bu süreçler hakkında kolay anlaşılır/ulaşılır bir şekilde 

bilgilendirilmesi, uyarılması ve veri İlgili kararının Kurumun internet 

sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Bankacılık hizmetlerinin gerektiği gibi sunulabilmesi ve bankacılık 

alanındaki yasal düzenlemeler gereğince, veri sorumlusu banka tarafından 

ilgili kişinin kişisel verilerinin Kredi Kayıt Bürosu A.Ş.’ye aktarılmasının 

hukuka uygun olduğu tespit edildi.

Detaylara buradan ulaşabilirsiniz.

• İlgili kişinin kredi çekmek için başvurduğu veri sorumlusu banka 

tarafından, ilgili kişinin iletişim numarası olarak bildirmediği telefona kredi 

başvurusuyla ilgili kısa mesajlar göndermesinin, başvuru güvenliği/ 

dolandırıcılığın önlenmesi ve riskli işlemler karşısında müşterinin 

uyarılmasını sağlamak amacıyla veri sorumlusunun hukuki 

yükümlülüklerini yerine getirebilmesi için zorunlu olması işleme şartına 

dayanarak işlendiğine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusu banka tarafından, ilgili kişinin, müşteri temsilcisi ile 

arasında gerçekleştirilen görüşmeye ilişkin ses kaydı dökümünün ilgili 

kişiye sağlanması yönündeki talebinin, ilgili kişi dışında başkalarının kişisel 

verileri çıkarılarak/maskelenerek ilgili kişiye gönderilmesine ve veri İlgili 

kararının Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• İlgili kişinin, Borsa İstanbul’da yer alan hisselerinin satılabilir hale 

getirilmesi amacıyla www.kap.gov.tr sitesinde yayımlanması aşamasında 

ad ve soyadı bilgilerinin paylaşılmasının mevzuat düzenlemesi uyarınca 

yapıldığı ve KVKK kapsamında hukuki yükümlülüğün yerine getirilmesi 

amacıyla zorunlu olarak gerçekleştirildiği, bu anlamda veri sorumlusu 

tarafından yeterli açıklamalarda bulunulduğu tespit edildi.

Detaylara buradan ulaşabilirsiniz.

https://kvkk.gov.tr/Icerik/7592/2023-67
https://kvkk.gov.tr/Icerik/7775/2023-1310
https://kvkk.gov.tr/Icerik/7781/2023-1509
https://kvkk.gov.tr/Icerik/7766/2023-932
https://kvkk.gov.tr/Icerik/7769/2023-1050
http://www.kap.gov.tr/
https://kvkk.gov.tr/Icerik/7773/2023-1563


Kamu Sektörü 



• Veri sorumluları, siciline kayıt yükümlülüğüne ilişkin istisna kriteri 

olarak kabul edilmiş olan “yıllık mali bilanço toplamı 25 milyon TL’den 

az” tutarının ülkemizdeki ekonomik koşullar doğrultusunda yeniden 

değerlendirilerek “yıllık mali bilanço toplamı 100 milyon Türk lirasından 

az” olarak güncellenmiştir.

Detaylara buradan ulaşabilirsiniz.

• İlgili kişiye ve ilgili kişinin çocuklarına ait genetik veri kategorisindeki 

DNA test raporlarının, veri sorumlusunca işlenmesinin ve 

aktarılmasının, sağlık ve cinsel hayat dışındaki kişisel verilerin 

kanunlarda öngörülen hallerde, ilgili kişinin açık rızası aranmaksızın 

işlenebileceği hükmüne uygun olduğu, e-posta adresine hukuka aykırı 

biçimde erişilmek suretiyle veri sorumlusunca ele geçirildiğini gösterir 

bir belgeye yer verilmediği tespit edildi.

Detaylara buradan ulaşabilirsiniz.

• İlgili kişinin eski meclis üyesi olduğu, kamuoyunun bilgilendirilmesinde 

kamu ilgi ve yararının mevcut olduğu, Belediye Kanunu uyarınca, 

"toplantılar, meclisin kararıyla sesli ve görüntülü cihazlarla da 

kaydedilebilir.” hükmü ve Belediye Meclisi Çalışma Yönetmeliği’nin ilgili 

hükmü dikkate alındığında veri işleme faaliyetinin KVKK'daki “veri 

sorumlusunun hukuki yükümlülüğünü yerine getirebilmesi için veri 

işlemenin zorunlu olması” hükmü kapsamında olduğuna karar verildi.

Detaylara buradan ulaşabilirsiniz.

https://www.kvkk.gov.tr/Icerik/7647/2023-1154
https://kvkk.gov.tr/Icerik/7780/2023-1414
https://kvkk.gov.tr/Icerik/7591/2023-224


Perakende Sektörü 



• Veri sorumlusunun müşterilerine mesaj göndermek için kullandığı 

uygulamaya ait bilgilerin, yetkisiz kişiler tarafından elde edilmesi 

neticesinde kişilere SMS gönderilmesiyle kişisel verilerin ihlal edildiğine 

ve veri İlgili kararın Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Kötü niyetli üçüncü bir kişinin, e-ticaret uygulaması kullanıcıların kişisel 

verilerini elinde bulundurduğu ve kişisel verilerin darkweb’de uygulama 

şirketi hakkında kişisel verilerin ihlale uğradığına dair iddialara yer 

verildiği ve şirket müşterilerine ait olduğu iddia edilen kişisel veri içeren 

bağlantıların paylaşılarak kişisel verilerin ihlal edildiğine ve veri ihlali 

bildiriminin Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Müşterilerin bir kısmının iletişim ve işlem verilerine erişilmesi, 

müşterilerin bir kısmına sahte bir internet sitesi linkini içerir SMS 

gönderilmesi, bir kısmının herhangi bir verisine erişim sağlanmaksızın, 

daha önce gönderilmiş SMS’lerin içerikleri değiştirilerek yeniden SMS 

gönderilmesiyle; verilerin ihlal edildiğine ve veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun müşterilerine, yetkisiz kişiler tarafından 

dolandırıcılık amaçlı olduğu düşünülen ve bir link içeren SMS 

gönderilmesiyle verilerin ihlal edildiğine ve veri İlgili kararının Kurumun 

internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun depolama hizmeti aldığı Şirkete ait bir sunucuya 

siber saldırı gerçekleşmesi ve depolama aygıtlarında bulunan verilerin 

şifrelenerek erişilemez duruma gelmesiyle ihlal edildiği tespit edildi. 

Veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun depolama hizmeti aldığı Şirkete ait bir sunucuya 

siber saldırı gerçekleşmesi ve depolama aygıtlarında bulunan verilerin 

şifrelenerek erişilemez duruma gelmesiyle; 6.936 müşteriye ait kimlik, 

iletişim, müşteri işlem, görsel ve işitsel kayıtlarının ihlal edildiği tespit 

edildi. Veri İlgili kararının Kurumun internet sayfasında ilan edilmesine 

karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun depolama hizmeti aldığı Şirkete ait bir sunucuya 

siber saldırı gerçekleşmesi ve depolama aygıtlarında bulunan verilerin 

şifrelenerek erişilemez duruma gelmesiyle; yaklaşık 27.920 müşteri ve 

potansiyel müşterilere ait kimlik, iletişim, müşteri işlem, görsel ve 

işitsel kayıtlarının ihlal edildiği tespit edildi. Veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

https://kvkk.gov.tr/Icerik/7541/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Marifet-Saatcilik-Kuym-Teks-Tur-Gida-Ins-Taah-San-ve-Tic-Ltd-Sti-
https://www.kvkk.gov.tr/Icerik/7548/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Getir-Perakende-Lojistik-Anonim-Sirketi-Bitaksi-Mobil-Teknoloji-Anonim-Sirketi
https://www.kvkk.gov.tr/Icerik/7610/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Boyner-Buyuk-Magazacilik-Anonim-Sirketi
https://www.kvkk.gov.tr/Icerik/7616/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-OSDS-Su-Aritma-Sistemleri-San-Tic-Ltd-Sti
https://www.kvkk.gov.tr/Icerik/7695/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Puma-Spor-Giyim-Sanayi-ve-Ticaret-AS
https://www.kvkk.gov.tr/Icerik/7696/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Dagi-Giyim-Sanayi-ve-Ticaret-AS
https://www.kvkk.gov.tr/Icerik/7697/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Besiktas-Sportif-Urunleri-Sanayi-ve-Ticaret-AS


• SMS ve e-posta gönderimleri için oluşturulan izin yönetimi 

platformuna yetkisiz kişiler tarafında giriş yapılmaya çalışıldığı ve 

müşterilerin cep telefonu bilgilerine erişilmesi sonucunda ilgili kişilere 

oltalama saldırısını hedefleyen içeriğin yer aldığı kısa mesaj 

gönderimleri gerçekleştirilmiş olup 1.926.889 müşteriye ait iletişim 

bilgisinin ve işitsel kayıtlarının ihlal edildiği tespit edildi. Veri İlgili 

kararının Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri işleyen tarafından sunulan hizmetlerin iyileştirilmesi için eklenen 

yazılım sonrasında, müşterilerin profil sayfalarında kendilerine ait 

olmayan kişisel bilgileri gördüğü ve yaklaşık 2686 müşteriye ait kimlik, 

iletişim, müşteri işlem bilgilerinin ihlal edildiği tespit edildi. Veri İlgili 

kararının Kurumun internet sitesinde ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun dahil olduğu grup şirketlerinin küresel düzeyde 

kullandığı yazılımda yaşanan bir veri sızıntısı sonucunda, veri ihlali 

gerçekleştiği ve yaklaşık 83.185 müşteri ve potansiyel müşteriye ait 

kimlik, iletişim ve bilgilerinin ihlal edildiği tespit edildi. Veri İlgili 

kararının Kurumun internet sitesinde ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• İlgili kişinin açık rızasını geri alması üzerine, reklam amaçlı SMS 

gönderilmesi işleme faaliyetine son verildiği görülmekte olup, şikâyete 

ilişkin olarak kişisel verilerin korunmasına ilişkin kanun ve 

düzenlemeler kapsamında, yapılacak bir işlem bulunmadığına ve 

alışveriş esnasında ticari elektronik ileti gönderilmesi suretiyle kişisel 

verilerin işlenmesine ilişkin açık rıza alınmasının ilgili kişileri doğru 

şekilde bilgilendirmek suretiyle ve alışverişin bir parçası olduğu 

izlenimi oluşturmayacak şekilde revize edilmesi; ayrıca aydınlatma ve 

açık rıza onay kodunun aynı kısa mesaj içerisinde sunulmaması ve 

yapılan işlemlerin sonucu hakkında Kurula bilgi verilmesi hususunda 

veri sorumlusunun talimatlandırılmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.
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https://www.kvkk.gov.tr/Icerik/7704/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Hotic-Ayakkabi-San-ve-Tic-A-S-
https://www.kvkk.gov.tr/Icerik/7712/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Defacto-Perakende-Tic-AS
https://www.kvkk.gov.tr/Icerik/7716/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Elca-Kozmetik-Limited-Sirketi
https://kvkk.gov.tr/Icerik/7762/023-1653


E-Ticaret Sektörü 



• Veri sorumlusunun siber saldırıya uğraması sonucu, veri ihlali 

gerçekleştiğine ve veri İlgili kararın Kurumun internet sayfasında ilan 

edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusu olan kripto para hizmet sağlayıcısının, gereğinden fazla 

ve ölçüsüz olarak kişisel verileri işlediği şikayeti üzerine kurum 

tarafından inceleme neticesinde, ilgili verilerin işlenmesinin 5549 sayılı 

Suç Gelirlerinin Aklanmasının Önlenmesi Hakkında Kanun’da açıkça 

öngörülmesine dayandığının tespit edildiği; bununla beraber ilgili 

kişinin kişisel verilerine ilişkin talebini mevzuata uygun olarak veri 

sorumlusuna iletmediği ve ilgili kişinin üyeliğini sürdürerek veri 

işlenmesine devam etmesi dikkate alınarak herhangi bir işlem 

yapılmasına gerek bulunmadığına kanaat getirildi.

Detaylara buradan ulaşabilirsiniz.

• E-ticaret sitesi üzerinden alışveriş yapılırken, alışverişin tamamlanması 

için girilen gerekli olan kart bilgilerinin, alışverişin tamamlanmasının 

ardından sonraki alışverişlerin kolaylaştırılması amacıyla saklanarak 

işlenmeye devam edilmesinin, yalnızca açık rıza işleme şartı 

kapsamında gerçekleştirilebileceği dikkate alınarak geçerli açık rıza 

almayan veri sorumlusuna 500.000 TL idari para cezası 

uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun, veri kayıt sistemindeki algoritmanın yanlış 

çalışması nedeniyle araç kiralama platform kullanıcıları tarafından 

sisteme giriş yapılmaya çalışıldığı esnada farklı kullanıcıların kişisel 

verilerine hukuka aykırı olarak erişim sağlandığı, ilgili kişilerin kişisel 

verilerine üçüncü kişiler tarafından yetkisiz şekilde erişildiği ve 

300.000 TL idari para cezası uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

https://www.kvkk.gov.tr/Icerik/7549/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Sahibinden-Bilgi-Teknolojileri-Paz-ve-Tic-A-S-
https://kvkk.gov.tr/Icerik/7756/2023-570
https://kvkk.gov.tr/Icerik/7755/2023-567
https://kvkk.gov.tr/Icerik/7784/2023-1465


Sağlık Sektörü 



• Hastalar ve yakınlarıyla ilgili kayıtların tutulduğu program ile programa 

giriş sağlanan bazı bilgisayarların açılmaması, veri sorumlusu 

bilgisayarları ile bu bilgisayarların bağlı olduğu ağa ve bilişim sistemine 

kimliği belirsiz kişilerce izinsiz olarak girilmesi ve bahse konu programa 

erişimin şifrelenmesiyle verilerin ihlal edildiğine ve veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• e-Nabız sisteminin kişilerin kendi kayıtlarına erişim yetkisini 

vermesinin, diğer sağlık personeline/hekimlere bu verileri amacı 

dışında işleme hakkını vermediği, yalnızca sağlık durumlarının 

gerektirdiği hallerle sınırlı bir erişim anlamına geleceği dikkate alınarak, 

özel nitelikli kişisel verilerin işlenme şartlarından herhangi birine 

dayanılmaksızın, ilgili kişinin e-Nabız sisteminde tutulan bilgilerine 

erişilmesinin hukuka aykırı olduğuna ve veri sorumlusunun kişisel 

verilere hukuka aykırı erişilmesini önlemek amacıyla makul tedbirleri 

almadığına, veri sorumlusunun kişisel verilere hukuka aykırı olarak 

erişilmesini önlemek amacıyla uygun güvenlik düzeyini temin etmeye 

yönelik gerekli teknik ve idari tedbirleri alma yükümlülüklerine 

uymadığına ve 200.000 TL idari para cezasının uygulanmasına karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Kamu personeli olan çiftin, tedavi sırasında doktorla ilgili yaşadığı 

tartışma ve hastaneye şikayet amacıyla gönderdikleri ihtarnamenin 

gazetede kullanılmasında, her ne kadar kamu ilgi ve yararı kriteri 

mevcut olsa da, habere konu edilen detayların kamuoyu tarafından 

bilinmesinde bir menfaat olmadığı dikkate alındığında, ifade özgürlüğü 

ve kişilik hakları arasında yapılan karşılaştırmada ilgili kişilerin kişilik 

hakkı ve özel hayatının gizliliğinin ihlal edildiğine, KVKK’nın “İstisnalar” 

başlıklı 28’inci maddesinde yer alan ifade özgürlüğü istisnasına öncelik 

tanınamayacağına ve 100.000 TL idari para cezasının uygulanmasına 

karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun anlaşmalı olduğu bir şirkete siber saldırı 

düzenlenmesiyle verilerin ihlal edildiğine, veri İlgili kararının Kurumun 

internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Müşterilerin gizlilik ve aydınlatma metinlerini işaretlemeden üyelik ve 

satış yapmamasının, aydınlatma yükümlüğünün yerine getirilmesi 

kapsamında değerlendirileceğine ve yurt dışına aktarılmasına ilişkin 

açık rıza metnine onay vermek istemeyen kişilerin alternatif satış 

kanalına ilişkin yolun açık ve anlaşılır biçimde gösterilmesi yönünde veri 

sorumlusunun talimatlandırılmasına karar verildi. 

Detaylara buradan ulaşabilirsiniz.

https://www.kvkk.gov.tr/Icerik/7556/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Beytip-Saglik-Hizmetleri-Ltd-Sti-
https://kvkk.gov.tr/Icerik/7754/2023-695
https://kvkk.gov.tr/Icerik/7754/2023-695
https://www.kvkk.gov.tr/Icerik/7623/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Tip-Evi-Saglik-Hizmetleri-Ticaret-Limited-Sirketi
https://kvkk.gov.tr/Icerik/7768/2023-1041


• Veri sorumlusu eczacının, Medula sistemi kullanılarak ilgili kişinin özel 

nitelikli verilerinin üçüncü kişi olan boşandığı eş ile paylaşmasının, 

kişisel verilerin hukuka aykırı olarak işlenmesini önlemek amacıyla 

uygun güvenlik düzeyini temin etmeye yönelik gerekli her türlü teknik 

ve idari tedbiri alma yükümlülüğüne aykırılık teşkil ettiğine ve 50.000 

TL idari para cezasının uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• İlgili kişinin özel nitelikli kişisel verilerinin, veri sorumlusu tarafından 
mahkemeye aktarılmasının, 6100 sayılı Hukuk Muhakemeleri Kanunu 
m.221’e dayandığı ve kişisel veri aktarımının KVKK m.8/3’de yer alan 
“Kişisel verilerin aktarılmasına ilişkin diğer kanunlarda yer alan 
hükümler saklıdır.” hükmü kapsamında olduğuna, özel nitelikli kişisel 
verilerin aktarımı sırasında 2018/10 sayılı Kurul Kararındaki uygun 
olarak önlemlerin alınması gerektiğine, UYAP’a yüklenen özel nitelikli 
kişisel veriler üzerinde mahkeme tarafından gerçekleştirilen iş ve 
işlemler bakımından ise “Kişisel verilerin soruşturma, kovuşturma, 
yargılama veya infaz işlemlerine ilişkin olarak yargı makamları veya 
infaz mercileri tarafından işlenmesi” hükmünün uygulama alanı 
bulacağına karar verildi.

Detaylara buradan ulaşabilirsiniz.
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https://kvkk.gov.tr/Icerik/7770/2023-1130
https://kvkk.gov.tr/Icerik/7771/2023-1578


Eğitim Sektörü 



• Üniversitenin fakülte dekanının imzası ile gönderilen bir e-postada, 

üniversitede çalışan tüm öğretim üyelerine ait bazı kişisel verileri (sicil 

numaraları, çalıştıkları birim ve izin durumlarını) fakültenin tüm 

personeliyle paylaşmasının işleme şartlarından herhangi birine 

dayanmadığına, bu durumun veri güvenliğine ilişkin yükümlülüklere 

aykırılık teşkil ettiğine ve ilgili personel hakkında disiplin hükümlerine 

göre işlem yapılmasına veri İlgili kararının Kurumun internet sayfasında 

ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Üniversite rektörü tarafından, içerisinde ilgili kişilere ait özel nitelikli 

verilerin de bulunduğu bilgilerin, e-posta ekiyle üçüncü kişilerle 

paylaşılmasının bir veri ihlali olduğuna, veri güvenliğine dair yeterli 

tedbirlerin alınmadığına ve kamu tüzel kişiliği niteliğindeki veri 

sorumlusu bünyesinde görev yapan kişiler hakkında disiplin 

hükümlerine göre işlem yapılarak Kişisel Verileri Koruma Kuruluna bilgi 

verilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Üniversite tarafından, öğrencilerinin kurumsal e-posta adresine, veri 

sorumlusunun düzenlediği etkinliklere, idari faaliyetlere, duyurulara 

ilişkin bilgileri içeren e-posta göndermesinin veri sorumlusunun meşru 

menfaatleri için veri işlenmesinin zorunlu olduğuna ve aydınlatma 

metninin bu işleme faaliyetine yer verilecek şekilde güncellenmesine 

karar verildi.

Detaylara buradan ulaşabilirsiniz.

• İşlem günlüklerinde aşırı trafik olduğunun fark edilmesi sonucunda, 

idari görevi olan personelin kullanıcı adı ve şifresiyle, kişisel verilere 

yetkisiz erişim sağlandığı ve öğrenci ve çalışan bilgilerinin 

görüntülendiğinin tespit edilmesiyle yaklaşık 12.000 çalışan ve 

öğrenciye ait kimlik, iletişim, eğitim bilgilerinin ihlal edildiği tespit 

edildi. Veri İlgili kararının Kurumun internet sayfasında ilan edilmesine 

karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Bir eğitim kurumu tarafından, kamera vasıtasıyla ses kaydı alınmasının, 

veri işleme şartlarından herhangi birine dayanılmaksızın 

gerçekleştirildiği, görüntü kayıtlarının alınmasının ise, hukuka uygun 

olduğunu fakat veri sorumlusunca ilgili kişilere aydınlatma yapıldığı 

hususunun ispatlanamadığının tespitine ve 230.000 TL idari para 

cezasının uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Ulusal Siber Olaylara Müdahale Merkezi (USOM) tarafından yürütülen 

tehdit istihbaratı faaliyetleri kapsamında, öğrenci bilgilerinin 

saldırganlar tarafından çeşitli internet forum sitelerinde satıldığı ve 

satılmaya çalışıldığı ve 741 ilgili kişiye ait kimlik, iletişim, görsel ve 

işitsel kayıt bilgilerinin ihlal edildiği tespit edildi. Veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

https://kvkk.gov.tr/Icerik/7757/2023-646
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Taşımacılık ve 
Havacılık Sektörü 



• Veri sorumlusu tarafından ilgili kişinin kişisel verisi niteliğinde olan cep 

telefonu numarasının, kişisel veri işleme şartlarına dayanılmaksızın 

hukuka aykırı olarak paylaşıldığı, bu kapsamda veri sorumlusunun 

kişisel verilerin hukuka aykırı işlenmesini önlemek amacıyla uygun 

güvenlik düzeyini temin etmeye yönelik gerekli teknik ve idari tedbirleri 

almadığına ve 250.000 TL idari para cezasının uygulanmasına karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun depolama hizmeti aldığı Şirkete ait bir sunucuya 

siber saldırı gerçekleşmesi ve depolama aygıtlarında bulunan verilerin 

şifrelenerek erişilemez duruma gelmesi ile müşterilere ait kimlik, 

iletişim, müşteri işlem, görsel ve işitsel kayıtlarının ihlal edildiği tespit 

edilmiştir. İhlalden etkilenen kişi sayısı tespit edildi. Veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun kısa mesaj gönderimleri için hizmet alınan veri 

işleyenin sistemlerine saldırıda bulunulduğu ve ilgili kişilerin bilgilerine 

yetkisiz erişim sağlanması sonucunda veri ihlali gerçekleştiği ve ilgili 

kişilere oltalama saldırısı gerçekleştirilmesi amacıyla kısa mesaj 

gönderildiği ve bu ihlalden yaklaşık 77.000 ilgili kişiye ait iletişim 

bilgilerinin ihlal edildiği tespit edildi. Veri İlgili kararının Kurumun 

internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusu hava yolu şirketinin, sadakat programı niteliğini haiz bir 

özel yolcu programı hizmetinden yararlanabilmek ve ekstra mil 

kazanabilmek gibi ek menfaatlerden yararlanılmasının, açık rıza 

koşuluna bağlanmasının (profildeki alanların doldurulmasının ve 

pazarlama faaliyetlerinin kabul edilmesinin zorunlu kılınması) “açık 

rızanın özgür irade ile verilmesi” koşulunu ortadan kaldırmayacağına 

karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Bir havayolu şirketi tarafından ilgili kişiye ait kişisel verilerin hukuka 

aykırı olarak üçüncü kişilerle paylaşıldığı, veri sorumlusunun kişisel 

verilerin hukuka aykırı olarak erişilmesini önlemek ve muhafazasını 

sağlamak amacıyla uygun güvenlik düzeyini temin etmeye yönelik 

gerekli teknik ve idari tedbirleri almadığı, aynı soyadlı ancak aynı gruba 

ya da aileye dahil olmayan, birlikte seyahat etmeyen kişilerin verilerine 

erişim sağlanmasının bir veri ihlaline sebep olabileceğine ve 300.000 

TL idari para cezası uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz
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Üretim Sektörü 



• Bayi ve yetkili servis çalışanlarının satış hedefleri kapsamında ek 

menfaat niteliğinde ödül kazandıkları, mobil uygulama ve internet 

sitesinin barındırıldığı tedarikçi sistemlerinde tespit edilen bir güvenlik 

zafiyeti dolayısıyla kişisel verilere yetkisiz erişimin sağlanmasıyla 

verilerin ihlal edildiğine, veri İlgili kararının Kurumun internet 

sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bir internet sitesi kurulması konusunda hizmet satın 

aldığı Şirkete ait bir sunucuya siber saldırı gerçekleştirilmesi ve ihlalden 

çalışanlara ait “ad, soyad, e-posta, telefon, cinsiyet, doğum tarihi” 

verilerinin etkilenmesi ile verilerin ihlal edildiğine ve veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “şifrelenmiş TCKN, ad, 

soyad ve işe başlama tarihi” verilerinin etkilenmesi ile verilerin ihlal 

edildiğine ve veri İlgili kararının Kurumun internet sayfasında ilan 

edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun fidye yazılımı saldırısına maruz kalması sonucunda 

veri ihlali gerçekleştiği tespit edildi. İhlalden etkilenen kişi grubu, kişi 

sayısı, veri kategorileri tespit edilememiş ve veri İlgili kararının 

Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.
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Otomotiv Sektörü 



• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir alt yapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “TCKN, ad, soyad ve 

telefon bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve 

veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “TCKN, ad, soyad ve 

telefon bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve 

veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “TCKN, ad, soyad ve 

telefon bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve 

veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “TCKN, ad, soyad ve 

telefon bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve 

veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “ad, soyad ve telefon 

bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve veri İlgili 

kararının Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Araç kiralama şirketi veri sorumlusu tarafından, Findeks raporu 

olmaksızın kiralama işlemi yapmamasının, açık rızanın hizmet şartına 

bağlanması olarak değerlendirilmesine ve 100.000 TL idari para 

cezasının uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.
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• Veri sorumlusunun depolama hizmeti aldığı Şirkete ait bir sunucuya 

siber saldırı gerçekleşmesi ve depolama aygıtlarında bulunan verilerin 

şifrelenerek erişilemez duruma gelmiş olup ihlalden etkilenen kişi 

grubu, kişi sayısı, veri kategorileri tespit edilemedi. Veri İlgili kararının 

Kurumun internet sitesinde ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun depolama hizmeti aldığı Şirkete ait bir sunucuya 

siber saldırı gerçekleşmesi ve depolama aygıtlarında bulunan verilerin 

şifrelenerek erişilemez duruma gelmesi ile veri ihlali 

gerçekleştirilmiştir. İhlalden etkilenen kişi grubu, kişi sayısı, veri 

kategorileri tespit edilemedi. Veri İlgili kararının Kurumun internet 

sitesinde ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bir dahili kullanıcının kimlik bilgilerinin ele 

geçirilmesi ve uygulama verilerine erişmek için kullanılması sonucunda 

veri ihlali gerçekleştiği tespit edildi. İhlalden 32.589 kişinin etkilendiği, 

etkilenen kişi grubunun çalışanlar, kullanıcılar, aboneler/üyeler ile 

müşteriler ve potansiyel müşteriler olduğu ve ihlalden etkilenen ilgili 

kişi gruplarının, ihlalden etkilenen kişisel veri kategorilerinin, kimlik, 

iletişim, araç bilgisi, müşteri işlem bilgisi, bayi bilgileri, depo bilgileri ve 

ihale detayları olduğu tespit edildi. Veri İlgili kararının Kurumun 

internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.
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Teknoloji, Yazılım ve 
Bilgi Teknolojileri (IT) 
Sektörü



• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “TCKN, ad, soyad ve 

telefon bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve 

veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir alt yapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “TCKN, ad, soyad ve 

telefon bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve 

veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “TCKN, ad, soyad ve 

telefon bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve 

veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “TCKN, ad, soyad ve 

telefon bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve 

veri İlgili kararının Kurumun internet sayfasında ilan edilmesine karar 

verildi.

Detaylara buradan ulaşabilirsiniz.

• Veri sorumlusunun bayi çalışanları için hediye/promosyon 

uygulamalarının yönetildiği bir altyapı hizmetinin sağlanması 

konusunda hizmet satın aldığı Şirkete ait bir sunucuya siber saldırı 

gerçekleştirilmesi ve ihlalden çalışanlara ait “ad, soyad ve telefon 

bilgileri” verilerinin etkilenmesi ile verilerin ihlal edildiğine ve veri İlgili 

kararının Kurumun internet sayfasında ilan edilmesine karar verildi.

Detaylara buradan ulaşabilirsiniz.

• Araç kiralama şirketi veri sorumlusu tarafından, Findeks raporu 

olmaksızın kiralama işlemi yapmamasının, açık rızanın hizmet şartına 

bağlanması olarak değerlendirilmesine ve 100.000 TL idari para 

cezasının uygulanmasına karar verildi.

Detaylara buradan ulaşabilirsiniz.
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EY | Daha iyi bir çalışma dünyası oluşturmak

EY olarak amacımız; müşterilerimiz, çalışanlarımız ve 

toplum için değer yaratırken aynı zamanda sermaye 

piyasalarında güvenin ve daha iyi bir çalışma dünyasının 

oluşmasına katkıda bulunmaktır.
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denetimde güveni sağlarken müşterilerimizin gelişmesine 

ve dönüşmesine destek oluyoruz.
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İstanbul Maslak 
Maslak Mah. Eski Büyükdere Cad.
Orjin Maslak İş Merkezi 
No: 27 
34485 Sarıyer 
İstanbul - Türkiye 
Tel : +90 212 315 30 00 
Fax : +90 212 230 82 91 

İstanbul Maltepe 
Cevizli Mahallesi, Tugay Yolu Cad. 
No: 20 A/7 
34846 Maltepe, İstanbul 
Tel : +90 212 315 30 00 
Fax : +90 212 230 82 91 

Adana 
Çınarlı Mah. 61027 
Sokak No: 20/12 C Blok Kat:3 
Seyhan, Adana 

Ankara 
Mustafa Kemal Mah. 
Dumlupınar Bulvarı 9. km 
Mahall Ankara B Blok No: 274/7 
Daire: 191 
Çankaya, Ankara 
Tel : +90 312 286 38 00 
Fax : +90 312 286 07 00 

Bursa 
Odunluk Mah. Akpınar Cad. 
R Plaza No: 21 Kat: 9-10 
16110 Nilüfer, Bursa 
Tel : +90 224 232 00 03 
Fax : +90 224 232 23 96 

İzmir 
Çınarlı Mah. Ankara Asfaltı Cad.
Mistral İzmir No: 15 Kat: 23 
35170 Konak, İzmir
Tel : +90 232 483 59 59
Fax : +90 232 483 72 16

■ ■ ■

The better the question The better the answer
The better the world works

Instagram 
eyturkiye 

Facebook
ErnstYoungTurkiye

LinkedIn
Ernstandyoung 

X (Twitter) 
EY_Turkiye 

Youtube
EYTurkey 

Spotify 
EY_Turkiye

Sosyal medya hesaplarımızı takip edin!

https://www.ey.com/tr_tr/privacy-statement
https://www.ey.com/tr_tr/privacy-statement
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