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Giriş

2025 yılı, dijital hukuk açısından hem ulusal hem de uluslararası düzeyde önemli
düzenlemelerin, içtihatların ve rehber niteliğindeki yayınların öne çıktığı bir
dönem oldu. Kişisel verilerin işlenmesine ilişkin yeni yaklaşımlar, yapay zekâ
sistemlerinin hukuki sorumluluğu ve etik sınırları, artan siber tehditlere karşı
düzenleyici tedbirlerle finansal teknolojilerin denetimine yönelik güncel
çerçeveler, dijital hukuk alanındaki gelişmelerin yalnızca teknik değil; aynı
zamanda toplumsal ve ekonomik etkiler doğurduğunu açıkça ortaya koyuyor.

Bu çalışma, 2025 yılı içerisinde dijital hukuk alanında meydana gelen başlıca
hukuki gelişmeleri derleyerek ilgili paydaşlar için erişilebilir bir başvuru kaynağı
sunmayı amaçlıyor.
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Kişisel verilerin korunması
Türkiye

Kişisel Verileri Koruma Kurulu’na (Kurul) yapılan başvurularda, kullanıcıların ödeme veya üyelik işlemleri
sırasında iletişim bilgilerinin alınarak SMS doğrulama kodu gönderildiği, bu kodun zorunluymuş gibi
gösterildiği ve ardından ticari elektronik ileti gönderilerek açık rıza sağlandığını belirtmiştir. Kurul; ürün ve
hizmet sunum süreçlerinde gönderilen SMS’lerde aydınlatma yükümlülüğünün açık biçimde yerine
getirilmesi, SMS doğrulama adımında üyelik onayı, ticari ileti izni ve kişisel veri işleme izni gibi farklı
işlemlerin tek bir işlemde birleştirilmemesi, açık rıza gerektiren işlemler için ayrı ayrı ve isteğe bağlı
seçenekler sunulması, ticari ileti izninin hizmet sunumu için zorunlu bir şart gibi gösterilmemesi, açık rızanın
hizmet sunumu tamamlandıktan sonra talep edilmesi veya rızanın zorunlu olmadığına ilişkin bilgilendirmenin
açıkça yapılması gerektiğini belirtmiştir. Ayrıca, veri sorumlularının personeline düzenli eğitim vermesi ve
KVKK m.12 kapsamında gerekli tüm teknik ve idari tedbirleri alması gerektiği, aksi hâlde KVKK m.18
uyarınca yaptırım uygulanacağı ifade edilmiştir. İlgili karara buradan ulaşabilirsiniz.

Ürün ve hizmet sunumu sırasında ilgili kişilere SMS ile doğrulama kodu gönderilmesi suretiyle
kişisel verilerin işlenmesi hakkında karar

Turizm ve otelcilik sektöründe konaklama hizmeti alan kişilerin T.C. kimlik belgesi fotokopisinin
kaydedilmesi hakkında karar

Turizm ve otelcilik sektöründe konaklama yerlerinde misafir edilen kişilerden T.C. kimlik belgesi fotokopisinin
alındığı yönünde Kurum’a muhtelif sayıda şikayet ve ihbar iletilmiş olup bu konuda sektörün bilgilendirilmesi
amacıyla Kurum tarafından söz konusu ilke kararı yayımlanmıştır. Kurum, konaklama hizmetinin sunulması
kapsamında kişi adı, soyadı ve T.C. kimlik numarasından oluşan kimlik bilgilerinin kaydedilmesine ilişkin veri
işleme faaliyetinin, 1774 sayılı Kanun ve ilgili Yönetmelikteki açık düzenlemeler doğrultusunda KVKK m. 5
kapsamında “kanunlarda açıkça öngörülme” ve “veri sorumlusunun hukuki yükümlülüğünü yerine
getirebilmesi için zorunlu olma” şartlarını karşıladığını, dolayısıyla hukuka uygun olduğunu belirtmiştir. Buna
karşın, kimlik belgesinin gösterilmesinden sonra fotokopisinin alınarak kaydedilmesinin gereğinden fazla veri
işlenmesine yol açmakta olup, bu uygulamanın herhangi bir hukuki dayanağı bulunmadığı ve KVKK
kapsamında hukuka aykırı bir veri işleme faaliyeti niteliğinde olduğu belirtilmiştir. Bu durumlara ek olarak,
eski nüfus cüzdanlarının kullanılması halinde nüfus cüzdanları üzerinde kişilerin dini ve kan grubu gibi özel
nitelikli kişisel verilerinin de yer aldığı dikkate alındığında KVKK md. 6 uyarında da ayrıcalık teşkil edecek bir
işleme faaliyeti gündeme geleceği de vurgulanmıştır. Sonuç olarak Kurul; turizm ve otelcilik sektöründe
faaliyet gösteren veri sorumluları tarafından misafirlerden T.C. kimlik belgesi fotokopisi alınması
uygulamasına derhal son verilmesine, kararın yayımlanmasından önce alınmış fotokopilerin ise mevzuata
uygun şekilde imha edilmesine karar vermiştir. İlgili karara buradan ulaşabilirsiniz.

Kişisel Verileri Koruma Kurulu iki yeni ilke kararı yayımladı

https://www.resmigazete.gov.tr/eskiler/2025/06/20250626-7.pdf
https://www.resmigazete.gov.tr/eskiler/2025/12/20251209-11.pdf
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Anayasa Mahkemesi’nin (AYM) 2024/98 Esas ve 10.07.2025 Tarihli kararı 31 Aralık 2025 tarih ve 33124
sayılı Resmi Gazetede yayımlandı. 2024 yılında meydana gelen değişiklik ile KVKK’da değişiklik meydana
gelen bazı hükümler iptal davasına konu olmuştu.

İptal davasına konu düzenlemeler:

 Özel nitelikli kişisel verilerin açık rıza aranmaksızın işlenebilmesine imkân tanıyan hukuki sebeplerden, 6.
maddenin (e) bendinde yer alan sır saklama istisnası ile aynı maddeye eklenen (g) bendindeki sivil toplum
istisnasının, özel nitelikli kişisel verilerin açık rıza olmaksızın işlenmesinin kapsamını belirsiz şekilde
genişlettiği gerekçesiyle iptali talep edilmiştir.

 Kişisel verilerin yurt dışına aktarılmasına ilişkin olarak, 9. maddenin dokuzuncu fıkrasında yer alan ve
Türkiye’nin veya ilgili kişinin menfaatinin ciddi şekilde zarar göreceği durumlarda Kişisel Verileri Koruma
Kurulu’nun izniyle veri aktarımına imkân tanıyan düzenlemenin; Kurula tanınan izin yetkisinin kanuni
sınırlarının açıkça belirlenmediği ve bu durumun eşit muamele ilkesine aykırılığa yol açabileceği
gerekçesiyle iptali istenmiştir.

 Standart sözleşmelere ilişkin olarak, 18. maddenin birinci fıkrasının (d) bendinde öngörülen idari para
cezasının, caydırıcı olmadığı ve fiile kıyasla düşük kaldığı iddiasıyla iptali talep edilmiştir.

AYM, KVKK’da 2024 yılında yapılan değişikliklere ilişkin tüm iptal taleplerini reddederek, söz konusu
düzenlemelerin Anayasa’ya uygun olduğuna karar vermiştir.

AYM, özel nitelikli kişisel verilerin açık rıza olmaksızın işlenmesine imkân tanıyan düzenlemelerin kanunda
belirlenen amaçlarla sınırlı ve veri güvenliği güvenceleriyle çevrili olduğunu belirtmiştir. Yurt dışına veri
aktarımında Kurul izni aranmasının veri güvenliğini sağlamaya yönelik ölçülü bir mekanizma olduğu
vurgulanmıştır. Ayrıca standart sözleşmelerin bildirilmemesi hâlinde öngörülen idari para cezasının, yeniden
değerleme yoluyla güncellenebilir olması nedeniyle amaç–araç dengesi bakımından Anayasa’ya uygun olduğu
ifade edilmiştir.

İlgili karara buradan erişebilirsiniz.

KVKK 2024 değişiklikleri hakkında Anayasa Mahkemesi’nin iptal davası kararı

İlk kez uluslararası nitelikte olmayan anlaşma ile veri aktarımına izin verildi
10 Kasım 2025 tarihinde gerçekleştirilen duyuru ile KVKK’nın 9. maddesinin dördüncü fıkrasının (a)
bendi kapsamında; İçişleri Bakanlığı Göç İdaresi Başkanlığı ile Birleşmiş Milletler Mülteciler Yüksek Komiserliği
arasında kişisel verilerin yurt dışına aktarılmasına dayanak teşkil edecek “uluslararası sözleşme niteliğinde
olmayan anlaşma”, Kurul tarafından Kişisel Verilerin Yurt Dışına Aktarılmasına İlişkin Usul ve Esaslar Hakkında
Yönetmelik’in 11. maddesi kapsamında değerlendirilmiş olup söz konusu aktarıma 21.10.2025 tarihinde izin
verilmiştir. İlgili duyuruya buradan erişebilirsiniz.

Orta Vadeli Program: KVKK–GDPR uyum takvimi
Türkiye Cumhuriyeti Cumhurbaşkanlığı Strateji ve Bütçe Bakanlığı’nın 2026–2028 dönemine dair yol haritasını
sunan Orta Vadeli Program, 5 Eylül 2025 tarihli ve 32653 (Mükerrer) sayılı Resmi Gazete’de yayımlanmış olup,
KVKK’nın AB Veri Koruma Tüzüğü (GDPR) ile uyumlaştırma sürecinin 2026’nın 3. çeyreğinde tamamlanacağı
belirtilmiştir. Orta Vadeli Programa buradan ulaşabilirsiniz.

Kişisel verilerin korunması
Türkiye
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https://www.resmigazete.gov.tr/eskiler/2025/12/20251231-13.pdf
https://www.kvkk.gov.tr/Icerik/8538/uluslararasi-sozlesme-niteliginde-olmayan-anlasma-ile-yurt-disina-kisisel-veri-aktarimina-izin-verilmesi-hakkinda-duyuru
https://www.resmigazete.gov.tr/eskiler/2024/09/20240905M1-1.pdf
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Engelli ve yaşlıların dijital hizmetlere erişimini kolaylaştırmak amacıyla hazırlanan 2025/10 sayılı “Web
Siteleri ve Mobil Uygulamaların Erişilebilirliği” konulu Cumhurbaşkanlığı Genelgesi yayımlandı. Genelge ile
toplumsal yaşamın her alanında bireylere eşit şekilde katılım sağlanması vurgulanmış ve web siteleri ve mobil
uygulamaların farklı kullanıcı kitlelerine de hitap edecek tasarıma ve içeriğe sahip olması adına İzleme,
Danışma ve İnceleme Komisyonu kurulmuştur. Çalışma usul ve esaslarının Aile ve Sosyal Hizmetler Bakanlığı
tarafından belirleneceği düzenlenmiştir. Genelgeye buradan ulaşabilirsiniz.

Web ve mobil uygulamalarda erişilebilirlik genelgesi

Veri ihlali bildirimleri
2025 yılında 35 adet veri ihlal bildirimi Kurum’un internet sitesi üzerinden yayımlanmıştır.
 Bir telekom şirketi – Veri sorumlusunun servislerinden birine gerçekleştirilen SQL Kod Enjeksiyonu saldırısı

ile 244.394 kullanıcının verilerinin sızdığının tespit edildiği ilan edilmiştir.
 Bir tekstil şirketi - Veri sorumlusunun kullandığı dijital pazarlama e-posta sistemi platformunun API’sine

erişim için kullanılan bir yönetici kimlik bilgisinin sızdırılması sonucu, müşteri verilerine yetkisiz erişim
sağlanmasıyla gerçekleştiği, Türk vatandaşları da dahil olmak üzere uluslararası olarak tüm müşterilerin
kişisel verilerine yetkisiz olarak erişildiği, şirket için 4.349.620 ilgili kişinin etkilendiği ilan edilmiştir.

2026 yılı için idari para cezası tutarları
KVKK’nın “Kabahatler” başlıklı 18. maddesi uyarınca idari yaptırımlar öngörülmüştür. İdari yaptırımlar, her yıl
yeniden değerleme oranına göre artırılmaktadır. 2026 yılına yönelik miktarlar Kurum’un internet sitesinde ilan
edilmiştir ve aşağıda yer almaktadır;

 Aydınlatma yükümlülüğüne aykırılık halinde 85.437 TL – 1.709.200 TL,
 Veri güvenliğine ilişkin yükümlülüklere aykırılık halinde 256.357 TL – 17.092.242 TL,
 Kurul tarafından verilen kararları yerine getirmeme halinde 427.263 TL – 17.092.242 TL,
 Veri Sorumluları Siciline (VERBİS) kayıt ve bildirim yükümlülüğüne aykırı hareket etme halinde 341.809 TL

– 17.092.242 TL,
 KVKK’nın 9. maddesinin beşinci fıkrasında öngörülen bildirim yükümlülüğüne aykırılık halinde 90.308 TL –

1.806.177 TL.

İdari para cezalarına ilişkin tabloya buradan ulaşabilirsiniz.

Kurul’un 04.09.2025 tarihli ve 2025/1572 sayılı Kararı ile, ana faaliyet konusu özel nitelikli kişisel veri
işleme olan veri sorumlularının Veri Sorumluları Sicil Bilgi Sistemi’ne (VERBİS) kayıt yükümlülüğüne ilişkin
istisna kriteri yeniden belirlenmiştir. Karar uyarınca; hekim muayenehaneleri, eczaneler ve laboratuvarlar
gibi ana faaliyet konusu özel nitelikli kişisel veri işlemek olan veri sorumlularından, yıllık çalışan sayısı ondan
az olanlar ve yıllık mali bilanço toplamı 10 milyon TL’nin altında bulunanlar VERBİS kayıt yükümlülüğüne
ilişkin istisna kapsamına dahil edilmiştir. Söz konusu değişiklik, 01.10.2025 tarihli ve 33034 sayılı Resmî
Gazete’de yayımlanarak aynı tarihte yürürlüğe girmiştir. İlgili karara buradan erişebilirsiniz.

VERBİS istisna kriteri değiştirildi

Kişisel verilerin korunması
Türkiye

2025 yılında dijital hukuk alanında yaşanan gelişmeler

https://www.aile.tr/media/219872/web_siteleri_ve_mobil_uygulamalarin_erisilebilirligi_hakkinda_genelge.pdf
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/MTY5NTUyNTRkNDkxNGY.pdf
https://www.resmigazete.gov.tr/eskiler/2025/10/20251001-4.pdf
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Kurumun internet sitesinde yayımlanan rehberler kapsamlı biçimde güncellenerek yeniden yayımlanmış;
ayrıca yeni rehberler de hazırlanarak ilgililerin bilgisine sunulmuştur. Bu çerçevede hazırlanan ve
güncellenen bazı rehberlere kısaca değinmekte yarar bulunmaktadır.

Kurum tarafından yayımlanan rehberler güncellenerek yeniden yayımlandı

Kamuoyu duyuruları ve yayınlar

Kişisel Verilerin Yurt Dışına Aktarılması Rehberi, KVKK’nın 9. maddesi kapsamında
veri sorumlularına yurt dışına aktarım süreçlerinde yol göstermek amacıyla
yayımlanmıştır. Rehber, özellikle standart sözleşmelerin uygulanmasına ilişkin
belirsizlikleri gidererek konuya açıklık getirmiştir. Rehbere buradan erişebilirsiniz.

Kişisel Verilerin Yurt Dışına
Aktarılması Rehberi
yayımlandı

Bankacılık faaliyetleri kapsamında, bankalar tarafından çeşitli kanallar aracılığıyla
yoğun şekilde kişisel veri işlenmesi nedeniyle, Kurum ile Türkiye Bankalar Birliği iş
birliğiyle hazırlanan Rehber KVKK’da kişisel verilerin yurt dışına aktarımı ve özel
nitelikli kişisel verilerin işlenmesine ilişkin yapılan düzenlemeler dikkate alınarak
güncellenmiştir. Rehbere buradan erişebilirsiniz.

Kişisel Verilerin
Korunmasına İlişkin
Bankacılık Sektörü İyi
Uygulamalar Rehberi
güncellendi

Özel nitelikli kişisel verilere ilişkin mevzuat değişikliği nedeniyle veri sorumlularının
doğru hukuki sebeplere dayalı olarak özel nitelikli kişisel veri işlemeleri ve Kanun’a
uygun şekilde yükümlülüklerini yerine getirmeleri için yol gösterici olması
amacıyla rehberler yayımlanmıştır. İşlenmesine ilişkin rehbere buradan, işlenme
şartlarına ilişkin rehbere buradan erişebilirsiniz.

Özel Nitelikli Kişisel Verilerin
İşlenmesine ve İşlenme
Şartlarına İlişkin Rehberler
yayımladı

Finans sektöründeki teknolojik ilerlemeler, dijital hizmetlerin artmasına ve bireylerin
kimlik, iletişim, finansal ve işlem verilerinin yoğun biçimde işlenmesine neden
olmuştur. Kurum ve Türkiye Ödeme ve Elektronik Para Kuruluşları Birliği iş birliğiyle,
veri sorumlularına yol göstermek amacıyla hazırlanmış ve ilgililerin kullanımına
sunulmuştur. Rehbere buradan erişebilirsiniz.

Ödeme ve Elektronik Para
Sektöründe Kişisel Verilerin
Korunmasına İlişkin İyi
Uygulamalar Rehberi
yayımlandı

Rehber ile çerezler yoluyla kişisel veri işleyen internet sitesi operatörleri için kişisel
verilerin işlenmesi amacına yönelik öneriler sunulmuştur. Rehbere buradan
erişebilirsiniz.

Çerez Uygulamaları
Hakkında Rehber güncellendi

Kurum, 6325 sayılı Kanun’da düzenlenen aydınlatma yükümlülüğü ile KVKK’da
düzenlenen aydınlatma yükümlülüğünün farklılık arz ettiğini belirtmiştir. Arabuluculuk
faaliyetinin başında arabulucuya ilişkin bilgi verilmesinin, KVKK’nın 10. maddesinde
düzenlenen aydınlatma yükümlülüğünün yerine getirildiği anlamına gelmediğine;
işlenen kişisel verilere ilişkin olarak arabulucu tarafından KVKK kapsamında
aydınlatma yükümlülüğünün yerine getirilmesi gerektiğine değinilmiştir. İlgili içeriğe
buradan erişebilirsiniz.

Arabuluculuk faaliyetleri
kapsamında aydınlatma
yükümlülüğünün yerine
getirilmesine ilişkin
kamuoyu duyurusu

Kavramların doğru anlaşılması, belirsizliklerin giderilmesi ve hukuka uygun veri
işlenmesi adına fayda sağlaması adına terimler sözlüğü yayımlanmıştır. Sözlüğe
buradan erişebilirsiniz.

Kişisel Verilerin Korunması
Terimler Sözlüğü’nü
yayımladı

Kitapta kişisel verilerin korunması, mahremiyet, veri koruma hukuku ve kişisel verilerin
güvenliği ile ilgili çalışmalar yer almaktadır. İlgili içeriğe buradan erişebilirsiniz.

Kişisel Verilerin
Korunmasına Uzman Bakış 2
başlıklı e-Kitap yayımladı

Kuruma sunulan yurt dışına kişisel veri aktarımı yapılması hususundaki üç adet
Taahhütname başvurusu, Kurul tarafından değerlendirilmiş ve usul ve esasa dair
herhangi bir eksikliğin bulunmadığı görülmüş olup 12.03.2025 tarihinde Kurul
tarafından söz konusu veri aktarımlarına izin verilmiştir. İlgili içeriğe buradan
erişebilirsiniz.

Taahhütname başvurusu
hakkında duyuru, Kurum’un
internet sitesinde
yayımlandı.

Kişisel verilerin korunması
Türkiye
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https://kvkk.gov.tr/SharedFolderServer/CMSFiles/13711235-abb6-4b17-9a6b-0a68c1ad86c5.pdf
https://kvkk.gov.tr/SharedFolderServer/CMSFiles/12236bad-8de1-4c94-aad6-bb93f53271fb.pdf
https://kvkk.gov.tr/SharedFolderServer/CMSFiles/70f95c73-06a2-44dc-81e9-34201bdd7f5c.pdf
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/41e880f2-9f70-40e6-9258-e7fc86e39a76.pdf
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/5a7a3f8a-3b20-4773-970a-01aecfcc5222.pdf
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/fb193dbb-b159-4221-8a7b-3addc083d33f.pdf
https://www.kvkk.gov.tr/Icerik/8151/-Arabuluculuk-Faaliyetleri-Kapsaminda-Aydinlatma-Yukumlulugunun-Yerine-Getirilmesine-Iliskin-Kamuoyu-Duyurusu-
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/d1e5b8a6-d244-4ab7-a2e6-f36af317b4c2.pdf
https://kvkk.gov.tr/SharedFolderServer/CMSFiles/95d1f4bc-de91-4703-82c1-8757387a3850.pdf
https://www.kvkk.gov.tr/Icerik/8261/-Taahhutname-Basvurusu-Hakkinda-Duyuru
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28 Haziran 2023 tarihinde kabul edilen, 11 Ocak 2024’te yürürlüğe giren Veri Yasası (Data Act) 12 Eylül
2025 tarihi itibarıyla uygulamaya girmiştir. Yasa, verinin üretilmesinden paylaşılmasına, depolanmasından
uluslararası erişimine kadar tüm süreci kapsayan bir çerçeve sunmaktadır. Bu düzenleme ile dijital
ekonomide adil, şeffaf ve yenilikçi bir veri ekosistemi oluşturması hedefleniyor. Düzenleme yalnızca AB’deki
şirketleri değil, AB pazarına ürün veya hizmet sunan Türkiye’deki işletmeleri de doğrudan etkiliyor. İlgili
içeriğe buradan ulaşabilirsiniz.

Veri Yasası uygulanabilir hale geldi

Avrupa Komisyonu, “Basitleştirme Omnibüsü (Simplification Omnibus)” paketi kapsamında küçük ve orta
ölçekli işletmeler (KOBİ/SME) üzerindeki yükü azaltmayı amaçlayan bir dizi sadeleştirme önerisi sunmuştur.
Değişiklik teklifiyle, GDPR’ın 30(5). maddesinde öngörülen kayıt tutma yükümlülüğüne ilişkin istisnanın
kapsamının genişletilmesi ve bu istisnaya uygulanacak şartların daha net biçimde tanımlanması
önerilmektedir. Büyük ölçekli kuruluşlar veya yüksek risk içeren veri işleme faaliyetleri bu istisnalardan
yararlanamayacaktır. İlgili içeriğe buradan ulaşabilirsiniz.

Avrupa Komisyonu’ndan GDPR’ı sadeleştirme planı

Avrupa Birliği Adalet Divanı (ABAD), kişisel verilerin Amerika Birleşik Devletleri’ne aktarımı nedeniyle Avrupa
Komisyonu’nun tazminat ödemesine hükmetti. İlgili içeriğe buradan ulaşabilirsiniz.

Amerika Birleşik Devletleri’ne veri aktarımı hakkında tazminat kararı

Tek Çözüm Kurulu (SRB) v. Avrupa Veri Koruma Kurulu (EDPS) davasında takma adlandırılmış verilerin
kişisel veri niteliği taşıyıp taşımadığının veriyi alan taraf ve aktarımın bağlamı dikkate alınarak
değerlendirilmesi gerektiği vurgulanmıştır. Bu çerçevede, aynı takma adlı veri seti, takma ad anahtarına
sahip olan kurum bakımından hâlâ kişisel veri sayılırken, bu anahtara erişimi bulunmayan bir kurum açısından
GDPR kapsamı dışında kabul edilebilir. İlgili karara buradan ulaşabilirsiniz.

Avrupa Birliği Adalet Divanı’nın C-413/23 Sayılı Kararı yayımlandı

Avrupa Veri Koruma Kurulu (EDPB), çocuklara yönelik dijital hizmetlerde yaş doğrulama ve yaş güvencesi
mekanizmalarına ilişkin bir görüş kabul etti. İlgili içeriğe buradan ulaşabilirsiniz.

Avrupa Veri Koruma Kurulu’ndan çocuklara yönelik yaş güvencesi hakkında görüş

EDPB, bağlayıcı şirket kurallarına onay süreçlerine ilişkin prosedürleri açıklayan detaylı bir doküman
yayımladı. İlgili içeriğe buradan ulaşabilirsiniz.

Avrupa Veri Koruma Kurulu’ndan bağlayıcı şirket kurallarına ilişkin açıklayıcı doküman

Avrupa Parlamentosu, Kanada ile seyahat verisi aktarımını düzenleyen anlaşmayı onayladı. İlgili içeriğe
buradan ulaşabilirsiniz.

AB - Kanada Seyahat Veri Aktarımı Anlaşması onaylandı

Fransa Veri Koruma Otoritesi (CNIL), kuruluşların veri transferi etki değerlendirmeleri (TIA) yapmasına
yardımcı olmak için güncellenmiş bir rehber yayımladı. İlgili içeriğe buradan ulaşabilirsiniz.

Fransa Veri Koruma Otoritesi’nden Veri Transferi Etki Değerlendirme Rehberi

Kişisel verilerin korunması
Avrupa Birliği ve Birleşik Krallık

2025 yılında dijital hukuk alanında yaşanan gelişmeler

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=OJ:L_202302854&qid=1729174137832
https://digital-strategy.ec.europa.eu/en/library/digital-omnibus-regulation-proposal
https://curia.europa.eu/jcms/upload/docs/application/pdf/2025-01/cp250001en.pdf
https://curia.europa.eu/juris/document/document.jsf?docid=303863&doclang=EN
https://www.edpb.europa.eu/system/files/2025-04/edpb_statement_20250211ageassurance_v1-2_en.pdf
https://www.edpb.europa.eu/system/files/2025-03/edpb_document_procedure_approval_bcr_en_0.pdf
https://www.europarl.europa.eu/news/en/press-room/20250310IPR27228/european-parliament-approves-eu-canada-air-passenger-data-agreement?utm_source=chatgpt.com
https://www.cnil.fr/en/transfer-impact-assessment-tia-cnil-publishes-final-version-its-guide?utm_source=chatgpt.com
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EDPB, GDPR madde 48 kapsamında üçüncü ülke taleplerine yönelik 02/2024 sayılı rehberin nihai
versiyonunu yayımladı. Bu kılavuz ile madde 48’in gerekçesi ve amacı açıklığa kavuşturulurken, GDPR’daki
diğer hükümlerle olan ilişkisini ortaya koyulmuş ve üçüncü ülke makamlarından kişisel verilerin açıklanması
veya aktarılmasına yönelik talepler alabilecek AB’de yerleşik veri sorumluları ve veri işleyenler için pratik
öneriler sunulmuştur. İlgili içeriğe buradan ulaşabilirsiniz.

Avrupa Veri Koruma Kurulu’ndan GDPR m.48 Rehberi

GDPR’ın diğer ülkelerin gizlilik düzenlemelerine ve
uygulamalarına etkisini değerlendiren ayrıntılı bir
rapor yayımlandı. İlgili içeriğe buradan
ulaşabilirsiniz.

GDPR’ın Küresel Etkisine İlişkin Rapor
yayımlandı

ABAD, anonim verinin tanımına ve sınırlarına ilişkin
içtihadı netleştiren yeni bir karar yayımladı. İlgili
içeriğe buradan ulaşabilirsiniz. İlgili içeriğe buradan
ulaşabilirsiniz.

Avrupa Birliği Adalet Divanı’ndan veri
anonimleştirmesine dair önemli karar

Avrupa Komisyonu uluslararası bir kuruluşa ilk kez veri aktarım yetkisi verdi. Karar sayesinde, AB’deki
yenilikçi şirketler ve kamu kurumları, ek idari güvencelere gerek olmaksızın AB Patent Organizasyonu
(EPO)’ya serbestçe veri aktarımı yapabilecektir. Bu durum, patent verilmesi sürecinin dijitalleşmesini
destekleyecek; girişimciler, araştırmacılar, ulusal fikri mülkiyet ofisleri ve mucitler için daha hızlı ve
sorunsuz dijital etkileşimler sağlayacaktır. Böylece yeniliklerin pazara daha hızlı sunulması, yeni iş ve
fırsatların yaratılması mümkün olacaktır. Açıklamaya buradan ulaşabilirsiniz.

AB Patent Organizasyonu’na yeterlilik kararı

Avrupa Komisyonu, Brezilya’ya yönelik yeterlilik
kararının ilk taslağını yayımladı. İlgili içeriğe
buradan ulaşabilirsiniz.

Avrupa Komisyonu’ndan Brezilya için
yeterlilik kararı taslağı

Lüksemburg Ulusal Veri Koruma Komisyonu (CNPD)
tarafından saklama sürelerine ilişkin rehber
yayımlandı. İlgili içeriğe buradan ulaşabilirsiniz.

Saklama sürelerine ilişkin rehber

CNIL, mobil uygulamalarda kullanıcılardan talep
edilen veri paylaşım izinlerine dair uyulması
gereken kurallara yönelik bir içerik yayımladı. İlgili
içeriğe buradan ulaşabilirsiniz.

CNIL’den mobil uygulamalarda veri
paylaşım izinlerine ilişkin yeni içerik

Avusturya Federal İdare Mahkemesi, şirkete hukuka
aykırı ve orantısız kamera kaydı nedeniyle verilen
1,5 milyon euro para cezasını onadı. İlgili içeriğe
buradan ulaşabilirsiniz.

Avusturya Federal İdare Mahkemesi’nden
perakende şirketine ceza

CNIL tarafından, okulların veri ihlali müdahale
yükümlülüklerini detaylandıran bir kılavuz
yayımlandı. İlgili içeriğe buradan ulaşabilirsiniz.

Okulların veri ihlali müdahele
yükümlülüklerine ilişkin kılavuz

CNIL tarafından, veri tabanı güvenliğinin
artırılmasına ilişkin kılavuz yayımlandı. İlgili içeriğe
buradan ulaşabilirsiniz.

Veri tabanı güvenliğinin artırılmasına
ilişkin kılavuz

Yönetmelik GDPR’ın uygulanmasına ilişkin temel ilkeler belirlemekte, şikâyete dayalı olarak ya da re’sen
yapılan başvuruların görülmesini hızlandırmayı ve yeknesaklaştırmayı amaçlamaktadır. İlgili içeriğe buradan
ulaşabilirsiniz.

AB, GDPR’ın uygulanmasına ilişkin yönetmeliği duyurdu – Regulation 2025/2518

Kişisel verilerin korunması
Avrupa Birliği ve Birleşik Krallık

2025 yılında dijital hukuk alanında yaşanan gelişmeler

https://www.edpb.europa.eu/our-work-tools/documents/public-consultations/2024/guidelines-022024-article-48-gdpr_en
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/
https://curia.europa.eu/jcms/upload/docs/application/pdf/2025-09/cp250107en.pdf
https://commission.europa.eu/news-and-media/news/joint-statement-michael-mcgrath-and-antonio-campinos-president-european-patent-office-2025-07-15_en
https://commission.europa.eu/document/download/f5aee532-70bf-41b1-a94a-8e294a528f6a_en?filename=Draft+Adequacy+Decision+-+Brazil+-+LGPD+-+FINAL+-+September+2025.pdf&utm_source=chatgpt.com
https://cnpd.public.lu/en/dossiers-thematiques/psp/duree-conservation-donnes-service-paiement.html?utm_source=chatgpt.com
https://www.cnil.fr/en/mobile-applications-cnil-publishes-its-recommendations-better-privacy-protection?utm_source=chatgpt.com
https://wien.orf.at/stories/3325738/
https://www.cnil.fr/sites/cnil/files/2025-05/guide_violations_education_etablissements.pdf?utm_source=chatgpt.com
https://www.cnil.fr/fr/guide-de-la-securite-des-donnees-personnelles?utm_source=chatgpt.com
https://eur-lex.europa.eu/eli/reg/2025/2518/oj/eng?utm_source=chatgpt.com
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İngiltere Veri Koruma Otoritesi (ICO), Lordlar Kamarası’ndan geçen Veri (Kullanım ve Erişim) (DUA)
Tasarısı’na yönelik güncellenmiş görüşünü yayımladı. Bu görüş, veri erişimi ve kullanımına ilişkin
düzenlemeleri içeriyor. İlgili içeriğe buradan ulaşabilirsiniz.

Veri (Kullanım ve Erişim) (DUA) Tasarısı hakkında güncellenmiş görüş

CNIL tarafından veri sorumlusu ve veri işleyen
kavramlarının tanımlanmasına ilişkin kılavuz
yayımlandı. İlgili içeriğe buradan ulaşabilirsiniz.

Veri sorumlusu ve veri işleyen
kavramlarının tanımlanmasına ilişkin kılavuz

İrlanda Veri Koruma Komisyonu (DPC), Çin’e kişisel
veri aktarımı nedeniyle sosyal medya platformuna
530 milyon Euro para cezası verdi. İlgili içeriğe
buradan ulaşabilirsiniz.

İrlanda Veri Koruma Komisyonu’ndan
sosyal medya platformuna ceza

ICO, veri güvenliği kapsamında şifreleme
yöntemleri ile ilgili rehber yayımladı. Kuruluşlar,
veri koruma süreçlerinde güçlü şifreleme
tekniklerini uygulayabilir. İlgili içeriğe buradan
ulaşabilirsiniz.

Şifreleme kılavuzu
ICO, “rıza veya ödeme” modelini uygulayan veya
uygulamayı düşünen kuruluşlara rehberlik sağlamak
amacıyla bir rehber yayımladı. Bu rehber, veri
işleme ve kullanıcı rızasının nasıl ele alınacağı
konusunda yol gösteriyor. İlgili içeriğe buradan
ulaşabilirsiniz.

“Rıza veya ödeme” modeline ilişkin rehber

Letonya Veri Koruma Otoritesi (DVI) tarafından,
eğitim kurumlarında video gözetimine ilişkin kılavuz
yayımlandı. İlgili içeriğe buradan ulaşabilirsiniz.

Eğitim kurumlarında video gözetimine
ilişkin kılavuz

Danimarka Veri Koruma Otoritesi ve Dijital Ajans
tarafından çerez uyumluluğu için ortak bir kılavuz
yayımlandı. İlgili içeriğe buradan ulaşabilirsiniz.

Çerez uyumluluğu kılavuzu

ICO, işverenlerin işe ilişkin kayıtları işlerken
uymaları gereken yükümlülükler konusunda yeni
bir rehber yayımladı. İşverenler için veri koruma
uyumluluğu açısından önemli bir kaynak niteliği
taşıyor. İlgili içeriğe buradan ulaşabilirsiniz.

İşe ilişkin kayıtların işlenmesi
ICO, anonimleştirme ve takma ad kullanımına ilişkin
kılavuz yayımladı. Kılavuz, kişisel verilerin güvenli
bir şekilde işlenmesi ve paylaşılması konusunda
pratik öneriler sunuyor. İlgili içeriğe buradan
ulaşabilirsiniz.

Anonimleştirme ve yakma ad kılavuzu

ICO, kamu sektörüne yönelik yaptırım
yaklaşımındaki değişiklikleri açıkladı. Yeni yaklaşım,
uyum ve sorumluluk bilincini artırmayı hedefliyor.
İlgili içeriğe buradan ulaşabilirsiniz.

Belgelerin kamuya açıklanması kılavuzu
İngiltere Çevrim İçi Güvenlik Yasası kapsamında, yaş
doğrulama hükümleri yürürlüğe girdi. Bu adım,
çevrimiçi ortamda çocukların korunmasını
güçlendirmeyi amaçlıyor. İlgili içeriğe buradan
ulaşabilirsiniz.

Çevrim İçi Güvenlik Yasası ve yaş doğrulama

ICO tarafından yayımlanan yıllık performans ve
hesap verebilirlik raporu, kurumun geçen yılki
faaliyetlerini ve veri koruma alanındaki ilerlemelerini
özetliyor. İlgili içeriğe buradan ulaşabilirsiniz.

Yıllık performans ve hesap verebilirlik raporu
ICO, okullara yönelik olarak, öğrencilerden
kaynaklanabilecek içeriden siber saldırıları önlemeye
yönelik bir kılavuz yayımladı. Eğitim kurumları için
önemli bir rehber niteliği taşıyor. İlgili içeriğe
buradan ulaşabilirsiniz.

Okullara yönelik siber güvenlik kılavuzu

Kişisel verilerin korunması
Avrupa Birliği ve Birleşik Krallık

2025 yılında dijital hukuk alanında yaşanan gelişmeler

https://ico.org.uk/about-the-ico/the-data-use-and-access-dua-bill/information-commissioner-s-updated-response-to-the-data-use-and-access-dua-bill-house-of-commons/
https://www.cnil.fr/fr/rgpd-comment-bien-identifier-son-role?utm_source=chatgpt.com
https://www.edpb.europa.eu/news/news/2025/irish-supervisory-authority-fines-tiktok-eu530-million-and-orders-corrective_en?utm_source=chatgpt.com
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/security/a-guide-to-data-security/encryption/?utm_source=chatgpt.com
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/online-tracking/consent-or-pay/?utm_source=chatgpt.com
https://www.dvi.gov.lv/lv/jaunums/dviskaidro-kas-jazina-par-videonoverosanu-izglitibas-iestades-tiesiskie-pamati?utm_source=chatgpt.com
https://digst.dk/om-os/om-digstdk/cookies/?utm_source=chatgpt.com
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/employment/employment-practices-and-data-protection-keeping-employment-records/?utm_source=chatgpt.com
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/data-sharing/anonymisation/?utm_source=chatgpt.com
https://ico.org.uk/about-the-ico/our-information/policies-and-procedures/public-sector-approach/?utm_source=chatgpt.com
https://www.gov.uk/government/collections/online-safety-act?utm_source=chatgpt.com
https://ico.org.uk/about-the-ico/our-information/annual-reports/?utm_source=chatgpt.com
https://ico.org.uk/about-the-ico/media-centre/news-and-blogs/2025/09/insider-threat-of-students-leading-to-increasing-number-of-cyber-attacks-in-schools/?utm_source=chatgpt.com
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Kaliforniya Veri Koruma Otoritesi (CPPA) ile ICO
arasında iş birliği anlaşması imzalandı. Bu anlaşma
ile uluslararası düzeyde gizlilik ve veri koruma iş
birliğini güçlendirmek amaçlandı. İlgili içeriğe
buradan ulaşabilirsiniz.

Kaliforniya Veri Koruma Otoritesi ve
İngiltere Veri Koruma Otoritesi arasında
uluslararası iş birliği

Brezilya, kişisel verilerin ekonomik kullanımına
ilişkin pilot bir uygulama başlattı. Bu uygulama ile
birlikte bireyler için bir tür “kişisel veri tasarruf
cüzdanı” oluşturulması ve kişisel verilerinin
kullanımına kendilerinin izin vermesi amaçlanıyor.
İlgili içeriğe buradan ulaşabilirsiniz.

Brezilya’da kişisel verilerin ticarileştirilmesine
ilişkin pilot uygulama

Çin Siber Uzay İdaresi (CAC), 1 Mayıs 2025’te
yürürlüğe girecek Kişisel Veri Koruma Uyumluluk
Denetimi Yönetim Tedbirlerini onayladı. Onaylanan
metnin içerisinde denetimin hangi durumlarda
yapılacağına yer verilirken, 10 milyondan fazla
kişinin verisini işleyenlerin en az iki yılda bir
denetim yapma yükümlülüğü altında olduğu
düzenlendi. İlgili içeriğe buradan ulaşabilirsiniz.

Çin’den kişisel veri denetimlerinde yeni
dönem

Çin, finansal verilerin yurt dışına aktarımına ilişkin
rehber niteliğinde kılavuz ilkeler yayımladı. İlgili
rehber finans sektöründe sınır ötesi veri akışını
kolaylaştırmak ve uyumlu hâle getirmek, hangi
verilerin hangi koşullarda yurt dışına
aktarılabileceğini netleştirmek amacıyla duyuruldu.
İlgili içeriğe buradan ulaşabilirsiniz.

Çin’den finansal verilerin yurt dışına
aktarımına ilişkin kılavuz

Kenya Veri Koruma Otoritesi, Veri Koruma
Yasası’nın uygulanmasına yönelik kapsamlı bir
rehber yayımladı. Rehber, Veri Koruma Yasası
kapsamında kişisel verinin korunmasına ilişkin
temel kavramları ve işleme ilkelerini sade şekilde
anlatmaktadır. İlgili içeriğe buradan ulaşabilirsiniz.

Kenya’dan Veri Koruma Yasası rehberi

Japonya ve İngiltere arasındaki veri yeterliliği
anlaşmasının kapsamı genişletildi. Planlanan
genişleme; akademi ve kamu sektörü dâhil yeni
alanlarda kişisel verilerin korunmasını sağlayarak
araştırma, kamu hizmetleri ve dijital iş birliğini
artırmayı hedefliyor.  İlgili içeriğe buradan
ulaşabilirsiniz.

Japonya–İngiltere Veri Yeterliliği Anlaşması
genişletildi

Güney Kore Kişisel Bilgilerin Korunması
Komisyonu, vatandaşların MyData sistemi
üzerinden verilerini yönetmelerine ilişkin kılavuz
yayımladı. MyData sistemi ile kişisel veri
sahiplerine kendi verilerini kontrol etme ve
gerekliğinde güvenli şekilde başka hizmet
sağlayıcılarına iletme yetkisi verildi. İlgili içeriğe
buradan ulaşabilirsiniz.

Güney Kore’den MyData sistemi için yeni
kılavuz

Japonya ve İngiltere arasındaki veri yeterliliği
anlaşmasının kapsamı genişletildi. Planlanan
genişleme; akademi ve kamu sektörü dâhil yeni
alanlarda kişisel verilerin korunmasını sağlayarak
araştırma, kamu hizmetleri ve dijital iş birliğini
artırmayı hedefliyor.  İlgili içeriğe buradan
ulaşabilirsiniz.

Mahremiyet ve Sivil Özgürlükler Gözetim
Kurulu’ndan FBI ve Açık Kaynak Bilgileri
Raporu

Yeni Zelanda Gizlilik Komiseri, çocuk güvenliği kapsamında bilgi paylaşımına ilişkin kılavuz yayımladı. İlgili
içeriğe buradan ulaşabilirsiniz.

Yeni Zelanda’dan çocuk güvenliği ve bilgi paylaşımı rehberi

Kişisel verilerin korunması
Küresel

2025 yılında dijital hukuk alanında yaşanan gelişmeler

https://cppa.ca.gov/announcements/2025/20250429.html
https://www.gov.br/mgi/pt-br/assuntos/inovacao/dataprev-anuncia-iniciativa-piloto-de-propriedade-de-dados-para-cidad%C3%A3os.pdf
https://www.cac.gov.cn/2025-02/14/c_1741232791991016.htm
https://english.www.gov.cn/news/202504/18/content_WS6801a02ac6d0868f4e8f1d86.html
https://www.odpc.go.ke/wp-content/uploads/2024/02/PERSONAL-DATA-PROTECTION-HANDBOOK.pdf
https://www.gov.uk/government/publications/uk-japan-data-adequacy-joint-statement/uk-japan-data-adequacy-joint-statement
https://www.privacy.go.kr/cmm/fms/FileDown.do?atchFileId=ATCH_000000000881225&fileSn=2
https://www.gov.uk/government/publications/uk-japan-data-adequacy-joint-statement/uk-japan-data-adequacy-joint-statement
https://www.privacy.org.nz/resources-and-learning/a-z-topics/information-sharing-childrens-wellbeing-and-safety/?utm_source=chatgpt.com
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ABD Siber Güvenlik ve Altyapı Ajansı (CISA), kritik
altyapı sistemlerini işleten kuruluşlara yönelik yeni
bir kılavuz yayımladı. Kılavuzda özellikle kritik
altyapı tesislerine yönelik insansız hava aracı
tehditlerini azaltmaya yönelik yönlendirmeler yer
aldı. İlgili içeriğe buradan ulaşabilirsiniz.

Siber Güvenlik ve Altyapı Ajansı’ndan kritik
altyapılar için siber güvenlik rehberi

Küresel Sınır Ötesi Gizlilik Kuralları ve veri işleyiciler
için gizlilik tanıma sertifikasyonları duyuruldu. Bu
sertifikasyon sistemi ile kuruluşların sınır ötesi veri
koruma ve gizlilik standartlarına nasıl uyum
sağlayabileceklerine yönelik açıklama getirildi. İlgili
içeriğe buradan ulaşabilirsiniz.

Küresel Sınır Ötesi Gizlilik Sertifikasyonları
yayımlandı

Asya Pasifik Gizlilik Otoriteleri Forumu (APPA),
kişisel verilerin anonimleştirilmesine ilişkin kılavuz
yayımladı. İlgili içeriğe buradan ulaşabilirsiniz.

Asya Pasifik Gizlilik Otoriteleri Forumu’ndan
anonimleştirme kılavuzu

Çin Siber Uzay İdaresi, araç verilerinin transferine
ilişkin taslak bir kılavuz yayımladı. İlgili içeriğe
buradan ulaşabilirsiniz.

Minnesota eyaletinin kapsamlı gizlilik yasası
yürürlüğe girdi. İlgili içeriğe buradan ulaşabilirsiniz.

Minnesota’nın Kapsamlı Gizlilik Yasası
Yürürlüğe girdi

ABD Temsilciler Meclisi üyeleri, genetik verilerin
korunmasına yönelik iki partili yasa tasarısı sundu.
İlgili içeriğe buradan ulaşabilirsiniz.

ABD’de genetik veriler için iki partili yasa
teklifi

ABD Veri Güvenliği Programı’na ilişkin bilgilendirici
bir infografik yayımlandı. Adalet Bakanlığı’nın,
Başkanlık Kararnamesi 14117 uyarınca kabul ettiği
program 8 Nisan 2025’te yürürlüğe girdi. İlgili
içeriğe buradan ulaşabilirsiniz.

İnfografik: ABD Veri Güvenliği Programı

Kaliforniya, Silme Yasası’na ilişkin yönetmeliklerin
nihai halini onayladı. Düzenleme tüketicilere ait olan
ve istisna kapsamında kalan tüm verilerin
silinmesine imkan tanıyan mekanizmaların
kurulmasını öngörmekte. İlgili içeriğe buradan
ulaşabilirsiniz.

Kaliforniya’da Silme Yasası yönetmelikleri
onaylandı

ABD Ulusal Standartlar ve Teknoloji Enstitüsü
(NIST), küçük elektronik cihazlara yönelik
kriptografi standardını kesinleştirdi. İlgili içeriğe
buradan ulaşabilirsiniz.

ABD Ulusal Standartlar ve Teknoloji
Enstitüsü’nden küçük elektronik cihazlar için
kriptografi standardı

ABD Sağlık Bakanlığı’na bağlı Sivil Haklar Ofisi (OCR),
yeni Sağlık Sigortası Taşınabilirliği ve Hesap
Verebilirlik Yasası (HIPAA) Gizlilik Kuralı hakkında
rehber yayımladı. İlgili içeriğe buradan ulaşabilirsiniz.

Sivil Haklar Ofisi’nden Yeni Hesap Verebilirlik
Yasası Gizlilik Kuralı Rehberi

Kanada Gizlilik Komiserliği, biyometrik verilere
ilişkin rehberini güncelledi. İlgili içeriğe buradan
ulaşabilirsiniz.

Kanada’dan Güncellenmiş Biyometrik Veri
Rehberi

Avustralya Bilgi Komiserliği Ofisi (OAIC), sosyal
medya yasası kapsamında yaş doğrulama süreçlerine
ilişkin kılavuz yayımladı. İlgili içeriğe buradan
ulaşabilirsiniz.

Avustralya Bilgi Komiserliği Ofisi’nden Sosyal
Medyada Yaş Doğrulama Rehberi

Kişisel verilerin korunması
Küresel

Çin’den taslak araç veri transferi kılavuzu

2025 yılında dijital hukuk alanında yaşanan gelişmeler

https://www.cisa.gov/news-events/news/cisa-releases-new-guides-safeguard-critical-infrastructure-unmanned-aircraft-systems-threats?utm_source=chatgpt.com
https://www.trade.gov/press-release/ita-announces-official-launch-international-privacy-certifications?utm_source=chatgpt.com
https://www.pcpd.org.hk/english/resources_centre/publications/files/appa_anonymisation_guide072025.pdf?utm_source=chatgpt.com
https://www.cac.gov.cn/2025-06/13/c_1751439043533847.htm?utm_source=chatgpt.com
https://www.ag.state.mn.us/Data-Privacy/
https://lofgren.house.gov/media/press-releases/reps-lofgren-and-cline-introduce-bipartisan-dont-sell-my-dna-act?utm_source=chatgpt.com
https://www.justice.gov/nsd/data-security?utm_source=chatgpt.com
https://cppa.ca.gov/regulations/drop.html?utm_source=chatgpt.com
https://www.nist.gov/news-events/news/2025/08/nist-finalizes-lightweight-cryptography-standard-protect-small-devices?utm_source=chatgpt.com
https://www.hhs.gov/hipaa/for-professionals/privacy/guidance/index.html?utm_source=chatgpt.com
https://www.priv.gc.ca/en/privacy-topics/health-genetic-and-other-body-information/biometrics/gd_bio_org-final
https://www.oaic.gov.au/privacy/privacy-legislation/related-legislation/social-media-minimum-age?utm_source=chatgpt.com
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Haziran 2025’te yayımlanan 6/2025 sayılı Bakanlık Kararı, PDPL Uygulama Yönetmeliği’ni değiştirerek
uyum için tanınan geçiş süresini bir yıldan iki yıla çıkardı. Böylece yönetmeliğin yürürlüğe giriş tarihi 5 Şubat
2026 tarihine uzatıldı. İlgili içeriğe buradan ulaşabilirsiniz.

Umman’da MD 34/2024 sayılı Kişisel Verilerin Korunması Kanunu (PDLD) Uygulama
Yönetmeliği’nin yürürlüğe giriş tarihi ertelendi

151/2020 sayılı Kanun’un uygulanmasına yönelik 816/2025 sayılı Bakanlık Kararı sonrasında ilgili uygulama
yönetmeliği yayınlanmıştır. Mısır’da faaliyet gösteren veya Mısır’ı hedefleyen kuruluşların 2026 yılı sonuna
kadar tam uyumu sağlamaları gerekmektedir.

Mısır Kişisel Verilerin Korunması Kanunu’nun uygulanmasına yönelik bir uygulama yönetmeliği
yayımladı

Uygulama yönetmeliğine ek olarak, Merkezin belirlediği hukuka uygunluk şartları, rıza alınması şartları, örnek
aydınlatma metni, lisanslama ve elektronik pazarlama gibi konularda pratik yönlendirmeler ve tavsiyeler
sunulmuştur.

Mısır Kişisel Verilerin Korunması Merkezi’nin faaliyetleriyle ilgili olarak bir dizi operasyonel
kılavuz yayımladı

İlgili yenilikler kapsamında şikayet komiteleri faaliyete geçirilmiş, farklı sektörler için veri koruma
görevlilerinin atanması öngörülmüş, aydınlatma metinlerinin içeriği ile veri imhası/anonimleştirme
süreçlerine ilişkin operasyonel rehberler yayımlanmıştır. Buna ek olarak, bildirim yükümlülükleri
sıkılaştırılmış, hesap verebilirliği güçlendirmeyi öngören değişiklikler önerilmiştir.

Suudi Arabistan Kişisel Veri Ve Yapay Zekâ Otoritesi (SDAIA) Kişisel Verilerin Korunması
Kanunu kapsamında yeni uygulamalar ve rehberler duyurdu

Kılavuz bağlayıcı bir kılavuz değildir. Fiilen kişisel verilerin yurt dışına aktarımında aranan dokümantasyon ve
kontrol standartlarını belirlemektedir. Özellikle Standart Sözleşme Maddeleri (SCC’ler) veya Bağlayıcı Şirket
Kuralları (BCR’ler) temelinde yapılan aktarımlar ile hassas kişisel verilerin sürekli veya yaygın şekilde
aktarılması durumları önem taşımaktadır. İlgili içeriğe buradan ulaşabilirsiniz.

Suudi Arabistan’da SDAIA yurt dışına veri aktarımına ilişkin standartları belirleyen Risk
Değerlendirme Kılavuzu yayımlandı

Bulut Bilişim Hizmeti Sunum Yönetmeliği (Sürüm 4)’nde, düzenlemeye tabi sektörlerde faaliyet gösteren
aktörlerin verilerin hukuka uygun olarak nerede barındırabileceği ve hizmet sağlayıcıların kontrol ortamlarını
nasıl tasarlanması gerektiği belirlenmiştir. Veri sınıflandırması ve veri yerelleştirme (data residency) konuları
düzenlenmektedir. İlgili yönetmeliğe buradan ulaşabilirsiniz.

Suudi Arabistan İletişim, Uzay ve Teknoloji Komisyonu, Bulut Bilişim Hizmeti Sunum
Yönetmeliği’nin 4. versiyonunun uygulanmaya devam edeceğini açıkladı

Bu düzenleme, işletmenin merkezinin BAE’de veya yurt dışında yerleşik olduğuna bakılmaksızın, 18 yaş
altındaki çocuklara yönelik içerik sunan çeşitli platformlar ve internet siteleri üzerinde kontrol sağlanmasını
öngörmektedir. Kanun ayrıca, çocukların çevrim içi ortamda maruz kalabileceği zararlardan korunmasına
yönelik olarak ebeveynler ve bakıcılar için de yükümlülükler getirmektedir. Etkilenen işletmelere uyum
sağlamaları için bir yıllık geçiş süresi tanınmıştır. İlgili kanuna buradan ulaşabilirsiniz.

Birleşik Arap Emirlikleri (BAE) Çevrim İçi Çocuk Güvenliği Kanunu’nu yayımladı

Kişisel verilerin korunması
Küresel

2025 yılında dijital hukuk alanında yaşanan gelişmeler

https://decree.om/2025/rd20250006/
https://dgp.sdaia.gov.sa/wps/wcm/connect/16aec46f-ea3d-47f6-8e0d-e49ffa2349d5/Risk%2BAssessment%2BGuideline%2Bfor%2BTransferring%2BPersonal%2BData%2BOutside%2Bthe%2BKingdom.pdf?CACHEID=ROOTWORKSPACE-16aec46f-ea3d-47f6-8e0d-e49ffa2349d5-pkzMZp-&CONVERT_TO=url&MOD=AJPERES&utm_source=chatgpt.com
https://www.cst.gov.sa/en/regulations-and-licenses/regulations/Document-1550
https://uaelegislation.gov.ae/en/news/uae-government-issues-a-federal-decree-law-on-child-digital-safety
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Yapay zekâ
Türkiye

TBMM'de yapay zekânın kazanımlarına yönelik atılacak adımların belirlenmesi, bu alanda hukuki altyapının
oluşturulması ve yapay zekâ kullanımının barındırdığı risklerin önlenmesine ilişkin tedbirlerin belirlenmesi
amacıyla kurulan meclis araştırması komisyonuna üyeler seçilmiştir. İlgili karara buradan erişebilirsiniz.

Meclis Araştırması Komisyonu üye seçimi

Kişisel Verilerin Korunması Kurumu (Kurum), üretken yapay zekâ (ÜYZ) kullanımının artan önemi ve
potansiyel etkileri göz önünde bulundurularak uyarılarını barındıran bir görüş yayımladı. Görüşün içerisinde
bir “yapay zekâ” tanımı olmakla birlikte, doküman hazırlanırken Avrupa Konseyi İnsan Hakları ve Hukukun
Üstünlüğü Genel Müdürlüğü tarafından yayımlanmış olan “Yapay Zekâ ve Kişisel Verilerin Korunması Rehber
İlkeleri”, Ekonomik İşbirliği ve Kalkınma Örgütü (OECD) tarafından hazırlanan “OECD Yapay Zekâ Konseyi
Önerileri” ve Avrupa Konseyi’nin “Güvenilir Yapay Zekâ için Taslak Etik Kuralları” çalışmalarından
faydalanıldığı açıkça dile getirilmiştir. Doküman genel olarak kişisel verilerin korunmasına ilişkin mevzuatın
yapay zekâ sistemlerinin eğitimi sırasında gerçekleştirilen veri işleme faaliyetlerine uygulanacağını belirtir.
İlgili karara buradan erişebilirsiniz.

Üretken yapay zekâdan yararlanırken kişisel verilerin korunması bakımından dikkat edilmesi
gereken hususlara ilişkin duyuru

Rehberde, proje başvurularının hazırlanmasında ÜYZ’nin rolü, kullanımın şeffaf bir şekilde beyan edilmesi
zorunluluğu ve gizli verilerin korunmasına yönelik kesin kurallar açıklanmaktadır. ÜYZ'nin izin verilen ve
kısıtlanan kullanım alanları, kullanımın beyan edilme zorunluluğu ve yöntemleri, paydaşların sorumlulukları,
potansiyel riskleri konu alınmaktadır. İlgili rehbere buradan ulaşabilirsiniz.

TÜBİTAK’tan destek süreçlerinde üretken yapay zekânın sorumlu ve güvenilir kullanımı
rehberi

Kalkınma Planı kapsamında uygulamaya konulan Ulusal Yapay Zekâ Stratejisi doğrultusunda hazırlanan
“Eğitimde Yapay Zekâ Politika Belgesi ve Eylem Planı (2025-2029)” yürürlüğe girmiştir. Bakanlık
yönetiminden okul süreçlerine, öğretmen eğitiminden öğrencilerin kazanımlarına kadar pek çok alanı
kapsayan belge; 4 hedef, 15 politika ve 40 eylemden oluşan kapsamlı bir yol haritası sunmaktadır. Plana
buradan erişebilirsiniz.

Eğitimde Yapay Zekâ Politika Belgesi ve Eylem Planı

Cumhurbaşkanlığı tarafından 2030 Sanayi ve Teknoloji Stratejisi yayımlanmıştır. Yapay zekâ alanında son
birkaç yılda yaşanan değişimler ve yayılma hızına vurgu yapılmış, bu değişimlerin Türkiye’deki etkisi
anlatılmıştır. Kritik altyapılarda yapay zekâ kullanımı kendisine bu stratejide yer bulmuştur. Ayrıca ülkemizin
veri işleme altyapısını güçlendirmek için yüksek hesaplama ve veri depolama alanı sağlayan Türk Ulusal Bilim
e-Altyapısı’nda (TRUBA) yeni süper bilgisayar devreye alınmıştır. İlgili içeriğe buradan erişebilirsiniz.

Cumhurbaşkanlığı Tarafından 2030 Sanayi ve Teknoloji Stratejisi

Plan Türkiye’de coğrafi verinin standartlaşması, kurumlar arası paylaşımların güçlenmesi ve Ulusal Coğrafi
Bilgi Platformu (CBS) gibi mekanizmalarla kamu-özel ekosistemde etkin kullanımının artırılması için hedefler
ve somut eylemler ortaya koyan ulusal yol haritasıdır. İlgili plana buradan ulaşabilirsiniz.

2024-2030 Ulusal Coğrafi Bilgi Stratejisi ve Eylem Planı

Yapay zekâ teknolojilerinin eğitim sistemine güvenli ve sorumlu biçimde entegre edilmesini hedefleyen Milli
Eğitim Bakanlığı yayımlamış olduğu kitapçık ile yapay zekânın öğrenme ve öğretme süreçlerinde fırsat
eşitliği, veri güvenliği, etik değerler ve insan merkezlilik ilkeleri çerçevesinde nasıl kullanılabileceğine ilişkin
öneriler sunulmuştur. İlgili kitapçığa buradan ulaşabilirsiniz.

Milli Eğitim Bakanlığı’ndan Yapay Zekâ Etiği Tavsiyeleri kitapçığı

2025 yılında dijital hukuk alanında yaşanan gelişmeler

(https:///www.resmigazete.gov.tr/eskiler/2025/01/20250116-1.pdf)
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/25a1162f-0e61-4a43-98d0-3e7d057ac31a.pdf
https://tubitak.gov.tr/sites/default/files/2025-10/UYZ_Rehberi_v03_TR.pdf
https://yegitek.meb.gov.tr/meb_iys_dosyalar/2025_06/17092340_egitimdeyapayzekapolitikabelgesiveeylemplani202520291.pdf
https://hamle.sanayi.gov.tr/Files/dokumanlar/2030SanayiveTeknolojiStratejisi.pdf
https://webdosya.csb.gov.tr/db/cbs/dokumanlar/2024-2030--8230-93941-20250221102114.pdf
https://yegitek.meb.gov.tr/meb_iys_dosyalar/2025_10/22165423_yapay_zeka_etigi_tavsiyeleri_22102025_webformati.pdf
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Türkiye

25 Aralık 2025 tarihli ve 33118 sayılı Resmi Gazete’de yayımlanan 191 sayılı Bazı Cumhurbaşkanlığı
Kararnamelerinde Değişiklik Yapılmasına Dair Cumhurbaşkanlığı Kararnamesi ile, 1 sayılı Cumhurbaşkanlığı
Kararnamesi’nin 387. maddesinin birinci fıkrasının (b) bendi değiştirilmiş ve Sanayi ve Teknoloji Bakanlığı’na
bağlı Milli Teknoloji Genel Müdürlüğü’nün adı “Milli Teknoloji ve Yapay Zekâ Genel Müdürlüğü” olarak
değiştirilmiştir. Bu değişikliğe paralel olarak, 1 sayılı Cumhurbaşkanlığı Kararnamesi’nin 388/A maddesi de
revize edilmiş ve Genel Müdürlüğün görev ve yetkileri arasına; yapay zekâ teknolojilerinin güvenilir ve etik
ilkelere uygun şekilde geliştirilmesini ve kullanılmasını sağlamak, yapay zekâ alanında politika önerileri ve
stratejiler oluşturmak ve uygulamak, yapay zekâ teknolojilerinin geliştirilmesi ve kullanımına yönelik veri,
altyapı ve insan kaynağı kapasitesini artırmak, girişimleri ve Ar-Ge faaliyetlerini desteklemek, gerekli
mevzuat düzenlemelerini yapmak, uluslararası iş birlikleri geliştirmek, ulusal ölçekte yönetişim ve
koordinasyonu sağlamak ve bu alanlarda kamudaki yapay zekâ çalışmalarına katkı sunmak görevleri
eklenmiştir. 191 sayılı kararnameye buradan erişebilirsiniz.

Milli Teknoloji Genel Müdürlüğü'nün adına yapay zekâ ibaresi eklendi

25 Aralık 2025 tarihli ve 33118 sayılı Resmi Gazete’de yayımlanan 192 sayılı Siber Güvenlik Başkanlığı
Hakkında Cumhurbaşkanlığı Kararnamesinde Değişiklik Yapılmasına Dair Cumhurbaşkanlığı Kararnamesi ile
Cumhurbaşkanlığı Siber Güvenlik Başkanlığı bünyesinde Kamu Yapay Zekâ Genel Müdürlüğü'nün kurulmasına
karar verildi. Sanayi ve Teknoloji Bakanı Fatih Kacır, Kamu Yapay Zekâ Genel Müdürlüğü’nün kamuda yapay
zekâ uygulamalarına yönelik mevzuat çalışmalarını yürüteceğini; yapay zekâ alanında hazırlanacak ulusal
politika, strateji ve eylem planlarına katkı sunacağını ifade etmiştir. Açıklamada ayrıca, Genel Müdürlüğün
ulusal mevzuatın uluslararası düzenlemelerle uyumlaştırılmasına yönelik çalışmalarda rol üstleneceği ve
yapay zekâ ekosisteminin geliştirilmesine yönelik faaliyetlere katkı sağlayacağı belirtilmiştir. İlgili
kararnameye buradan ulaşabilirsiniz.

Kamu Yapay Zekâ Genel Müdürlüğü oluşturulmasına karar verildi

Bu yasa doğrudan bir yapay zekâ yasası değil, dijital ortamlarda üretilen içeriklerdeki telif haklarını koruyan
bir yasadır ve yapay zekâya ilişkin birçok kural içermektedir. Dijital içeriklerde yapay zekâ kullanımına da yer
verilen teklifte yapay zekâ tarafından üretilen veya yeniden kullanılan içeriklerde eser sahipliği ve telif hakkı
ihlallerinin denetime tabi tutulması; bu alanlarda gelir elde eden şirketler için de gelir paylaşımı hükümlerinin
uygulanması düzenlenmektedir. Kanun teklifi aynı zamanda bir yapay zekâ tanımı da içermektedir. Tasarıya
buradan erişebilirsiniz.

Cumhurbaşkanlığı Tarafından 2030 Sanayi ve Teknoloji Stratejisi

Rehber, ÜYZ sistemlerinin kişisel verilerin korunması bakımından doğurabileceği etkilerin
değerlendirilmesini; bu sistemlerin geliştirilmesi ve kullanımında bireylerin mahremiyetine saygılı bir
yaklaşımın teşvik edilmesini ve sistemin yaşam döngüsü boyunca gerçekleştirilen kişisel veri işleme
faaliyetleri kapsamında veri sorumlusu sıfatını taşıyan aktörlere yol gösterilmesini amaçlamaktadır. ÜYZ’nin
hangi alanlarda kullanıldığına, ne gibi riskler taşıdığına, genel ilkeler kapsamında kimin veri sorumlusu kimin
veri işleyen olduğuna nasıl karar verileceğine, kişilerin ÜYZ sistemleri içerisindeki kişisel haklarını nasıl
kullandırıldığına, şeffaflığın nasıl sağlandığına ve siber güvenlik açısından nelere dikkat edilmesi gerektiğine
vurgu yapılmıştır. Rehbere buradan erişebilirsiniz.

Üretken yapay zekâ ve kişisel verilerin korunmasına ilişkin rehber

Yapay Zekâ Yasa Tasarısı TBMM'ye sunuldu. Tasarı doğrudan bir yapay zekâ yasası olmamakla birlikte, farklı
kanunlarda yapay zekâ teknolojisine ilişkin farklı değişiklikler ve eklemeler yapmaktadır. Teklif Türk Ceza
Kanunu’na ÜYZ ile üretilmiş, yapay (deepfake) teknolojisi ile ortaya çıkarılan içeriklere ilişkin cezai
sorumluluk eklemekle birlikte; İnternet Kanunu’nda da bazı değişiklikler yapmaktadır. Tasarıya buradan
erişebilirsiniz.

Yapay Zekâ Yasa Tasarısı TBMM’ye sunuldu

2025 yılında dijital hukuk alanında yaşanan gelişmeler

https://www.resmigazete.gov.tr/eskiler/2025/12/20251225-12.pdf
https://www.resmigazete.gov.tr/eskiler/2025/12/20251225-13.pdf
https://www.tbmm.gov.tr/Yasama/KanunTeklifi/a42a07fd-169f-4802-a27d-019b0c8059bd
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/MTY5MjNmNmIwZWY3YTE.pdf
https://cdn.tbmm.gov.tr/KKBSPublicFile/D28/Y4/T2/WebOnergeMetni/5b8d2dc6-9dee-41e8-98c6-ee5b28ca9608.pdf


Yapay zekâ
Avrupa Birliği ve Birleşik Krallık

AB Yapay Zekâ Yasası’nda (YZ Yasası) yer alan
şeffaflık yükümlülüklerine uyumu desteklemek
amacıyla, YZ tarafından üretilen veya manipüle
edilen içeriklerin (AI-generated content)
işaretlenmesi ve etiketlenmesine yönelik
hazırlanmıştır. İlgili içeriğe buradan ulaşabilirsiniz.

Yapay Zekâ ile Üretilmiş İçerikler Kod
Taslağı yayımlandı

ÜYZ ve telif hakları ile ilgili ilk kapsamlı dosya ABAD’ın
huzurunda görülmeye başlandı. “Like Company v
Google Ireland” dosyası LLM tabanlı sohbet botlarının
yanıtlarında basın içeriği parçalarının görülmesinin telif
hakkı ihlali olup olmadığını konu almaktadır. İlgili içeriğe
buradan ulaşabilirsiniz.

Üretken yapay zekâ ve telif hakları ile ilgili ilk
kapsamlı dosya görülmeye başlandı

EDPB, Yapay Zekâ: Karmaşık Algoritmalar ve Etkin
Veri Koruma Denetimi adlı proje kapsamında iki
rapor yayımladı. İlgili içeriğe buradan
ulaşabilirsiniz.

Yapay Zekâ: Karmaşık Algoritmalar ve Etkin
Veri Koruma Denetimi adlı proje kapsamında
iki rapor Soru cevap dokümanı ile yapay zekâ okuryazarlığına

ilişkin hususlar açıklanarak YZ Yasası madde 4’e
ilişkin bilgilendirme sağlanmıştır. İlgili içeriğe
buradan erişebilirsiniz.

Avrupa Komisyonu’nundan yapay zekâ
okuryazarlığına ilişkin soru-cevap dokümanı

Avrupa Parlamentosu Araştırma Servisi (EPRS), YZ
Yasası ile GDPR arasındaki etkileşimin ve algoritmik
ayrımcılığın nasıl ele alındığının incelendiği bir
çalışma yayımladı. YZ Yasası’nın özellikle yüksek
riskli yapay zekâ sistemlerinde ayrımcılığı önlemeyi
amaçlarken, kişisel verilerin işlenmesi bakımından
GDPR’ın önceliğini koruduğu vurgulanmıştır. İlgili
çalışmaya buradan erişebilirsiniz.

Yapay Zekâ Yasası ve GDPR arasındaki
etkileşime ilişkin çalışma

İngiltere’de “Yapay Zekâ Alanındaki Fırsatlara Yönelik
Eylem Planı: Hükümet Politikası (AI Opportunities Action
Plan: Government Policy)” duyurulmuştur. Bağlayıcı
olmayan bu politika yapay zekâ sistemlerine hizmet
veren veri merkezlerinin yapılması ve altyapının
geliştirilmesiyle ilgilidir. İlgili içeriğe buradan
erişebilirsiniz.

Yapay Zekâ Alanındaki Fırsatlara Yönelik
Eylem Planı: Hükümet Politikası

13 Kasım 2025 tarihli ve (AB) 2025/2350 sayılı
Konsey Kararı, 7 Mart 2025 tarihli ve (AB)
2025/454 sayılı Komisyon Uygulama Tüzüğü, 28
Ağustos 2024 tarihli ve (AB) 2024/2218 sayılı
Konsey Kararı ve 17 Haziran 2024 tarihli ve (AB)
2024/1732 sayılı Konsey Tüzüğü yürürlüğe
girmiştir. Kararlara karar numaraları üzerindeki
linklerden ulaşabilirsiniz.

Yapay Zekâ Yasası’nın Uygulanmasına
Yönelik İkincil Mevzuatlar yürürlüğe girdi

AB Yapay Zekâ Ofisi, sektör ve şirket büyüklüğüne göre
YZ Yasası’nın uyumluluğunu ayrıntılı olarak açıklayan
yasaklı yapay zekâ uygulamalarına dair yönergeler ve
YZ okuryazarlığına dair içerik havuzu yayımladı.
Bağlayıcı olmayan bu kılavuz uygulamada edinilen
tecrübeler ve ortaya çıkan yeni kullanım senaryolarına
göre zaman içinde güncellenecek şekilde tasarlandığı
gibi, YZ uygulamalarına ilişkin rehberleri tamamlayıcı
niteliktedir. İlgili içeriğe buradan ulaşabilirsiniz.

Yapay zekâ okuryazarlığına dair içerik havuzu
yayımladı

Avrupa Komisyonu, temel hakları ihlal etmeleri
nedeniyle AB değerlerine aykırı kabul edilen ve YZ
Yasası’nın 5. maddesi kapsamında yasaklanan
yapay zekâ uygulamalarına ilişkin olarak yol
gösterici mahiyette bir rehber yayımladı. İlgili
içeriğe buradan erişebilirsiniz.

Yasaklı yapay zekâ uygulamalarına ilişkin
rehber

Tüketiciye yönelik Nesnelerin İnterneti (IoT) ürünleri
ve hizmetlerine ilişkin etki değerlendirmesini ortaya
koymaktadır. İlgili içeriğe buradan erişebilirsiniz.

ICO Tarafından, nesnelerin interneti
geliştiricileri için taslak kılavuz
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https://digital-strategy.ec.europa.eu/en/policies/code-practice-ai-generated-content
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https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/online-tracking/guidance-for-consumer-internet-of-things-products-and-services/?utm_source=chatgpt.com


Yapay zekâ
Avrupa Birliği ve Birleşik Krallık

Yapay Zekâ Yasası, 12 Haziran 2024 tarihinde AB Resmi Gazetesinde yayımlanmış ve 1 Ağustos 2024
tarihinde yürürlüğe girmiştir. Yasanın hükümleri, farklı zamanlarda kademeli olarak yürürlüğe girmektedir.

Yapay Zekâ Yasası

Yapay Zekâ Yasası kapsamındaki ilk kurallar uygulanmaya başlanmıştır:
 YZ sistemi tanımı,
 YZ okuryazarlığı ve
 Kabul edilemez risk taşıyan sistemlerin yasaklanması.

2 Şubat 2025

Genel amaçlı yapay zekâ sistemlerine (GPAI) ilişkin kurallar yürürlüğe girmiştir.
Avrupa Komisyonu tarafından yayımlanan kılavuzlar ile GPAI modelleri için düzenleme
kapsamının uygulanması da açıklanmıştır.
18 Temmuz 2025 tarihli GPAI Rehberi; GPAI sağlayıcılarının hangi yükümlülüklere
tabi olduğunu detaylandırmıştır.

2 Ağustos 2025

Yüksek riskli sistemler için getirilen yükümlülüklerin büyük kısmı yürürlüğe girecektir.2 Ağustos 2026

23 Temmuz 2025’te Hollanda Veri Koruma
Otoritesi (AP), otomatik karar süreçlerinde
“anlamlı insan müdahalesi”nin nasıl sağlanacağına
dair bir rehber yayımladı. Rehber, müdahalenin
kararları gerçekten etkileyebilecek nitelikte olması
gerektiğini ve sorumluların yeterli bilgi, yetki ve
zamana sahip olmasının önemini vurguluyor. AP,
kuruluşlara bu süreçleri uygulamaları için pratik
araçlar ve örnekler sunuyor. İlgili içeriğe buradan
erişebilirsiniz.

Hollanda Veri Koruma Otoritesi’nden,
Otomatik Karar Alma Süreçlerinde Anlamlı
İnsan Müdahalesine İlişkin Rehber

Avrupa Veri Koruma Denetçisi (EDPS), yapay zekâ
sistemlerinde kişisel veri koruma risklerinin
tanımlanıp yönetilmesi için ISO 31000:2018’e
dayalı bir rehber yayımladı. Rehber, riskleri dört
temel unsur üzerinden ele alarak AB kurumlarına
pratik bir çerçeve sunuyor. İlgili içeriğe buradan
erişebilirsiniz.

Avrupa Veri Koruma Denetçisi tarafından
yapay zekâ risk yönetimi için bir rehber
yayımlandı

Dijital Omnibüs Kasım 2025’te yayımlanmıştır.
Avrupa Komisyonu, Dijital Omnibüs yasa
paketiyle yapay zekâ, siber güvenlik, veri koruma
ve yönetimi alanlarındaki düzenlemeleri
sadeleştirmeyi hedeflemektedir. İlgili içeriğe
buradan erişebilirsiniz.

Dijital Omnibüs
Karar eşitlikçi yapay zekâlara yönelik verilmiştir ve
Avrupa Birliği’nin, Avrupa Konseyi’nin “Eşitlik ve
Yapay Zekâ” konulu Tavsiye Kararı’na yaklaşımını
belirlemektedir. AB, tavsiyenin bağlayıcı
olmamasına rağmen, Birlik hukukunda etkisi
olabileceği sürece ve taslaktaki öneriler 2024/1689
sayılı YZ Yönetmeliği kapsamındaki yükümlülükleri
aşmadığı sürece onaylanmasına itiraz etmeyecektir.
İlgili içeriğe buradan erişebilirsiniz.

Avrupa Komisyonu’ndan 2025/2350 Sayılı Karar

Birleşik Krallık Hükümeti, Yapay Zekâ Kılavuzunu
(AI Playbook) yayımladı. Kılavuz, kamu sektörü
kuruluşları ve hükümet departmanlarına yapay
zekânın güvenli ve etkili kullanımı konusunda
teknik rehberlik sunmak amacıyla tasarlanmıştır.
İlgili dokümana buradan ulaşabilirsiniz.

Birleşik Krallık Hükümeti, Yapay Zekâ
Kılavuzunu yayımladı

Kılavuz ile otomatik karar alma ve profil oluşturmayı
ayrıntılı şekilde açıklayarak, özellikle veri koruma
sorumluları için kuralların uygulanmasında rehberlik
sağlanması hedeflenmiştir. İlgili içeriğe buradan
erişebilirsiniz.

ICO’dan, Otomatik Profilleme Araçlarının
Kullanımına İlişkin Kılavuz
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https://www.autoriteitpersoonsgegevens.nl/en/current/meaningful-human-intervention-in-algorithmic-decision-making
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Yapay zekâ
Küresel

ABD’de 14144 Numaralı “Ulusun Siber Güvenliğini Güçlendirme ve Yeniliği Teşvik Etme Başkanlık Emri”
(Strengthening and Promoting Innovation in the Nation’s Cybersecurity) duyuruldu. Duyuru kapsamında
yapay zekânın siber güvenlik alanındaki kullanımı düzenlenmiştir. Özellikle Çin kaynaklı siber tehditlere karşı
ABD’nin siber güvenliğini güçlendirmek için; yazılım tedarik zincirinde şeffaflık ve güvenliği zorunlu kılan
adımlar atılmış, federal sistemlerde kimlik/doğrulama, bulut güvenliği ve kurumlar arası tehdit avcılığı gibi
alanlarda yeni yükümlülükler getirilmiştir. İlgili içeriğe buradan erişebilirsiniz.

ABD’de 14144 Numaralı “Ulusun Siber Güvenliğini Güçlendirme ve Yeniliği Teşvik Etme
Başkanlık Emri” duyuruldu

ABD Yurt Dışı (Outbound) Yatırım Güvenliği
Programını yürürlüğe koydu. Program, ulusal
güvenlik kapsamında farklı kategoriler belirlemekte
ve bu kategoriler arasında yapay zekâyı da dahil
etmektedir. Bu kategoriler altındaki ürünlerin
belirlenen ülkelere satılması yasaklanmıştır. İlgili
içeriğe buradan erişebilirsiniz.

ABD Yurt Dışı Yatırım Güvenliği Programını
yürürlüğe koydu

ABD, YZ Yayılımına İlişkin Çerçeve – BIS Geçici Nihai
Kuralı (Interim Final Rule) yayınlandı. ABD, ileri
düzey hesaplama IC’leri ve bazı YZ model ağırlıkları
için ihracat kontrollerini güncelleyerek ulusal
güvenliği koruyor ve risk taşımayan ülkelere ihracatı
kolaylaştırıyor. İlgili içeriğe buradan erişebilirsiniz.

Yapay Zekâ Yayılımına İlişkin Çerçeve – BIS
Geçici Nihai Kuralı yayımladı

Dijital Adalet Yasası olarak bilinen 4276 sayılı
Tasarı, New York Eyalet Senatosu'na sunuldu.
Yasa yapay zekâ alanında da faaliyet gösteren,
New York’ta faaliyet gösteren ve 500 veya daha
fazla kişiye ait kişisel veriyi elinde bulunduran her
türlü kuruluşun, kişisel verilerin kullanımına ilişkin
açık ve anlamlı bilgilendirme yapmasını zorunlu
kılmaktadır. İlgili içeriğe buradan erişebilirsiniz.

Dijital Adalet Yasası Tasarısı
ABD’de Ulusal Güvenlik Başkanlık Muhtırası
(National Security Presidential Memorandum)
yayımlandı. Yapay zekâ ve gelişmiş teknolojilere
yapılan yatırımlar sırasında ulusal güvenliğin
korunmasının önemini vurgulamaktadır. Özellikle
yabancı yatırımcıların bu alanlardaki yatırımlarının,
potansiyel tehditler açısından dikkatle incelenmesi
gerektiğine işaret edilmektedir. İlgili içeriğe buradan
erişebilirsiniz.

Ulusal Güvenlik Başkanlık Muhtırası yayımlandı

ABD’de İçeriğin Kaldırılması Hakkında Kanun (Take
It Down Act) yürürlüğe girdi. Kanun, YZ ile
üretilmiş deepfake içeriklerinin hukuka aykırı
şekilde kullanılmalarını önlemeyi hedeflemektedir.
Rıza olmaksızın gerçek veya deepfake nitelikteki
mahrem görsellerin çevrim içi yayımlanmasını
genel olarak yasaklayan bir kanun teklifidir. İlgili
içeriğe buradan erişebilirsiniz.

ABD’de İçeriğin Kaldırılması Hakkında Kanun
yürürlüğe girdi

İçerik ile teknik anlamda yapay zekâ sistemlerinin
standardize edilmesi hedeflenmiştir. YZ tarafından
üretilen içeriği tespiti, standartların uyumlu hale
getirilmesi amaçlanmıştır. İlgili içeriğe buradan
erişebilirsiniz.

Siber Güvenlik Teknolojilerinde Yapay Zekâ
Tarafından Üretilen Sentetik İçeriğin
Belirlenmesi Yöntemleri yayımlandı

Kanada Hükümeti, ülkenin yapay zekâda küresel liderliğini güçlendirmek amacıyla Yapay Zekâ Stratejisi
Komisyonu’nu (AI Strategy Task Force) kurmuş ve 1–31 Ekim 2025 tarihleri arasında kamuoyu ve paydaş
görüşlerinin toplanacağı 30 günlük ulusal bir istişare süreci başlatmıştır. İlgili linke buradan erişebilirsiniz.

Kanada Hükümeti’nden Yapay Zekâ Stratejisi Komisyonu
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Yapay zekâ
Küresel

Teksas eyaletinde YZ sistemlerinin kullanımına
ilişkin çerçeve yaptırımlar getirilmiştir. Teksas’ta
YZ sistemlerinin kullanımını düzenleyen kapsamlı
bir çerçeve belirlenmiştir. İlgili içeriğe buradan
erişebilirsiniz.

Teksas’ta yapay zekâ sistemlerinin
kullanımında çerçeve yaptırımlar

Çin’de üretken yapay zekâ hizmetlerinin
geliştirilmesi ve kamuya sunulmasını; ulusal
güvenlik, kamu yararı, veri koruması ve etik ilkelere
uyum çerçevesinde ayrıntılı yükümlülüklere
bağlamaktadır. İlgili içeriğe buradan erişebilirsiniz.

Çin’de üretken yapay zekâ hizmetlerinin
yönetimine ilişkin geçici önlemler yayımlandı

YZ merkezli bilimsel keşifleri hızlandırmak ve ülke
içerisinde bir YZ ekosistemi yaratmak adına
(Genesis Mission) isimli federal girişim
uygulanmaya başlanmıştır. İlgili içeriğe buradan
erişebilirsiniz.

ABD’de Yapay Zekâ Girişimine Dair
Kararname

OBM Genelgesi 26-04 ile federal kurumların tedarik
ettikleri büyük dil modellerinin tarafsız yapay zekâ
ilkelerine uygun olmalarını sağlamak adına
yayımlanmıştır. İlgili içeriğe buradan erişebilirsiniz.

ABD’de “Önyargısız Yapay Zekâ” şartları
belirlendi

Çin’de Ağ Veri Güvenliğinin Yönetimine İlişkin
Yönetmelik (Regulations on Network Data Security
Management) yayımlandı. Üretken yapay zekâ
hizmetleri sunan ağ veri işleyenlere ek güvenlik
önlemleri getirme yükümlülüğü getirilmiştir. İlgili
içeriğe buradan erişebilirsiniz.

Çin’de Ağ Veri Güvenliğinin Yönetimine
İlişkin Yönetmelik

Kanada'da Şubat 2025 itibarıyla Federal Yapay
Zekâ yasası tartışılmaya başlanmıştır. İlgili içeriğe
buradan erişebilirsiniz.

Kanada’da Fedaral Yapay Zekâ Yasası üzerine
tartışmalar

Direktif temel kaynakların yönetişiminde ve federal
kamu kurumlarında yapay zekânın kullanılmasına
yönelik kurallar getirmektedir. İlgili içeriğe buradan
erişebilirsiniz.

Kanada’da Kamu Yönetiminde Yapay Zekânın
Sorumlu Kullanımı Direktifi yayımlandı

Hükümetin dijital yönetişim stratejisi olarak kabul
edilen bu belge üretken yapay zekâ ve otonom karar
verme mekanizmaları hakkında stratejiler
içermektedir. İlgili içeriğe buradan erişebilirsiniz.

Kanada’da Dijital Vizyon 2024-25 yayımlandı

Bu düzenleme, Çin’de deepfake ve derin sentez
internet bilgi hizmetlerinin sunumunu sıkı idari ve
teknik yükümlülüklere bağlayarak ulusal güvenliği,
kamu düzenini, kişisel verileri ve bireylerin
haklarını korumayı amaçlamaktadır. İlgili içeriğe
buradan erişebilirsiniz.

Çin'de İnternet Bilgi Hizmetlerinde Derin
Sentezin Yönetimine İlişkin Düzenlemeler
Direktifi

Strateji; yapay zekânın kamu hizmetlerinde
sorumlu, güvenli ve hızlandırılmış biçimde
benimsenmesini hedeflemektedir. Kanadalılara
sunulan hizmetleri iyileştirirken güven, mahremiyet,
güvenlik ve etik çerçeve korunmaktadır. İlgili içeriğe
buradan erişebilirsiniz.

Kanada’da Kamu Sektörü Yapay Zekâ Hizmetleri
İçin Yapay Zekâ Stratejisi yayımladı
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Yapay zekâ
Küresel

Bu rehber, Singapur Adalet Bakanlığı’nın hukuk sektöründe ÜYZ’nin sorumlu, etik ve etkili kullanımına ilişkin
ilkeler ve uygulamaları içermektedir. İlgili linke buradan erişebilirsiniz.

Singapur Adalet Bakanlığı, Hukukçular İçin Üretken Yapay Zekâ Kullanımıyla İlgili Taslak
Rehber yayımlandı

Birleşik Arap Emirlikleri (BAE), Düzenleyici İstihbarat Ofisi (Regulatory Intelligence Office)’ni kurarak yapay
zekâ araçlarının kullanıldığı teknik bir ekosistem oluşturmayı, federal ve lokal düzeydeki regülasyonları bu
sistem ile entegre etmeyi amaçlamaktadır. Bu sistemle aynı zamanda yasaların bireyler üzerindeki etkilerinin
analiz edilmesi hedeflenmektedir. İlgili içeriğe buradan erişebilirsiniz.

BAE, ülke genelindeki regülasyonların etkilerini yapay zekâ ile takip etmek adına Düzenleyici
İstihbarat Ofisi’ni kurdu

SDAIA yıl boyunca Üretken Yapay Zekâya İlişkin Kamuya Açık Rehberini güncellemiş ve yayımlamıştır. Bu
rehber; adalet, şeffaflık, hesap verebilirlik gizlilik ve güvenlik gibi sorumlu yapay zekânın temel ilkelerini bir
araya getirmekte ve sentetik içeriğin açıklanması, yönetişim tedbirleri ile insan gözetimi dâhil olmak üzere
pratik risk azaltma önlemlerini ortaya koymaktadır. İlgili içeriğe buradan ulaşabilirsiniz.

Suudi Arabistan Veri ve Yapay Zekâ Koruma Otoritesi (SDAIA) Üretken Yapay Zekâya İlişkin
Kamuya Açık Rehberini güncelledi

Yapay zekâ sistemlerine ilişkin olmasına karşılık bu taslak ağırlıklı olarak veri altyapısı mevzuatını konu
almakta ve “veri elçilikleri (data embassies)” adında yeni bir hukuki kurumun yaratılması öngörülmektedir.
İlgili içeriğe buradan ulaşabilirsiniz.

Suudi Arabistan’da İletişim, Uzay ve Teknoloji Komisyonu, Küresel Yapay Zekâ Merkezi
(Global AI Hub Law) Kanununa İlişkin İstişare Taslağını yayımladı

Strateji yapay zekâyı ekonomik büyüme ve kamu hizmetlerinde verimlilik için kullanırken etik, şeffaf ve insan
merkezli bir çerçevede yönetişimi sürdürmeyi amaçlamaktadır. Veri yönetişimi, risk temelli denetim,
sektörlere özel uygulamalar ve uluslararası etik standartlara uyum hedef alınmaktadır. İlgili taslağa buradan
ulaşabilirsiniz.

Mısır Ulusal Yapay Zekâ Stratejisi 2025-2030’u duyurdu

Bu politika, YZ teknolojilerinin sorumlu, güvenli ve etik şekilde kullanılmasını sağlamak amacıyla kapsamlı bir
çerçeve sunmaktadır. Amaç ulusal öncelikler ve stratejik hedeflerle uyumlu şekilde kamu hizmetlerinde ve
ekonomik büyümede YZ kullanımını artırmaktır. İlgili politika belgesine buradan ulaşabilirsiniz.

Bahreyn 2025 Ulusal Yapay Zekâ Kullanım Politikası Belgesi’ni yayımladı

Bakanlık yayınladığı bu politika belgesiyle YZ yönetişimi için ulusal bir referans çerçevesi oluşturmuştur. İlgili
politika belgesine buradan ulaşabilirsiniz.

Umman Ulaştırma, Haberleşme ve Bilgi Teknolojileri Bakanlığı Yapay Zekâ Sistemlerinin
Güvenli ve Etik Kullanımına İlişkin Kamu Politikasını yayımladı
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Fintek ve kripto
varlıklar



Türkiye’de yerleşik ve faaliyet izni olan kartlı sistem kuruluşlarının çıkaracağı kartların kullanılmasını zorunlu
kılmakta ve bu halkın ve kamunun ödeme/ödeme aracı altyapısında yerli lisanslı fintek / kart kuruluşlarını
öncelikli hale getirmektedir. İlgili içeriğe buradan erişebilirsiniz.

Kartlı Sistem Kuruluşlarınca Çıkarılan Kartların Kullanım Başlıklı 2025/1 Sayılı Genelge
yayımlandı

Ödeme ve elektronik para kuruluşlarının bulundurması gereken minimum özkaynak tutarları yükseltilmiştir.
İlgili içeriğe buradan erişebilirsiniz.

Ödeme ve Elektronik Para Kuruluşlarının Asgari Özkaynak Miktarlarının Yeniden Belirlenmesi
Hakkında Tebliğ yayımlandı

Fintek – Kripto Varlıklar
Türkiye

Elektronik Ticaret Aracı Hizmet Sağlayıcı Ve Elektronik Ticaret Hizmet Sağlayıcılar Hakkında Yönetmelikte
Değişiklik Yapılmasına Dair Yönetmelik İle Elektronik Ticaret Hizmet Sağlayıcılar Hakkında Yönetmelik’te
önemli değişiklikler yapıldı. Bakanlık, uygulamadaki ihtiyaçları karşılamak için Yönetmelik’te değişiklik
yaparak özellikle yurt dışına yönelik satış kavramını netleştirmiş, çevrim içi arama motoru reklam süreçlerini
detaylandırmış ve ETHS’lerin tanıtıcı bilgilerinin alınması ile yayımlanmasına ilişkin kuralları güncellemiş olup,
ETAHS’lerin bu değişikliklere uyum sağlaması gerektiğini vurgulamıştır. İlgili içeriğe buradan erişebilirsiniz.

Elektronik Ticaret Hizmet Sağlayıcılar Hakkında Yönetmelik’te önemli değişiklikler yapıldı

Bilgi Sistemleri Tebliği 13 Mart 2025 tarih ve 32840 sayılı Resmi Gazete’de yayımlandı. Tebliğ ile bilgi
sistemleri, bilgi güvenliği politikası, bilgi güvenliği sorumluları, bilgi varlıklarının envanteri, fiziksel ve
çevresel güvenlik, uzaktan erişim güvenliği, bulut hizmeti kullanımı, bilgi güvenliği ihlali ve müdahale planı
gibi konularda yeni düzenlemeler getirilmiştir. İlgili içeriğe buradan erişebilirsiniz.

Sermaye Piyasası Kurulu tarafından hazırlanan VII-128.10 Sayılı Bilgi Sistemleri Yönetimine
İlişkin Usul ve Esaslar Tebliği yayımlandı

Türkiye Cumhuriyet Merkez Bankası tarafından hazırlanan Ödeme Hizmetleri ve Elektronik Para İhracı ile
Ödeme Hizmeti Sağlayıcıları Hakkında Yönetmelikte Değişiklik Yapılmasına Dair Yönetmelik 28 Mart 2025
tarihinde Resmi Gazete’de yayımlanarak yürürlüğe girdi. Bu kapsamda müşterilerine çevrim içi erişim hizmeti
sunan tüm ödeme hizmeti sağlayıcılarının Merkez Bankası tarafından belirlenen esaslar çerçevesinde
Bankalararası Kart Merkezi altyapısına bağlanarak gerekli teknik altyapıyı sağlamaları zorunlu hale
getirilmektedir. İlgili yönetmeliğe buradan erişebilirsiniz.

Ödeme Hizmetleri ve Elektronik Hizmet Sağlayıcılar Hakkında Değişiklik Yönetmeliği çıkarıldı

Yönetmelik’te yapılan değişiklikle  birlikte KVHS'ler için MASAK Elektronik Tebligat Sistemi’ne kayıt
zorunluluğu getirilmiştir. İlgili yönetmeliğe buradan ulaşabilirsiniz.

Mali Suçları Araştırma Kurulu Başkanlığı Elektronik Tebligat Sistemine İlişkin Usul ve Esaslar
Hakkında Yönetmelik

Seyahat Kuralı (Travel Rule) ile ilgili yeni kurallar yürürlüğe girdi. Kripto varlık transferlerinde alıcı ve
göndericinin bilgilerini alma yükümlülüğüne ilişkin düzenlemeler yürürlüğe girdi. SPK Kanunu’nun 62.
maddesine atıf yapılırken, KVHS’lere 15.000 TL veya üzeri kripto transferlerinde gönderen ve alıcıya ilişkin
Yükümlülüklere Uyum Rehberi’nde belirlenmiş olan bilgileri toplama yükümlülüğü getirildi. İlgili içeriğe
buradan ulaşabilirsiniz.

Seyahat kuralı ile ilgili yeni kurallar yürürlüğe girdi
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https://ms.hmb.gov.tr/uploads/sites/3/2025/01/20250116-5.pdf?utm_source=chatgpt.com
https://www.tcmb.gov.tr/wps/wcm/connect/e99485f0-afc4-4008-afd0-085edfcdbead/Tebli%C4%9F.pdf?CACHEID=ROOTWORKSPACE-e99485f0-afc4-4008-afd0-085edfcdbead-piSddan&MOD=AJPERES&utm_source=chatgpt.com
https://www.asmmmo.org.tr/userfiles/others/files/Mvzt/Dyrlr/25/03-08-Elektronik%20Ticaret%20Arac%C4%B1%20Hizmet%20Sa%C4%9Flay%C4%B1c%C4%B1%20ve%20Elektronik%20Ticaret%20Hizmet%20Sa%C4%9Flay%C4%B1c%C4%B1lar%20Hakk%C4%B1nda%20Y%C3%B6netmelikte%20De%C4%9Fi%C5%9Fiklik%20Yap%C4%B1lmas%C4%B1na%20Dair%20Y%C3%B6netmelik.pdf?utm_source=chatgpt.com
https://spl.com.tr/wp-content/uploads/2025/03/Bilgi-Sistemleri-Yonetimine-Iliskin-Usul-Ve-Esaslar-Tebligi-VII-128.10.pdf?utm_source=chatgpt.com
https://www.turmob.org.tr/arsiv/mbs/resmigazete/32855-2.pdf?utm_source=chatgpt.com
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https://ms.hmb.gov.tr/uploads/sites/12/2025/09/KVHS-Yukumluluklere-Uyum-Rehberi-740beebec7fb3391.pdf


Yönetmelik’te uyum görevlileri için atanma şartlarında değişiklik yapılmakla birlikte, KVHS’ler ile iş ilişkisi
tesisinde uygulanabilecek farklı tedbirler belirlenmiştir. Bu kapsamda kripto varlık transfer mesajlarında yer
alan gönderici ve alıcı bilgilerinin dikkate alınması, kimlik tespitinin doğru yapılması gerekecektir. Finansal
kuruluşlar tarafından kripto varlık hizmet sağlayıcılarla iş ilişkisi tesisi üst seviyedeki görevlinin onayına
bağlanmıştır. İlgili yönetmeliğe buradan ulaşabilirsiniz.

Suç Gelirlerinin Aklanmasının ve Terörün Finansmanının Önlenmesine İlişkin Yükümlülüklere
Uyum Programı Hakkında Yönetmelik yayımlandı

Kripto varlık hizmet sağlayıcılarının kuruluş, faaliyet, ortaklık yapısı, yönetim ve personel düzeni, iç kontrol,
iç denetim, risk yönetimi sistemleri, bilgi teknolojileri altyapısı, belge kayıt süreçleri ile bağımsız denetim ve
rezerv kanıt denetimine ilişkin usul ve esasları kapsamlı şekilde belirlemektedir. Tebliğe göre KVHS’ler
anonim ortaklık şeklinde kurulmalı, payları nama yazılı ve nakit karşılığı çıkarılmış olmalı, Asgari sermaye
tutarı Kurul tarafından belirlenmeli ve bu sermayenin tamamı nakden ödenmelidir. KVHS’lerin faaliyetlerine
başlayabilmeleri için Sermaye Piyasası Kurulu’ndan onay alınmış olması zorunlu tutulmuştur. %10, %20, %33
ve %50 eşiğini aşan veya bu oranların altına düşen pay devirleri için önceden SPK’dan onay alınması
gerekmekle birlikte, imtiyazlı pay devirlerinin tamamı izne tabidir. %10’un altına düşen pay devirleri için izin
değil bildirim yükümlülüğü getirilmiştir. Son olarak KVHS’lerin yalnızca SPK’dan izin alınan hizmetleri
sunabileceği, sanayi ve zirai faaliyetlerde bulunamayacağı ve mevduat katılım fonu toplayamayacağı
düzenlenmiştir. İlgili Tebliğ’e buradan erişebilirsiniz.

Kripto Varlık Hizmet Sağlayıcıların Kuruluş ve Faaliyet Esasları Hakkında III-35/B.1 sayılı
Tebliğ yayımlandı

Fintek – Kripto Varlıklar
Türkiye

Kripto varlık hizmet sağlayıcılarının sunabilecekleri hizmet ve faaliyetlere, kripto varlıkların alım-satım
ortamları, saklanması ve transferine, platformlarda listelenmesine ve sermaye yeterliliğine ilişkin usul ve
esasları düzenlemektedir. SPK tarafından KVHS’ler için belirlenen hizmetlerin yalnızca SPK’dan izin alınması
taktirinde uygulanması söz konusudur. Platformların en az 150.000.000 TL, saklama kuruluşlarının ise en
az 500.000.000 TL kuruluş sermayesine sahip olması zorunludur. Ayrıca öz sermayeleri kuruluş
sermayelerinden az olamaz, saklama kuruluşları için müşteri varlık toplamı 1.000.000.000 TL’yi aştığında,
aşan tutarın %1,5’i kadar ek özsermaye bulundurulmalıdır. İlgili tebliğe buradan ulaşabilirsiniz.

Kripto Varlık Hizmet Sağlayıcıların Çalışma Usul Ve Esasları İle Sermaye Yeterliliği Hakkında
III-35/B.2 sayılı Tebliğ yayımlandı

KVHS nezdinde gerçekleştirilecek olan rezerv kanıt denetimlerinin usul ve esasları belirlenmiştir. KVHS
bünyesinde izlenen kripto varlıklara ilişkin rezervlerin korunmasına ve saklama hizmetinin SPK
düzenlemelerine uygunluğunun tespitine ilişkin olarak yılın üç, altı, dokuz ve on ikinci ay sonları itibarıyla
rezerv kanıt denetimi yaptırılması gerekmektedir. İlgili karara buradan ulaşabilirsiniz.

SPK Kripto Varlık Hizmet Sağlayıcıların Rezerv Kanıt Denetimine Yönelik İlke Kararı

Kripto Varlık Hizmet Sağlayıcıların Çalışma Usul ve Esasları ile Sermaye Yeterliliği Hakkında Tebliğ KVHS’lere
müşteri kripto varlık bakiyelerinin kurum kaydi sisteminde Merkezi Kayıt Kuruluşu A.Ş. ile entegre şekilde
tutulması ve Merkezi Kayıt Kuruluşu’nun (MKK) talep ettiği raporlamaların yapılması yükümlülüğünü
getirmiştir. MHVKS MKK’ları, kripto varlık hizmet sağlayıcıları kaydi sistemlerinde tutulan işlemleri ve
bakiyeleri kayıt altına almak, platformlar ile saklama kuruluşları arasındaki bakiyelerin karşılaştırılmasını
sağlamak için tasarlanmıştır. İlgili içeriğe buradan ulaşabilirsiniz.

Kripto Varlık Merkezi Kayıt Sistemi
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Sermaye Piyasası Kanunu kapsamında TÜBİTAK tarafından yayınlanmıştır. KVHS’lerin bilgi sistemleri ve
teknolojik altyapı güvenliğine ilişkin kriterleri belirleme görevi çerçevesinde, kripto varlık cüzdan güvenliği,
bilgi sistemleri yönetişimi, bilgi güvenliği ve iş sürekliliği gibi kritik alanlarda uygulanması gereken teknik
kontrolleri içermektedir. İlgili içeriğe buradan ulaşabilirsiniz.

Kripto Varlık Hizmet Sağlayıcılarına Yönelik Bilgi Sistemleri ve Teknolojik Altyapı Kriterleri
yayımlandı

MASAK tarafından kaleme alınmış olan bu rehber güncellenmiş olup müşteri tanıma ve kimlik tespiti
süreçleri, uzaktan kimlik doğrulama ve sıkılaştırılmış tedbirler, Seyahat Kuralı uygulaması, kripto varlık
transferlerine ilişkin süre ve limitler, PEP’lerle iş ilişkilerinde alınacak önlemler ile şüpheli işlem bildirimi ve
uyum programı yükümlülüklerine dair kapsamlı düzenlemeler yer almaktadır. Şüpheli işlem tespiti söz konusu
olduğunda, seyahat kuralı kapsamında KVHS’lerin aracılık ettiği 15.000 TL veya üzeri kripto varlık transfer
işlemlerine ilişkin mesajlarda, gönderene ilişkin özel bilgilerin yer alması ve doğruluğunun teyit edilmesi
gerekmektedir. Bu tür şüpheli işlemlerin aynı zamanda MASAK’a bildirilmesi zorunlu tutulmuştur. Bildirimin
KVHS’lerin uyum görevlileri tarafından yerine getirilmesi gerekmektedir. Son olarak müşteri risk
değerlendirmesi şeklinde bir mekanizma getirilmiştir. Müşteriler yüksek düşük ve orta riskli müşteri grupları
olarak üçe ayrılmış olup, bu kategorizasyon müşterinin iş/meslek bilgisi, uyruğu, yerleşik olduğu ülke bilgisi,
faaliyet alanı/sektörü, hesap açma/işlem yapma amacı, gerçekleştirdiği işlemler göz önüne alınarak
yapılacaktır. İlgili rehbere buradan ulaşabilirsiniz.

Kripto Varlık Hizmet Sağlayıcılar Rehberi

Fintek – Kripto Varlıklar
Türkiye

Yönetmelik, finansal teknolojiler, katılım finansmanı ve sürdürülebilirlik gibi çağın dinamiklerine odaklanan
uzmanlık alanları oluşturarak Kurul’un etkinliğini ve uyum kapasitesini artırmayı amaçlamaktadır. İlgili
yönetmeliğe buradan ulaşabilirsiniz.

Finansal Teknolojiler Dairesi Başkanlığı'nın görevleri SPK Teşkilat Yönetmeliği
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İngiltere’de Finansal Hizmetler ve Piyasalar Kanunu (FSMA 2000) yürürlüğe girmiştir. Bu düzenleme ile
birlikte nitelikli kripto varlık staking işlemlerinin kolektif yatırım sözleşmesi sayılmadığını belirleyerek
firmalara hukuki netlik sağlamakta ve tüketici korumasını sürdürmektedir. İlgili içeriğe buradan
erişebilirsiniz.

İngiltere’de Finansal Hizmetler ve Piyasalar Kanunu

İngiltere Finansal Davranış Otoritesi’nin Dijital Menkul Kıymetler Test Ortamı Güncellendi

Fintek – Kripto Varlıklar
Avrupa Birliği ve Birleşik Krallık

İngiltere Finansal Davranış Otoritesi’nin dijital menkul kıymetler test ortamı güncellendi. FSMA 2000
yürürlüğe girmiştir. Bu düzenleme ile birlikte nitelikli kripto varlık staking işlemlerinin kolektif yatırım
sözleşmesi sayılmadığını belirleyerek firmalara hukuki netlik sağlamakta ve tüketici korumasını
sürdürmektedir. İlgili içeriğe buradan ulaşabilirsiniz.

İngiltere'de Finans Yasası yürürlüğe girdi
Finans Yasası 2025 yürürlüğe girdi. Kripto Varlık Raporlama Çerçevesi (CARF) resmen kanuna dahil
edilerek, kripto varlık işlemlerine dair bilgi paylaşımı ve raporlama yükümlülükleri getirilmiştir. İlgili içeriğe
buradan erişebilirsiniz.

Avrupa Menkul Kıymetler ve Piyasalar Otoritesi Tarafından Yeni Rehber yayımlandı
Avrupa Menkul Kıymetler ve Piyasalar Otoritesi (ESMA) tarafından yeni rehber yayınlandı. Kripto
varlıklarının finansal araç sayılıp sayılmayacağına dair net şartlar ve kriterler belirlenmiş olup buna göre bazı
kripto varlıklar geleneksel menkul kıymet gibi değerlendirilip düzenlemeye tabi olacaktır. Rehberde Kripto
Varlık Piyasaları Tüzüğü (MiCA), ESMA’nın kuruluş düzenlemesi ve AB’nin finansal mevzuatına atıflar
yapılmıştır. Rehber sınıflandırma kritlerlerinin uygulamaya nasıl yansıyacağına dair örnekler de sunmaktadır.
Bağlayıcı değildir. İlgili rehbere buradan ulaşabilirsiniz.

İngiltere’de Kripto Varlık Raporlama Çerçevesi yayımlandı
İngiltere’de Kripto Varlık Raporlama Çerçevesi (Cryptoasset Reporting Framework) yayımlandı. Kripto varlık
kullanıcılarının işlemlerini vergi otoritelerine bildirmek için geliştirilmiş bir çerçevedir. İlgili içeriğe buradan
erişebilirsiniz.

AB’nin Rusya’ya Yönelik Yaptırımlarını Genişleten 2025/2033 Sayılı Konsey Tüzüğü
yayımlandı
AB’nin Rusya’ya Yönelik Yaptırımlarını Genişleten 2025/2033 Sayılı Konsey Tüzüğü (Regülasyon
833/2014’ün Değişikliği) yayımlandı. Avrupa Birliği'nde MiCA kapsamında Rusya'da bulunan KVHS'lerden
hizmet almak yasaklanmış, bu platformlardaki varlıklar dondurulmuştur. İlgili içeriğe buradan erişebilirsiniz.

İngiltere'de Küresel Düzensiz Göç ve İnsan Ticaretine İlişkin Yaptırımlar Yönetmeliği 2025
yürürlüğe girdi
Düzenleme, Birleşik Krallık Yaptırımlar ve Kara Paranın Aklanmasının Önlenmesi Yasası 2018 uyarınca
kabul edilmiştir. Doğrudan KVHS'leri düzenlemese de illegal kripto varlık trafiğini konu alan hükümler
içermektedir. İlgili içeriğe buradan erişebilirsiniz.
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Bu yönetmelik, özellikle kripto varlık hizmet sağlayıcılarının, şüpheli piyasa istismarı durumlarında
gecikmeden Şüpheli İşlem Raporu (STOR) sunmalarını ve bu süreçte uygun koşulları sağlamalarını
gerektirmektedir. İlgili içeriğe buradan erişebilirsiniz.

Komisyon Delegeli Yönetmeliği (AB) 2025/885 yayımlandı

İngiltere’de perakende yatırımcıların kripto varlıklara yatırımlarının önündeki hukuki engeller
kaldırıldı

Fintek – Kripto Varlıklar
Avrupa Birliği ve Birleşik Krallık

Perakende yatırımcılara sunulan kripto borsada işlem gören borçlanma araçlarının, Birleşik Krallık Finansal
Davranış Otoritesi’nin Resmi Listesi’nde kote edilmesi ve Birleşik Krallık Tanınmış Yatırım Borsaları nezdinde
işleme kabul edilmesi; söz konusu ürünlerin Kısıtlı Kitle Piyasası Yatırımı rejimi kapsamında finansal tanıtım
ve pazarlama kurallarına tabi tutulmasını gerekli kılmıştır. İlgili içeriğe buradan ulaşabilirsiniz.

AB Komisyonu “Piyasa Entegrasyonu Paketi” ile Kripto Varlık Piyasaları Tüzüğü’nü
değiştirmeyi önerdi
AB finansal hizmetler pazarındaki engelleri kaldırmak ve piyasaların potansiyelini açığa çıkarmak hedefiyle
kapsamlı bir önlem paketi kabul edilmiştir. Paket kapsamında KVHS yetkilendirme ve gözetiminin daha
merkezi bir mimariye kaydırılması hedeflenmiştir. İlgili içeriğe buradan ulaşabilirsiniz.

Estonya Veri Koruma Otoritesi’nden E-ticaret Verilerinin Korunmasına Yönelik Kılavuz
Estonya Veri Koruma Denetim Kurumu’nun e-ticaret siteleri için yayımladığı yeni veri güvenliği önerilerine
ve kişisel verileri koruma ve siber tehditleri önlemeye yönelik pratik tavsiyelere odaklanılmaktadır. İlgili
kılavuza buradan ulaşabilirsiniz.
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ABD'de Dijital Finansal Teknolojide Amerikan
Liderliğinin Güçlendirilmesi Başkanlık Kararnamesi
yayımlanmıştır. Bu kararname ile kripto/dijital
varlık politikası için idari çerçeve oluşturulmuştur.
İlgili kararnameye buradan ulaşabilirsiniz.

ABD'de Dijital Finansal Teknolojide Amerikan
Liderliğinin Güçlendirilmesi Başkanlık
Kararnamesi

Bu belge, belirli dijital varlık satış ve değişimlerini
düzenli olarak gerçekleştiren aracıların bilgi
raporlamasına ilişkin nihai düzenlemeleri
içermektedir. İlgili içeriğe buradan ulaşabilirsiniz.

ABD Hazine Bakanlığı ile İç Gelir Servisi
Tarafından, merkeziyetsiz finans alanında
faaliyet gösteren aracıların bilgi raporlamasına
ilişkin düzenleme yayımlandı

Hükümetin el koyduğu ve elinde tuttuğu Bitcoin
rezervlerinin tutulması için bir stratejik Bitcoin
rezervi kurulması öngörülmüştür. Kararname
kapsamında Bitcoin, bir rezerv varlık olarak kabul
edilmiştir. İlgili içeriğe buradan ulaşabilirsiniz.

ABD’de Başkanlık Emri 14233 – Stratejik
Bitcoin Rezervi ile ABD Dijital Varlık Stoku
yayımlandı

ABD Para Denetleme Ofisi (OCC) tarafından, belirli
kripto varlık faaliyetlerine ilişkin değerlendirme ve
yönlendirmeler içeren OCC yazısı yayımlandı.
ABD’de ulusal bankaların ve federal tasarruf
birliklerinin belirli kripto varlık faaliyetlerine yasal
olarak katılabileceğinden bahsedilmektedir. Özellikle
ulusal bankaların kripto varlık saklama hizmetleri,
belirli stablecoin faaliyetleri ve dağıtılmış defter
ağlarına katılımı gibi aktiviteler yasal zemine
oturmuşlardır. İlgili içeriğe buradan ulaşabilirsiniz.

ABD Para Denetleme Ofisi tarafından, belirli
kripto varlık faaliyetlerine ilişkin değerlendirme
ve tönlendirmeler

Fintek – Kripto Varlıklar
Küresel

Belirli şartları sağlayan bazı stablecoin’lerin menkul
kıymet olarak değerlendirilmeyeceği ve bu
kapsamda ihraççıların mevcut menkul kıymet
yükümlülüklerine tabi olmayacağı açıklanmıştır.
İlgili rehbere buradan ulaşabilirsiniz.

ABD Menkul Kıymetler ve Borsa Komisyonu
Şirketler Finansmanı Dairesi’nden Stabil
Kripto Varlıklara İlişkin Açıklama Rehberi
yayımlandı Ulusal bankalar ve federal kuruluşların kripto

varlıklarla ilişkili olan faaliyetlerine nasıl izin
verileceğine yönelik açıklama getirilmiştir. İlgili
rapora buradan ulaşabilirsiniz.

ABD Para Denetleme Ofisi Kripto Varlıklar
Hakkında Bir Yorumlayıcı Rapor yayımlandı

OCC ve FED, Kripto Varlıklar Aracılığıyla
Yapılabilecek Faaliyetlerin Çerçevesini belirledi. Bir
ulusal bankanın bankacılık faaliyetleri kapsamında
risk içermeyen kripto varlık işlemleri
gerçekleştirebileceğine karar verilmiştir.
Bankaların bu süreçte aracı rolü üstlenebileceği
kabul edilmiştir. İlgili içeriğe buradan
ulaşabilirsiniz.

ABD Para Denetleme Ofisi ve FED, Kripto
Varlıklar Aracılığıyla Yapılabilecek
Faaliyetlerin Çerçevesini belirledi

Listelenen varlıklar arasında kripto varlıklar da
bulunmaktadır. İlgili içeriğe buradan ulaşabilirsiniz.

ABD Menkul Kıymetler ve Borsa Komisyonu
emtia bazlı güven payları için Genel Listeleme
Standartlarını onayladı
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Kripto varlıkların kurumsal saklanması için yasal risk oluşturmayan bir yol olarak kabul edilebileceğini
belirten bir aksiyon alınmaması güvencesi verilmiştir. İlgili linke buradan ulaşabilirsiniz.

ABD Menkul Kıymetler ve Borsa Komisyonu kripto varlıkların saklanması için gereken şartları
saydığı ve kripto varlıkların bankalar tarafından saklanmalarına izin verildi

ABD'de dijital varlık vergi raporlaması kuralı Kongre
Denetimi Yasası (CRA) ile hükümsüzleşti. Dijital
varlık işlemlerinde aracı raporlamasına yönelik nihai
kuralın hukuki etkisi kaldırılmıştır. İlgili linke buradan
ulaşabilirsiniz.

ABD'de Dijital Varlık Vergi Raporlaması Kuralı
hükümsüzleşti

Fintek – Kripto Varlıklar
Küresel

Belge tüm ağların teknolojik işleyişini ve güvenliğini
sürdürmek için kazanılan kripto varlıkların
kilitlenmesini (stake edilmesini) ele almaktadır.
İlgili içeriğe buradan ulaşabilirsiniz.

ABD Menkul Kıymetler ve Borsa Komisyonu
tarafından belirli protokollerdeki varlık
kilitleme faaliyetlerine ilişkin bir açıklama
yayımlandı

Rehber Banka/denetlenen kuruluşların kripto varlık
saklama faaliyetlerinde; yönetişim, iç kontroller,
operasyonel risk, siber/üçüncü taraf riskleri ve
uyum başlıklarında denetim beklentilerini ortaya
koymaktadır. İlgili linke buradan ulaşabilirsiniz.

ABD'de Bankalar İçin Kripto Varlık Saklama
İşlemine Yönelik Risk Beklentileri Rehberi
yayımlandı

Fiyat referanslı stablecoin ihraçları için bir
lisanslama rejimi ortaya çıkarılmıştır. İlgili linke
buradan ulaşabilirsiniz.

Hong Kong'da Özel İdari Bölgesi Stabil Kripto
Varlıklar Düzenleme Yasası

Rehber finansal kuruluşların dönüştürülebilir sanal
para birimi (CVC) kiosklarıyla ilgili şüpheli
faaliyetleri tespit etme ve raporlama konusu ele
almaktadır. İlgili linke buradan ulaşabilirsiniz.

ABD'de Hazine / ABD Mali Suçları Uygulama
Ağı (FinCEN) FIN-2025-NTC1 No’lu Bildirimi

ABD Hazine Bakanlığı’na bağlı FinCEN, Kamboçya
merkezli Huione Group’u önemli bir kara para
aklama kaynağı olarak tanımlayan nihai düzenlemeyi
yayımlayarak şirketi ABD finans sisteminden
tamamen çıkarmıştır. İlgili linke buradan
ulaşabilirsiniz.

Mali Suçları Uygulama Ağı (FinCEN) tarafından
kural yayımlandı

Kripto varlıklarını bir hizmete devredip karşılığında
“staking tokeni” almayı sağlayan yöntemlerin
belirli şartlar altında ABD menkul kıymet yasaları
kapsamında menkul kıymet teklif/satışı
sayılmayacağı görüşü ortaya koyulmuştur. İlgili
linke buradan ulaşabilirsiniz.

ABD Menkul Kıymetler ve Borsa Komisyonu
Federal menkul kıymetler kanunlarının kripto
varlıklara uygulanmasına ilişkin daha fazla
açıklık sağlamak adına görüşlerini sunduğu
bir rehber yayımlandı

ABD'de GENIUS Yasası çerçevesinde istikrarlı kripto
varlıklar (stablecoin) çerçevesinde kurumsal
yükümlülükler belirlendi. Ödeme amaçlı
stablecoin’lerin ihracatçılarının kim olabileceğini,
yasal çerçevesini ve düzenleyici sorumluluklarını
tanımlamaktadır. İlgili linke buradan ulaşabilirsiniz.

ABD’de İstikrarlı Kripto Varlıklar çerçevesinde
kurumsal yükümlülükler belirlendi
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ABD'de bazı kendi kendini düzenleyen kuruluşlar listelemesi onaylanan beş Bitcoin ve Ethereum ETF’i için
bazı teknik ve operasyonel hükümleri güncelleyen bir kural değişikliğini ABD Menkul Kıymetler ve Borsa
Komisyonu’a (SEC) bildirdiği ve bu değişikliğin derhâl yürürlüğe girdiği duyuruldu. Bu belge, Cboe BZX
borsasının bazı Bitcoin/Ethereum gibi kriptoya dayalı ETF’leri, özel izinli ürün olmaktan çıkarıp normal
ETF’lerle aynı standart kurallar altında işlemeye başlattığını duyurmaktadır. İlgili linke buradan
ulaşabilirsiniz.

ABD’de bazı kendi kendini düzenleyen kuruluşlar listelemesi onaylanan beş Bitcoin ve
Ethereum Etf’i için bazı teknik ve operasyonel hükümleri güncelleyen bir kural değişikliğini
ABD Menkul Kıymetler ve Borsa Komisyonu’na bildirmiş ve bu değişikliğin derhâl yürürlüğe
girdiği duyuruldu

ABD Menkul Kıymetler ve Borsa Komisyonu ile ABD Emtia Vadeli İşlemler Komisyonu tarafından
kripto varlıklara ilişkin ortak açıklama yayımlandı

Fintek – Kripto Varlıklar
Küresel

Belirli spot kripto varlık ürünlerinin alım satımının mümkün kılınmasına yönelik süreç konusunda
koordinasyonu sağlamak amacıyla yayınlanmış bir inisiyatiftir. İlgili linke buradan ulaşabilirsiniz.

Hong Kong Para Otoritesi, sanal varlık saklama hizmetleri çerçevesinde sunulan varlık
kilitleme faaliyetlerine ilişkin düzenlemeyi güncelledi
Hong Kong Para Otoritesi (HKMA) tarafından sanal varlıklara ilişkin saklama hizmetleri kapsamında sunulan
staking hizmetlerine yönelik düzenlemenin revize edilmiş hâli yayımlandı. Bu kapsamda Hong Kong'daki
KVHS'lere iç yapılarını kontrol etme, saklama ve müşterilerine gerekli açıklamaları yapma yükümlülükleri
getirilmiştir. İlgili içeriğe buradan ulaşabilirsiniz.

BAE Merkez Bankası, Finansal Kurumların ve Faaliyetlerin Düzenlenmesi ile Sigortacılık
Faaliyetlerine İlişkin Federal Kanun’u yayımladı
6/2025 sayılı Kararname ile bankacılık mevzuatı yeniden düzenlenmiş, bir önceki bankacılık kanununu
yürürlükten kaldırılmıştır. Bu kapsamda BAE Merkez Bankası’nın düzenleyici kapsamı genişletilmiş, finansal
teknoloji hizmeti sunan iştirakler de Merkez Bankası’nın yetki kapsamına alınmıştır. Kanun; “açık finans
hizmetlerinin sunulması” ile “sanal varlıklar kullanılarak ödeme hizmetlerinin sunulması” olmak üzere iki yeni
faaliyeti mevzuata eklemiştir. Bu iki faaliyet kategorisi, Açık Finans Yönetmeliği ve Ödeme Token Hizmetleri
Yönetmeliğinin yürürlüğe girmesiyle tamamlayıcı bir yapı oluşturmaktadır. İlgili içeriğe buradan
ulaşabilirsiniz.

Suudi Arabistan Merkez Bankası (SAMA), Ödeme Sistemleri ve Bunların İşletmecilerine İlişkin
Gözetim Çerçevesinin Güncellenmesine Yönelik Yönetmelik Taslağını kamuoyu görüşüne açtı
Söz konusu güncelleme, Ödeme ve Ödeme Hizmetleri Kanunu ile Finansal Piyasa Altyapılarına İlişkin İlkeler
ile uyum sağlamayı amaçlamaktadır. Yeni düzenlemenin 2026 yılında yayınlanması beklenmektedir. İlgili
içeriğe buradan ulaşabilirsiniz.

Suudi Arabistan Sermaye Piyasası Kurumu, Fintech Lab kapsamını yapay zekâ destekli
danışmanlık hizmetlerini içerecek şekilde genişletti
Yeni finans teknolojilerinin test edilmesi amacıyla ortaya çıkarılan FinTech Lab’in kapsamı yapay zekâ
destekli danışmanlık hizmetlerini içerecek şekilde genişletmiştir. Ayrıca Ağustos–Eylül 2025 döneminde,
lisanslı kuruluşların robot-danışmanlık hizmetlerini daha geniş bir çerçevede ve olağan iş faaliyetlerinin bir
parçası olarak sunabilmelerine imkân tanıyacak bir düzenleme konusunda kamuoyu istişaresi yürütülmüştür.
İlgili uygulamaya buradan ulaşabilirsiniz.
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Siber güvenlik



8 Ocak 2025 Tarih ve 32776 Sayılı Resmi Gazetede yayımlanan 177 sayılı Siber Güvenlik Başkanlığı
Hakkında Cumhurbaşkanlığı Kararnamesi ile Cumhurbaşkanlığı’na bağlı, kamu tüzel kişiliğini haiz, özel
bütçeli ve merkezi Ankara’da bulunan Siber Güvenlik Başkanlığı kurulmuştur. Siber Güvenlik Başkanlığı;
siber güvenliğin sağlanması amacıyla politika, strateji ve hedefleri belirlemek, eylem planları hazırlamak,
mevzuat çalışmalarını yürütmek, ilgili faaliyetlerin koordinasyonunu sağlamak, bunların etkin şekilde
uygulanmasını takip etmek, siber güvenlik konusunda eğitim ve farkındalık çalışmalarını yürütmek, acil
durum ve kriz yönetimi planları oluşturmak, siber güvenlik ile ilgili tatbikatları yürütmek başta olmak üzere
Kararnamenin 4. maddesinde belirtilen yetki ve görevlere haizdir. İlgili kararnameye buradan
ulaşabilirsiniz.

Siber Güvenlik Başkanlığı kuruldu

Siber Güvenlik Kanunu yürürlüğe girdi

Siber güvenlik
Türkiye

10 Ocak 2025 tarihinde Türkiye Büyük Millet Meclisi Mili Savunma Komisyonu’na sunulan Siber Güvenlik
Kanun Teklifi12 Mart 2025 tarihinde TBMM Genel Kurulu’nda kabul edilerek yasalaşmış, 19 Mart 2025
tarihinde yürürlüğe girmiştir.
Siber Güvenlik Kanunu, ulusal siber güvenliği güçlendirme amacıyla çeşitli düzenlemeler getirmektedir.
Kanun kapsamında kurumsal veri güvenliği, uluslararası iş birliği ve sertifikasyon süreçleri, idari yapılanma
ve hukuki yaptırımlara yönelik önemli yenilikler düzenlenmiştir. Kanunun temel amaçları; Türkiye
Cumhuriyeti’nin siber uzaydaki gücünü oluşturan unsurlara yönelik iç ve dış tehditleri tespit edip bunları
bertaraf etmek, siber saldırıların etkilerini azaltmaya yönelik esaslar belirlemek, kamu kurumları meslek
kuruluşları özel sektör ve diğer kuruluşları siber saldırılara karşı koruyacak düzenlemeler yapmak, ulusal
siber güvenlik stratejilerini ve politikalarını belirlemek, siber güvenliğe ilişkin idari teşkilatı kurmaktır.
Kanun ile bilişim sistemleri, kritik altyapı, kritik kamu hizmeti, siber güvenlik, siber olay, siber tehdit, siber
saldırı, siber tehdit istihbaratı, SOME, varlık, zafiyet ve siber uzay gibi önemli kavramlar tanımlanmıştır.
Siber Güvenlik Kanunu kapsamında, Cumhurbaşkanlığı Kararnamesi ile kurulan Siber Güvenlik Başkanlığı’nın
görev, yetki ve sorumlulukları düzenlenmiştir. Siber Güvenlik Kanunu kapsamında cezai hüküm ve idari para
cezası öngörülen eylemler aşağıda yer almaktadır:

BTK’dan Alan Adı Sistemlerinde (DNS) Kötüye Kullanımı Önlemeye Ve Siber Güvenliği
Güçlendirmeye Yönelik Taslak Yönetmelik
BTK, Alan Adı Sistemlerinde (DNS) Kötüye Kullanımı Önlemeye Ve Siber Güvenliği Güçlendirmeye Yönelik
Taslak Yönetmelik yayımladı. Taslak, DNS altyapısının sahte siteler, kötü amaçlı yazılım yayılımı, trafik
yönlendirme, phishing/spam gibi yollarla kötüye kullanılması hallerini yasal olarak kötüye kullanım
kapsamına almaktadır. Bu durumda BTK’ya müdahale yetkisi veren düzenlemeler önerilmektedir. İlgili
içeriğe buradan erişebilirsiniz.

 Siber saldırılar ve veri elde etme
 Siber güvenlik tedbirleri ve yükümlülükler
 Siber güvenlik ürünlerinin yurt dışına satışı
 Denetim yükümlülükleri ve ceza uygulamaları

 Bilgi ve belge vermeme veya engelleme
 İzinsiz faaliyet gösterme
 Sır saklama yükümlülüğü
 Veri sızıntısı ve yetkisiz paylaşım
 Gerçek dışı içerik yayma

Kanuna buradan erişebilirsiniz.
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https://www.resmigazete.gov.tr/eskiler/2025/01/20250108-1.pdf
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Siber Güvenlik Başkanlığı Hakkında Cumhurbaşkanlığı Kararnamesinde Değişiklik Yapılmasına Dair
Cumhurbaşkanlığı Kararnamesi 25 Aralık 2025 tarih ve 33118 sayılı Resmî Gazete’de yayımlanmıştır.
Kararname ile Siber Güvenlik Başkanlığı’nın görev ve yetki alanı genişletilmiştir. Başkanlığın görev ve yetki
alanına siber güvenliğe ek olarak dijital devlet politikaları, kamu bilişim altyapıları, veri yönetişimi ve
kamuda yapay zekâ uygulamaları da dahil edilmiştir. Başkanlık; siber güvenlik ve dijital devlet alanında
mevzuat çalışmalarını yürütecek, ulusal strateji ve eylem planlarını hazırlayacak, uygulamaları koordine
edecektir. Yeni düzenlemeyle e-Devlet Kapısı ile dijital devlet ortak ürün ve hizmetlerinin geliştirilmesi ve
işletilmesi, kamu bilişim projelerinde proje yönetim standartlarının belirlenmesi ve bu projelerin mali-teknik
boyutlarına ilişkin Strateji ve Bütçe Başkanlığına görüş verilmesi öngörülüyor.

Başkanlığın teşkilat yapısı düzenlenmiştir. Kararnameye uyarınca Başkanlık; Başkan, üç başkan yardımcısı
ve hizmet birimlerinden oluşacak, yurt içinde yediye kadar temsilcilik kurulabilecek, yurt dışı teşkilatı
oluşturulabilecektir. Ayrıca Cumhurbaşkanı kararıyla yurt içinde veya yurt dışında, görev alanıyla ilgili
şirket kurulmasının önü açılmıştır.

Yeni teşkilat kapsamında Kamu Yapay Zekâ Genel Müdürlüğü, Dijital Devlet Genel Müdürlüğü, Yönetim
Hizmetleri Genel Müdürlüğü ve Strateji Geliştirme Dairesi Başkanlığı oluşturuldu. İlgili kararnameye
buradan erişebilirsiniz.

Siber Güvenlik Başkanlığı Hakkında Cumhurbaşkanlığı Kararnamesinde Değişiklik Yapılmasına
Dair Cumburbaşkanlığı Kararnamesi

Siber Güvenlik Kanunu Uyarınca Tutuklama Kararı

Siber güvenlik
Türkiye

Milli İstihbarat Teşkilatı koordinasyonunda; Siber Güvenlik Başkanlığı, Jandarma Genel Komutanlığı ve Mali
Suçları Araştırma Kurulu’nun (MASAK) ortak çalışmasıyla, vatandaşların kişisel verilerine yetkisiz erişim
sağlayarak kamu kurumlarını hedef alan bir siber casusluk yapılanmasına yönelik kapsamlı bir operasyon
gerçekleştirildi.

Ankara merkezli soruşturma kapsamında İstanbul ve Karabük’te düzenlenen eş zamanlı operasyonlarda 4
şüpheli gözaltına alınarak 7545 sayılı Siber Güvenlik Kanunu uyarınca tutuklandı. Operasyonda dijital
materyallere el konulurken, yasa dışı veri paylaşımı yapılan internet siteleri kapatıldı ve kripto varlıklar
üzerinden yürütülen gelir trafiği MASAK tarafından tespit edildi.
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Planın amacı özellikle hastaneler başta olmak
üzere tüm sağlık sektörünün siber saldırılara karşı
dayanıklılığını artırarak kritik sağlık hizmetlerinin
kesintisiz ve güvenli şekilde sürdürülebilmesini
sağlamaktır. İlgili plana buradan erişebilirsiniz.

Avrupa Komisyonu, hastaneler başta olmak
üzere sağlık sektörünün siber güvenliğini
güçlendirmek için bir AB Eylem Planı başlattı

Kılavuzun amacı yapay zekâ sistemlerinin tasarım,
geliştirme ve kullanım aşamalarında siber güvenlik
risklerini en aza indirerek güvenli, dayanıklı ve
kötüye kullanıma karşı korumalı bir YZ ekosistemi
oluşturmaktır. İlgili kılavuza buradan erişebilirsiniz.

Birleşik Krallık hükümeti, yapay zekâ
sistemlerine yönelik siber güvenlik risklerini ele
almak amacıyla hazırlanan YZ Siber Güvenlik
Uygulama Tüzüğü Ve Kılavuzu yayımladı

Raporda, klasik şifreleme yöntemlerinin çözemediği
sorunlara yönelik tam homomorfik şifreleme ve çok
taraflı hesaplama gibi yöntemler ayrıntılı biçimde
açıklanmaktadır. İlgili rapora buradan erişebilirsiniz.

NCSC tarafından Hassas Kişisel Verilerin
Kriptografi İle Korunmasına İlişkin Rapor
yayımlandı

İngiltere Ulusal Siber Güvenlik Merkezi (NCSC)
Siber Güvenlik Kültürü İlkeleri, siber güvenliğin
kurum hedefleriyle uyumlu bir parça olarak
görülmesini, çalışanlarda güvenli davranışların
teşvik edilmesini ve liderlerin bu alandaki
sorumluluğu üstlenmesini öngörmektedir. İlgili
içeriğe buradan erişebilirsiniz.

NCSC, kurumların etkili siber güvenlik
uygulamaları geliştirmesi için gereken kültürel
zemini tanımlayan Siber Güvenlik Kültürü
İlkeleri’ni yayımladı

Siber güvenlik
Avrupa Birliği ve Birleşik Krallık

Kapsam sadece enerji, su ve ulaşım gibi klasik kritik
altyapılarla sınırlı kalmayıp bulut hizmet
sağlayıcıları, veri merkezleri ve yönetilen servis
sağlayıcıları gibi dijital hizmetleri de kapsayacak
şekilde genişletilmiştir. İlgili tasarıya buradan
erişebilirsiniz.

Cyber Security and Resilience Bill: NIS kapsamı
genişletildi

Bu plan Birleşik Krallık’ın siber güvenlik sektörünü
büyütmek, inovasyonu hızlandırmak ve küresel
rekabet gücünü artırmak amacıyla hazırladığı
stratejik bir yol haritasıdır. İlgili plana buradan
erişebilirsiniz.

UK Cyber Growth Action Plan 2025

Rapor, AB’nin güncel siber tehdit ekosistemini
ortaya koyarak güvenlik açıklarının hızla kötüye
kullanılması, saldırganların izinin sürülmesindeki
artan zorluklar ve kesintisiz hâle gelen saldırı
operasyonlarıyla karakterize olan olgun bir tehdit
ortamına dikkat çekmektedir. İlgili rapora buradan
erişebilirsiniz.

Avrupa Birliği Siber Güvenlik Ajansı (ENISA)
tarafından Threat Landscape 2025 Raporu

AB, büyük ölçekli siber tehditleri tespit edip hızlı
müdahale etmek ve üye devletlerin siber
dayanıklılığını artırmak için ortak bir erken uyarı ve
kriz yönetimi sistemi kurmayı hedeflemektedir.
İlgili yasaya buradan erişebilirsiniz.

EU Cyber Solidarity Act 4 Şubat 2025
tarihinde yürürlüğe girdi
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Çin, 2017’den bu yana Siber Güvenlik Yasası’nda (Cybersecurity Law – CSL) ilk kapsamlı güncellemesini
kabul etti. 2025 yılının sonlarında kabul edilen ve 1 Ocak 2026’da yürürlüğe giren bu değişiklikler, daha sıkı
denetim, daha ağır yaptırımlar ve ağ operatörleri ile kritik altyapılar için daha katı uyum yükümlülüklerine
doğru bir yönelimi temsil etmektedir. Başlıca değişiklikler şunlardır:
 Siber güvenlik yükümlülüklerinin yerine getirilmemesi hâlinde uygulanacak cezaların artırılması.
 Yapay zekâ yönetişimi ve güvenliğinin siber güvenlik mevzuatına açık şekilde entegre edilmesi.
 Potansiyel sınır ötesi (ekstraterritoryal) uygulamayı da içerecek biçimde yaptırım yetkisinin

genişletilmesi.
Güvenli ve sorumlu yapay zekâ geliştirilmesini desteklemek amacıyla yeni bir madde konulmuştur; bu
madde temel araştırmayı teşvik etmeyi, algoritmaların güvenliğini sağlamayı, risklerin daha etkin
izlenmesini ve etik standartların güçlendirilmesini amaçlamaktadır — bu, yapay zekânın artan siber risk
potansiyeline verilen bir yanıttır.

İlgili kanuna buradan erişebilirsiniz.

Çin Siber Güvenlik Yasasında önemli değişiklikler

Siber güvenlik
Küresel

Çin’de siber olay bildirim düzenlemeleri
Çin’de Ulusal Siber Güvenlik Olayı Bildirim Yönetmeliği (Measures on National Cybersecurity Incident
Reporting) 1 Kasım 2025’te yürürlüğe girmiştir. Düzenleme, siber olay bildirimlerinin kapsamını,
yükümlülüklerini, süreçleri ve süreleri belirlemektedir. İlgili düzenlemeye buradan ulaşabilirsiniz.

Avustralya'nın Güncellenmiş Fidye Yazılımı Bildirim Yükümlülükleri yürürlüğe girdi
Düzenleme kapsamında yıllık cirosu 3 milyon Avustralya dolarını aşan şirketler, bu ödemeleri 73 saat içinde
İçişleri Bakanlığı’na bildirmek zorundadır; bildirmeyenler yaklaşık 18.000 Avustralya doları ceza ile
karşılaşabilir. İlgili içeriğe buradan erişebilirsiniz.

Hong Kong’da kritik altyapı için Yeni Siber Güvenlik Yasası
Hong Kong, kritik hizmet sağlayıcılarının (enerji, finans, iletişim vb.) bilgisayar sistemleri için zorunlu siber
güvenlik yükümlülükleri içeren yeni bir yasa çıkardı. Bu yasa 2026’da yürürlüğe girerek risk yönetimi, olay
tespiti ve müdahalesini yasal zorunluluk hâline getirmektedir. İlgili yasaya buradan erişebilirsiniz.

Myanmar Siber Güvenlik Kanunu
1 Ocak 2025 tarihinde Kabul edilen Siber Güvenlik Kanunu 30 Temmuz 2025 tarihinde Myanmar Devlet
İdare Konseyi’nin 113/2025 sayılı Bildirimi’ni yayımlamasıyla yürürlüğe girmiştir. İlgili kanuna buradan
erişebilirsiniz. İlgili kanuna buradan erişebilirsiniz.

Suudi Arabistan Siber Güvenlik Otoritesi, temel yasal çerçevelerini güncelledi
Temel Siber Güvenlik Kontrolleri (Essential Cybersecurity Controls – ECC 2-2024) ve Bulut Siber Güvenlik
Kontrolleri (Cloud Cybersecurity Controls – CCC 2-2024)'nde düzenlemeye gidilmiştir. Otorite aynı zamanda
Kritik Ulusal Altyapı kapsamı dışında kalan özel sektör kuruluşları için yeni bir kontrol seti yayımlamıştır.
Bütün bu düzenlemeler bir arada değerlendirildiğinde; Suudi Arabistan’daki faaliyetler bakımından kontrol
olgunluğunun (control maturity) kanıtlanabilir şekilde ortaya konulması, bulut ortamlarında hizmet alan
kuruluşlar (cloud tenant) için titiz durum tespiti süreçlerinin yürütülmesi ve veri yerelleştirme
gereklilikleriyle uyumlu mimari tasarımların hayata geçirilmesi gerekliliğini önemli ölçüde artırmaktadır.
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Dünyada ve Türkiye’de EY

EY olarak uluslararası ve yerel çapta birçok
sektörden firmaya ve kamu kurumuna
danışmanlık, güvence, vergi, strateji ve
kurumsal finansman hizmetleri sunuyoruz.
150’den fazla ülkede, 700’den fazla ofisimiz ve
400.000’den fazla çalışanımızla tüm
sektörlerden firmalara, hükümetlere ve
uluslararası organizasyonlara geniş bir
yelpazedeki politika ve iş sorunlarını
çözmelerinde destek veriyoruz.

Tek bir çalışma stratejisi, ortak inovasyon ve
bilgi paylaşım kültürü çatısı altında, dünya
genelindeki yerel ofislerimizi bir arada tutan
ağımızla kapsamlı profesyonel hizmetler
sunuyoruz. Bu benzersiz “Tek firma”
yaklaşımımız, tüm çalışanlarımızın müşterilere
coğrafi ve kurumsal sınırları aşan bir hizmet
vermesini sağlıyor.

Hizmetlerimiz
EY olarak, dünya genelinde pek çok
sektörden firmaya pazar stratejisi
geliştirmeden teknolojiye, süreç
iyileştirme ve organizasyonel dönüşüme
kadar geniş bir çerçevede hizmet
sunuyoruz. Veri, yapay zekâ ve ileri
teknolojiden yararlanarak
müşterilerimizin geleceği güvenle
şekillendirmelerine, günümüzde ve
gelecekte karşılaşabilecekleri sorunlara
çözüm üretmelerine destek oluyoruz.
Daha iyi bir çalışma dünyası oluşturmak
amacıyla müşterilerimiz, çalışanlarımız
ve içinde yer aldığımız toplum için var
gücümüzle çalışıyoruz. Sadece geleceğe
uyum sağlamakla kalmıyor, tüm
paydaşlarımızla birlikte geleceği hep
birlikte güvenle şekillendiriyoruz.

EY Türkiye olarak 40 yılı aşkın
süredir danışmanlık, güvence, vergi,
strateji ve kurumsal finansman olmak
üzere dört profesyonel hizmet alanında
müşterilerimize destek oluyoruz. 5
büyük şehirdeki (İstanbul, Ankara, İzmir,
Bursa, Adana) 6 ofisimizde, 2000’den
fazla çalışanımızla Türkiye’deki en büyük
profesyonel hizmet firmalarından biriyiz.

Küresel uzmanlığımızı ve yerel
kaynakları özelleştirilmiş çözümlerle
birleştirerek müşterilerimize artı değer
sağlıyoruz.
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EY  |  Daha iyi bir çalışma dünyası oluşturuyoruz

EY olarak, müşterilerimiz, çalışanlarımız, toplum ve dünyamız için değer yaratırken
sermaye piyasalarında güveni inşa ediyor ve bu şekilde daha iyi bir çalışma dünyası
oluşturuyoruz.

Veri, yapay zekâ ve ileri teknolojiden yararlanarak müşterilerimizin geleceği güvenle
şekillendirmesine, günümüzde ve gelecekte karşılaşabilecekleri sorunlara çözüm
üretmelerine yardımcı oluyoruz.

EY ekipleri olarak bağımsız denetim, danışmanlık, güvence, hukuk, kurumsal finansman,
strateji ve vergi hizmetleri sunuyoruz. Dünya çapında 150’den fazla ülkede, küresel ağımız,
kapsamlı iş birliklerimiz ve güçlü sektörel deneyimizle müşterilerimize hizmet veriyoruz.

Hep birlikte geleceği güvenle şekillendiriyoruz.

EY adı küresel organizasyonu temsil eder ve Ernst & Young Global Limited’in her biri ayrı birer tüzel kişiliğe sahip olan, bir veya daha
çok, üye firmasını temsil edebilir. Sınırlı sorumlu bir Birleşik Krallık şirketi olan Ernst & Young Global Limited müşteri hizmeti
sunmamaktadır. Kişisel Verileri Koruma Kanunu (KVKK) kapsamında; EY'ın kişisel verileri nasıl topladığı, kullandığı ve bireylerin
sahip olduğu haklara dair bilgilere ey.com/tr_tr/privacy-statement adresinden ulaşabilirsiniz. EY üye şirketleri yerel kanunların
yasakladığı bölgelerde hukuk hizmeti sunmaz. Daha fazla bilgi için lütfen ey.com adresini ziyaret edin.

© 2026 EY Türkiye.
Tüm Hakları Saklıdır.

Sadece genel bilgi verme amacıyla sunulan bu yayın muhasebe, vergi, hukuk  veya diğer profesyonel hizmetler alanında geçerli bir
kaynak olarak kullanılması amacıyla hazırlanmamıştır. Belirli bir konuya ilişkin olarak ilgili danışmana başvurulmalıdır.
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